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INSTALLATION

The Installation CD contains the software you need to run the complete system. If you are installing the
system on multiple PCs, install the appropriate software for each PC:

- Server Application: All functions of NVR/DVR/Hybrid NDVR systems including Main Console, Playback,
Remote Live Viewer, Backup, and Verification Tool.

- Remote Desktop Tool: The tool to access main console and setup configuration remotely.

- DVR Driver: The tool to detect the type of capture cards and install the proper driver automatically.
- Client: Client application in device.

- Smart Phone Client: Client application in smart phone device.

The following section describes the installation of each element of the Intelligent Surveillance System.



The Intelligent Surveillance Solution

NVR/DVR/Hybrid NDVR System

Step 1: Select Setuptool.exe to start installation.

Step 2: There are 4 system types listed in the System Setup Tool window. Choose one and select Next.
- IP Surveillance System/Trial System
- MPEG-4 Hybrid System
- H.264 Hybrid System
- Full D1H.264 Hybrid System

Note: The Setup Tool will detect the type of capture cards installed on PC and enable the system
options automatically.

Step 3: Select Next to continue.

1P Swiverillance System - InstaliShield Wizard Eq

Welcome to the InstallShield Wizard for IP
Surverillance System

The InstalShield Wizard wil instal IP Surverilance System
on your computer. To continue, click Next

Step 4: Check the option | accept the terms of the license agreement, select Next to continue.

IE Swiverillance System - InstallShield Wizard

License Agreement
Please read the follaning license agreement carefull.

End User License Agreement ('ELLA")

(3

Do not instal or use the software urtil you have read and accepted al of the license
terms. Permission to use the software is conditional upon your agresing to the license
terms. Installstion or use of ths softwars by you will be desmed t be acceptance of
the licenss terms. Acceptance wil bind you to the license terms in a lsgally enforceable
cortract with company

* SOFTWARE LICENSE AND LIMITED WARRANTY

This i an agresment between you, the end user, and company. By using this software,
you agree to becoms bound by the tsrms of this agresment 3

@ accept the terms of the icense agreement

O 1 do not aceept the terms of the license agieement

IristallShisld

[ <Back | Mew> | [ Cancel |

Step 5: Enter the appropriate information, select Next to continue.
: ? Surverillance System - InstallShield Wizari

Customer Information

Pleass enter your information

Flease enter your name and the name of the company for which you wark.,

User Name:
|

Company Name:

[stall3Hield

[ <Back Mest > Cancel

Step 6: Choose Complete or Custom setup type.
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[X]

©[Completd

ﬁ Al progeam features wil be instalisd (Rieguies the most disk, space.|

(1 Surveiliance System - InstaliShietd Wizard
Setup Type
Sedact the sehup lype to install

Please sslact & tatup bype.

Sedect which program features you wank instaled. Alecommended foe
advanced users.

#

Cancel |

[cBoek | Mets ||

Installs all program features into the default directory.

Check Complete, and then select Next. All program features will be installed. [COMPLETE SETUP

requires the most disk space.]

ICUSTOM SETUP TYPH|

Allows you to install the system to a preferred directory and select whichever program feature(s) to

install. [Recommended for advanced users]
Check Custom, and then select Next.

Select Change if you

Select the feature(s) for setup to install, select Next.

IF Surverillance System - InstallShield Wizard

Choose Destination Location
Select folder where setup will install files.

Install IF Surverilance System to,
LC:5Program Filesh P SurveillancetSCB_IP

wish to modify the installation directory.

Select Features

Select the features setup will install,

[ Liveview
[w|Backup
] Veification

262,45 ME of spacs rsquired on the C drive
5025 28 ME of spacs available on the C drive

< Back Next > Cancel

Select the features you want to install, and deselect the features you da not want ta install

Description

The main control console of
the IP Surverillance System

<Back || Mew> | [ Cancel

Step 7: Select Install to start the installation.

1P Surverillance System - InstallShield Wizard

Ready to Install the Program
The wizard is ready to begin installation

Click Install ta bedgin the: installation

IF you want ta review or changs any of your installation settings, clisk Back. Click Cancel to xit
thie wizard.

<Back | nstal ] [ Cancel
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Step 8: Select Finish, installation complete.

IP Surverillance System - InstallShield Wizard

InstallShield Wizard Complete

The InstallShield Wizard has successfully installed IF
Surverilance Systern. Click Finish to exit the wizard

-10 -
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Remote Desktop Tool

Remote Desktop Tool allow user remote to access Main Console System and setup configuration.

Step 1: Run Setup.exe from RemoteDesktopViewer to start the installation.

Step 2: Select Next in the Install Shield Wizard dialog box.

‘Welcome to the InstallShield Wizard for
Remote Desktop Viewer

The InstallShield \wizard will install Remote Desktop
Wigwer on your computer. To continue, click Mest.

ek [CHets | cencel |

Step 3: Check the option | accept the terms of the license agreement. Select Next.

License Agreement .
Please read the following license agreement careful. ‘

Endt User License Agrsement ('ELLA" B

Do not Install of use the software untl you have read and accepted all of the licsnss
terms. Permizsion to Use the softwars is condiional upon your agresing to the license
terms. Installation or use of ths softwars by you wil bs desmed to be acceptance of the
licanse terms. Accaptance wil bind you ta the license tsrms in a legally enforceabls
cortract with company

* SOFTWARE LICENSE AND LIMITED WARRANTY
Thiz is &n agreement between you, the end user, and company. By using this software,

trus soMtwere, you agree to HEcome RoUNd By The Terms of this agreement =l

& accept the terms of the license agreement Pint

| do nat accept the terms of the license agreement

<Back Hest> | Concel |

Step 4: Enter your information, select Next.
Remote Desktop Viewer - InstallShield Wizard (X
Customer Information L] ‘

Pleaze enter your information,

Pleate enter pour name and the name of the company far which pou veork,

User Name

[ |

Lompany Hame.

< Back Nest [ cancel

Remote Desktop Viewer - InstallShield Wizard
Setup Type L 7'
Select the setup type to install.

Flease select a setup fppe.

ﬁ Al program features will be installed. (Pequires the mast disk space.]

O Cuglom

Select which program features pou want installed. Recommended for
advanced users

<Back || Mew> | [ Cancel

-11 -
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ICOMPLETE SETUP TYPE|

Install all program features into the default directory.
Check Complete, and then select Next. All program features will be installed. [Requires the most
disk space.]

ICUSTOM SETUP TYPE|

Install the system to a preferred directory. Select program feature(s) to install. [Recommended for
advanced users]

Check the option Custom, select Next.

Select Change to select folder setup will install files.

Select the features setup will install.

Remote Desktop Viewer - InstallShield Wizard |Z Remote Desktop Viewer - InstallShield Wizard
Chaose Destination Location Oy Select Features Oy
Selact folder whers sstup willinstall Fles " Selact the features sstup wilinstall A "
Install Rrota Desktop Viewss to Select the features you want to instal, and deselect the features you do not want 1o install.
C:\Prodram Filestnon_branded\FirmtD skViswer Desciion
381 MB of space required on the C diive
3368.65 MB of space available on the C diive
< Back Cancel <Back | New> | [ Conedl

Step 7: Select Install to start the installation.

Remote Desktop Viewer - InstallShield Wizard

Ready to Install the Pragram L " I'

The wizard is ready to begin installation

Click Install to begin the instalation

IF pou want to reviews or change any of your installation settings, elick Back. Click Cancel to exit
the wizard

<Back J{__nstal ] [ Cancel

Step 8: Select Finish after installing the system completely.

-12 -



Driver Install Tool help user to auto detect type of capture card and install corresponding drivers.
Run InstallDri.exe to start the installation.

In the Driver Setup dialog box, select Next.
37 CaptureCardDrivers Setup E]

‘Welcome to the CaptureCardDrivers
Setup Wizard

This wizard will guide you through the installation of
CaptureCardDrivers.

It is recommended that you dose all other applications
before starting Setup. This will maks it possible to update
relevant system files without having to reboot your
computsr.

Click Install ko skark the installation.

Cancel

Check | Agree to continue.

57 CaptureCardDrivers Setup @
License Agreement
Please review the license terms before installing CaptureCardDrivers WY

Fress Pags Down bo ses the rest of the agreement.

End User License Agreement ("ELLA") A

Do not install or use the software until vou have read and accepted all of the license
terms. Permission to use the software is condtional upan your agreeing to the license
terms. Installation or use of the saftware by you will be deemed to be acceptance of the
license terms. Acceptance will bind you to the license terms in a legally enforceable
cortract with company.

* SOFTWARE LICENSE AND LIMITED WARRANTY
This is

pany. By using this softwere, .

TF you accept the terms of the agresment, click T Agres o continus, ¥ou must accept the
agreement to install NUUODriver.

<pack || Lagree [ camel ]

Installing driver.
@

Installing =
Please wait while CaptureCardDrivers is being installed. )

Execute: "DetechCard.exe” PCIWEN_19998DEY_AS00

|
Show details

Click Finish after installing the system completely, and then choose to reboot now or later.
.\“Captum(ardnlivel-; Setup EJ @

Completing the CaptureCardDrivers
Wizard

“our computer must be restarted in order to complete the
installation:. Do wou want bo rebook now?

©®&ehoot

(1 want to manually reboot later
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Client Installation
Step 1: Connect device to the PC.

Step 2: Run Setup.exe from the directory/Client to install Client.
Note: If you do not have Microsoft® ActiveSync installed, a message will appear “Cannot find
ActiveSync, install ActiveSync and run installation again”.

Step 3: Check that the client application is installed completely in device.

/4 | start T 46246 ok

PDA Client.CAB was
successfully installea on your
device.

If you need more storage space, you
can remove installed programs.

Smart Phone Client Installation
Step 1: Connect Smart Phone device to the PC.
Step 2: Run Setup.exe from SPClient to install Smart Phone Client.

Note: If you do not have Microsoft® ActiveSync installed, a message will appear “Cannot find
ActiveSync. Please reinstall ActiveSync and then run this installation again.”

Step 3: Check the client application is installed completely in smart phone device.

Installation XTI
successfully installed on your
device.

If you need more storage space,
you can remove installed
programs.

-14 -
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Quick Start

Execute Main Console

Step 1: Go to Start > All Programs > Surveillance System > Main Console to execute Main Console.

Step 2: Enter your own password into the edit box, enter it again for double confirm and then click on OK.

IF) User Manusl
E Backup Svstem

@ winzie v
@) WinRAR v
Micrasoft Office ’
@ Cutlook Express

|_,' Remote Lssistance A
|@ iTunes Remote Live Viewer

[0 QuickTime [4] erifization Tool

# Uninstall IP Surverillance System

Please enter passwaord for administrator

User Account: Iadmin

Password I

Password Canfitm |

0K X Cancel

Activate IP Camera License(s)
Step 1: Open License Manager Tool in Config menu.
Step 2: Select Activate tab, check the PC in Online network environment.

Step 3: Insert the SN, SN file or dongle to activate license.

Step 4: After software license is activated successfully, please restart Main Console.
Note: Please refer to page 123 for advanced settings.

[#] License Management Tool
Activate !Transfer]
S | Charnel | Product | Status
i
B setting
A User Account Setting Ste 2
& License Managet p .
- Activate type-
SavejLoad Configuration 3 >‘ b
oy & Online
LLLET BN Ml ci Counting Application £~ Offline
& POS Application L
B Log iewsr ~Input type:
B Badup ) & SN
SNl
Metwork Service St 3 IIE:
Schedule  Guard Abaut ManCansale. .. P
T
£ AlA
Import offline license
File path:

Install IP camera(s)

Step 1: Setup the IP camera(s) by referring to the user manual provided by the IP camera manufacturer.
Step 2: Make sure you can access this camera through IE browser.

Step 3: Add the IP camera(s) to the system by following the steps below.

-15 -
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Add IP camera(s)

Step 1: Execute Main Console.

Step 2: Type in user name and password and log in to the system.

Step 3: In Main Console, go to Config and select Setting to obtain the
Setting panel.

User Account Setting
License Manager

SavejLoad Configuration Ste p 3

a

Counting Application
POS Application

Log Wiewer

Backup

Metwork Service

About MainCansale...

Step 4: Go to Camera tab.

E?A»’bh

-
Note: If the IP camera supports UPnP, follow step 5. Otherwise, follow e o
Step 8. o tgL:lOne ,,&n,,';;inmmw Tl
L=
Step 5: Click on Search to detect IP cameras under this local area § Ax' j 3;“‘ \
network (LAN). B: e S maems
Note: The Search function is available only when the IP cameras | = el oo |
support UPnP. S —
Userhame. [
Step 6: Select one of the IP cameras that are available and enter the e
username and password. e
Step 7: Click OK to add the camera. Step 4

Step 8: Click Insert to insert the IP cameras.

Step 9: Enter the IP address or domain name (check the Use DNS option),
Http Port, Username, and Password.

Step 10: Select Auto Detect.

Step 11: Select OK to add the camera.

Step 12: Select OK to exit.

Metwaork
Marme [
Step 9 /) IP Address I Use DNS
» Hitp Port: B0
\ A l—
Paseword l—
Pratocol G TCP CUDR € HITE
Step 10 .
~Device
Wendor: |ACTI a Auto Detect
Ste p 11 Carmera Model: [SED2100 =
G S N N
IS5 R G
~Description

Video Codec:MPEG4
Audio Codec: M/
Camera:1, D2, DO:2

\I oK ‘ X Cancel

-16 -
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Mainconsole supports USB (SCB-C08) and Ethernet (SCB-C31A) I/0O box converter.

For USB (SCB-CO08) I/0O box converter:
Step 1: Execute Mainconsole.

Step 2: Type in user name and password and log in to the
system.

Step 3: In Mainconsole, go to General Setting and select
Setting>System Setting to obtain the Setting panel.

Step 4: Go to I/0 Device tab.

Step 5: Type in module in Module and select device for USB

(SCB-CO08) I/0O converter device: SCB-C24, SCB-C26 or

SCB-C28.

Step 6: Select COM port and ID.

General] Camera /O Device lF'TZ Conﬂg] Hotline] Address Elook] Manit:

10 Device Setting
Module:

123

Device: SCB-C24 -
COM Port: COM1 -
- 2 (@) (@) @ @
Module Device D
E 123 SCB-C24 COM1 Addr:00
'@ Entrance IP Camera
' shopping mall 1P Camera

Note: COM port and ID information need to use SCB-C08 config tool. Please close Mainconsole first when

setup I/0O box converter.

Step 7: Select OK to go back to Mainconsole.

For Ethernet (SCB-C31A) I/O box converter:
Step 1: Execute Mainconsole.

Step 2: Type in user name and password and log in to the
system.

Step 3: In Mainconsole, go to General Setting and select
Setting>System Setting to obtain the Setting panel.

Step 4: Go to I/0 Device tab.

Step 5: Type in module in Module and select device for Ethernet
(SCB-C31A) I/O converter device: C31A+C24, C31A+C26

or C31A+C28.
Step 6: Type in C31A IP address

Step 7: Select COM port and ID.

'O Device Setting
Module:

Device:

123

C31A+C24 -

General] Camera WO Device lF'TZ Conﬂg] Hotline ] Address Book] Manitc

IP Address:
Port: COM1
o = (@) (@ (@)@
Module Device D
E 123 SCB-C24 COM1 Addr:00
E Entrance IP Camera
'i§ shopping mall 1P Camera

Note: Port and ID information need to use SCB-C31A config tool. Please close Mainconsole first when setup

I/0 box converter.

Step 8: Select OK to go back to Mainconsole.
Set Schedule

Step 1: Execute Main Console.

Step 2: Type in user name and password.

-17 -
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Step 3: Select Schedule.
Step 4: The default schedule is “always record' when a camera is newly inserted.

Step 5: Choose a camera and then select Configure or just double click on the schedule bar to modify the
recording mode.

Step 6: Select OK to ute the recording schedule.

Step 7: Select OK to go back to Main Console.

Set Smart Guard
Step 1: Execute Main Console.
Step 2: Type in user name and password and log in the system.

Step 3: Click on Guard.

Step 4: Select a camera and then click on Insert Event.

Step 5: Take “General Motion” for example, select General Motion as the
event type and then click on OK.

Step 6: In Alarm Event Configuration panel, define your own detection
zone, sensitivity and interval. After that, click on OK to save the
configuration.

Step 7: Click OK to go back to Main Console. Step 4

-18 -
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Start Recording & Smart Guard

Step 1:
Step 2:
Step 3:

Step 4:

Execute Main Console.
Type in user name and password and log in the system.
Click on Start.

Click on Start Recoding Schedule and Start Smart Guard System
to enable the two functions.

Playback

Step 1:
Step 2:
Step 3:
Step 4:

Step 5:

Step 6:

Execute Main Console.
Type in user name and password and log in the system.
Click on Playback.

In Playback, click on Date Time Search Dialog.

NVR/DVR/Hybrid NDVR System

_L

Select a specific day from the calendar and click on Show Records to make sure the video is
available, left click on mouse and drag to select a video clip to replay; user can also select multiple

channels to replay at the same time.

The recorded files are now ready to view.

. 1 [t Timi Penon i Printiew
fh EEu o Q) 2008 T § = 201500 = | [ Enabis Praview 7108 20,1511
SBtanTima.  [20080 7 & = [201500 = : 200307708 20 ——
« £ 2009 » - -
End Tieme: |7F;ﬂ“_‘ T8 =SS1203800 =
1234 1 -
S678 951011
12 131415 16 17 18 - 1
WANZAMS Color Everd Type =5
7MWW A3 IC] Genaral Motion
O Foreign Object
0 Missing Object
I~ Ghow Records =] Fopim Lol
O Camera Block =
™ Show Event Log [] o il L i
=@ & & v w8 w w w
5 (
f
=]
F=r—rld .
B i
byl [ _ox ] [X concel
Record on Event
m n.m [ nl_’ @
5 U —
) 0 .
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This is the main operating system - to activate schedule recording, setup smart guard and
configure system setting.



Shut down the Surveillance System or log out current user.

Minimize the Main Console window.

Allocate the sub-screen display by clicking on the desired layout icon.
display, double click on a particular sub-screen. Double click on the screen again to regain previous

screen division layout.

Divide into
1 screen(s)

Divide into
10 screen(s)

Divide into
13 screen(s)

Divide into
4 screen(s)

| Divide into
| ]/ 13 screen(s)

Divide into
]/ 17 screen(s)

L

X

Divide into
6 screen(s)

Divide into
16 screen(s)

Switch to
Full screen

To switch to single camera

Divide into
9 screen(s)

Divide into
N screen(s)

Rotate all
screens

Only available under wide screen resolution(1440x900, 1680x1050, 1920x1080, 1920x1200):

Divide into
| 4 screen(s)

Divide into

6 screen(s)

L

Divide into

9 screen(s)

Divide into
12 screen(s)

Indicate the working status of the system. Gray — at rest, Blue - recording, and Red - events detected.
When the crystal ball is red, click it to open the event report then cancel the event(s).

Display date, time, free Disk space, IP Camera Bit rate customized text and Further information like
Temperature, Fan speed, System Resource and Network Utilization.

5 network service icons indicate which services are switched on/off.

LiveView | Playback 3GPP Desktop
Start E D) ‘3
Stop €] o) [




To customize Information about window’s setting, go to Config - Setting - General - Status Display.
Select Advanced Setting for further information like Temperature, Fan speed, System Resource and
Network Utilization.

Start Monitor Al

Start Recording Schedule
Start Smart Guard System
Start Counting Application

Open E-Map

Open Resource Report

Open IfO Control Panel

Lock Systern

Click on the Start icon and select from the drop down menu to activate/ deactivate: (a) Recording
Schedule System, (b) Smart Guard System, or (c) Counting Application. Or select Start/Stop Monitor All to
activate/ deactivate all the functions at once.

The Start menu also include the option to Enable Secondary Display, and open monitor tools, such as open
event report to monitor smart guard event; open E-map window to monitor all devices with map indicator;
open Resource Report to check system status; open IO Control panel to monitor the DI/DO status and
manual triggering the DO devices; or lock the system here. See page 77 for more details about secondary
display.

1. When activating any of the monitor functions of Smart Guard, system would consider the current
screen status as normal. Therefore, if you want to, for example, detect Missing Object, be sure the
object needed to be protected is in its position at the moment you click Start button.

2. To automatically activate the Recording Schedule System, Smart Guard System and Counting
Application, at the Main Console go to Config; Setting; General; Startup to setup the auto-startup
functions.

3. Asfor Secondary Display, open event report, open E-map window, open Resource Report and
open |0 controls panel, Main Console will keep the behaviors as the latest status when exiting the
system.

Click on the icon to get Playback Console. You can watch recorded video, search recorded video, adjust
image of the stored data, save video/ pictures, print images, check log information and event records, and
set up recording function configuration. See Playback on page 29 for detail.

Organize recording time schedule and setup recorder configuration. See Schedule on page 46 for detail.

Add/edit type(s) of events that you want to detect; setup action(s) responding to events. See Guard on
page 53 for detail.



Select from the drop down menu to modify the general settings, user account settings, save/ load
configuration settings, open License Manager, edit counting application and POS application, access log
viewer and backup files, or setup network services. See Config on page 67 for detail.

User account and License manager could only be enabled for users with administrator privilege.

Control the movement of PTZ cameras. With cameras that support PTZ control, you can move, zoom, patrol,
adjust the focus, and set preset points of the cameras.

Adjust the camera view until you are satisfied. Click on the Set icon and set up the view as the preset point
01. Adjust the camera view again and set up the preset point 02. Repeat the process until finish setting up all
preset points. You can enter any names you want instead of the preset point 01, preset point 02, preset point
03..., click on the Go icon and view the result of your setting.
For the speed settings of PTZ camera, go to Config — Setting - PTZ Config to setup the advanced
settings.

Click on the + and - signs to zoom in and zoom out the view.

You can select to have the camera focused near or far. Click on Focus Near to focus on objects closer
to the camera. Click on Focus Far :'3] to focus on objects further away from the camera. Click on Auto

r

Focus (& if you want the system to decide the focus point for ) ]
you. Patrol Setup X

Group 1 ‘ Group 2 ] Group 3 ‘ Group 4]

Group Name : |Group 1

Period: - f——— 55ec

Go to Set Preset Point - Set Patrol to obtain the Patrol Setup = e
dialog. From the left window, select the cameras that you
would like to have in the patrol group. Align the cameras in =] m
order in the right window and adjust the time. Rename the (=) L
group name if required. After completing the setup, check the
Active option, and then click OK.
You can define up to four groups of auto patrol. To
start or stop, click on Go to Preset Point in the Main
Console, and select Start Patrol or Stop Patrol.

 OK | X Cancel
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1.3 On Screen Menu

Right click on the camera screen and get the On Screen Menu, from

which you can quickly adjust the setting of camera. Enable Move

E B

Enable Talk

1.3.1 Camera Setting

Click to go to the camera setting page for configuration. See page Error! Enable Digital PTZ

Reference source not found.Error! Bookmark not defined. for detaiils. Immervision Lens Setting b

1.3.2 Enable Move/Area Zoom Connect

With cameras that support PT function, click the Enable Move function to % i
. . .. . f5 Disconnect

adjust the current camera’s view by clicking on the display screen. To

cancel this function, right click on the screen and select Disable Move.

With cameras that support Area Zoom function, click the Enable

Move/Area Zoom function to adjust the current camera’s view by

dragging a rectangle on the display screen. To cancel this function, right Delete Carmera

click on the screen and select Disable Move/Area Zoom.

Shiow Camera »

Duplicate Camera »

Fix Aspect Ratio

1.3.3 Enable Talk Inskank Plavback »
*This feature is not available under Lite License.

With cameras that support two-way audio, select enable talk to utilize the
function. Manual Recaord

Snapshiok

o Toagle Fullscreen
1.3.4 Enable Digital PTZ

To enable the PTZ functions of the camera, select the Enable digital PTZ option. Use mouse wheel or click on
the + and -signs to zoom in and zoom out on the camera, or drag a rectangle to enlarge the area.
The square flashing on the video grid indicate the correspondent view ratio of the camera.

1.3.5 ImmerVision Lens Setting

With cameras that support ImmerVision Lens. Right click on the display screen and select the mode of lens,
original, PTZ mode, Quad mode and Perimeter mode. If the lens setting set as Quad, PTZ, or Perimeter mode,
the Enable Digital PTZ option would become Enable ImmerVision digital PTZ.

1.3.6 Fisheye Lens Setting

Right click on the display screen and select the mode of lens, original, PTZ mode, Quad mode and Perimeter
mode. If the lens setting set as Quad, PTZ, or Perimeter mode, the Enable Digital PTZ option would become
Enable digital PTZ.

1.3.7 Connect/ Disconnect
Right click on the display screen and select Connect/ Disconnect to modify the connecting status of the
camera.

1.3.8 Show Camera
Select the camera from the Show Camera Menu to display video on selected screen.
Note:
1. The camera list of show camera menu shows as the one in the right column of monitor display
panel.
2. The change of displayed screen is only applied to the current display divisions.

1.3.9 Duplicate Camera
Select the camera from the Duplicate Camera Menu to duplicate camera video to selected screen.
Note:
1. The duplicated camera would add to the camera list of duplicate camera menu shows as the one
in the right column of monitor display panel.
2. The change of display list will apply to all divisions and also the right column of monitor display.

1.3.10 Delete Camera
Click on Delete Camera to remove a camera from the display screen of the display screen.
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Note:
1. The camera list of delete camera menu shows as the one in the right column of monitor display
panel.

2. The settings will apply to all divisions and also the right column of monitor display.
1.3.11 Enable Digital PTZ
To enable the PTZ functions of the camera, select the Enable digital PTZ option. Use mouse wheel or click on
the + and - signs to zoom in and zoom out on the camera, or drag a rectangle to enlarge the area.
The square flashing on the video grid indicate the correspondent view ratio of the camera.

1.3.12 Fix Aspect Ratio
For some special camera resolution, user can enable Fix Aspect Ratio to view original ratio video, or disable
this option to stretch 3:4 to fit window.

1.3.13 Instant Playback

*This feature is not available under Lite License.

To open the Instant Playback window of the camera, select the Instant Playback option and choose the
period. Refer to 1.5 Instant Playback section for detalil.

1.3.14 Snapshot

Select the snapshot function to capture a specific video image
frame immediately. You have the options to copy the image to
clipboard or to save it. For further settings, select OSD option and CAMAE Cama
POS option to export the image with date/time, camera
number/name and POS text. If the digital PTZ function is enabled in
display view, you can also decide Full Size or Selected Region as
your snapshot region.

CAM13 (Cam2) (90 % 74)

N o] Region:ISelectedregion v|
1.3.15 Manual Record
Start recording video by selecting manual record. Save Image | Copyto Clipboard | % Close |

1.3.16 Toggle Full screen
Select to view a specific channel with full screen. Press “ESC” to go back to original window.

1.3.17 TV-Out Pop-up
* Note: This function is not available if there is no IPS-7108/7116 card installed.

Enable Digital PTZ

Show Camera *
Duplicate Camera r
Delete Camera

Fix Aspect Ratio

Instant Playback 4

Sniapshot

Manual Record

Toggle Fullscreen

Select to have the pop-up cameras on the screen notify users of the current event.

1.4 Live Display

Live display is flexible; you may change channels and screen divisions. Each screen division shares the same
display list but has an independent display sequence.

For example, when using Show/Duplicate/Delete Camera functions to edit your camera list, the same list will
- 25 .
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be available to all different screen divisions.

Note: This camera list is also available at the monitor display tab from the Config/Setting window. Two
monitors can have two independent lists.

Action C_u_rr_ent Other division
division
Show camera 1 1
(add cam 1) add to first free channel
Duplicate camera 12 112
(duplicate cam 2) 2 add to first free channel
Delete camera 12 1 ]2
(delete cam 27) remove cam 2” and keep channel free

When using a mouse to drag and drop camera channels, the sequence change will only apply to the
current division.

Original Action Current division Other divisions
1|2 41 2 1123
4
3| 4 Drag cam 1to cam 4 301
Note change of sequence

Right click on the camera screen for the on screen menu. Here you will be able to quickly adjust settings of
your camera.

1.5 Instant Playback

* not available under Lite License

Instant Playback function allows you to play the last few minutes of any live video channel. Simply right
click on Live Channel and select Instant Playback to access the recorded video.

1.5.1 Instant Playback window overview

1 Instant Playback Window f'5—<|

Plavback Mavigation @

972472009

MIx0L LTl L
Datz 1

9:52:35 AM

3 [>-]0] | |

. fam
324
47

5134

!
(w[w)(»]w]
FPlavback Period
H:52:35 AM - 9:53:35 AM

Export Period
5241 AM - 3:53:35 AW

Information Window: will show correct date and time of video.

Playback Period: indicates the available play period; three options are available: 1min, 3 min, or 5 min of
video.
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Export Period: indicates the period of video you desire to export. Default is set as available play period.

Tool: @Adjust to original video resolution button: Press to adjust the video to original video resolution.
Audio button: Press to turn on / off the audio.

POS button: Press to enable / disable POS transaction data overlay.

1.5.2 The navigation of Instant Playback

The Instant Playback window allows you to browse recorded video, take snapshot images and export video
with audio and POS transaction data.

To browse recorded video:
Simply click on the timeline to view the video, or use these navigation tools to control the player:

E @ E - Play / Pause / Stop
E] - Slow motion / Speed up control

E] @ - Reverse [frame by frame] / Fast Forward

E] @ - Play Previous / Next minute video

To take snapshots of a video clip:
Pause the video in image which you want to export and click the snapshot button. The snapshot is

displayed and can be saved or copied to clipboard.

To export recorded video:
Select export period, click the export button = | and setup the options of exported video.

The default export video period is as playback period. To customize period, select start/end time and click
on Cue In/Out from the drop-down list of button, the export period will be shown on the lower-left
corner of the window.
Export Formats include:

* ASF - Format with best efficiency. [Recommended]

* AVI (Microsoft Video1l) — Supports Windows Media Player with Vista & XP, the quality may be
poorer than recorded video by transcode.

* AVI (Original Format) - faster export process, better quality on the recorded video but the export
file uses VLC Player to play. (For Windows Media Player, please install additional FFDShow
codec).

Note:
* The restrictions of AVI format.
a. The maximum size of an AVI file is limited to 1.8 GB.

b. Variation of frame rate will cause the resulting video to play slower or faster.
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¢ |f the selected video sequence uses multiple image resolutions (CIF, 2CIF, 4CIF, etc.) or multiple

video format(MPEG-4, M-JPEG, H.264), the exported video sequence will create separate export
files every time the resolution changes.
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2.1 User Interf iew:
ser Interface overview (, ™
Search -r'f_
Mode '
Screen E”EZ“'E
Divisions ii :'j]

Open Record Geheral
Setting
Enhancement
/Post Processing Backup
Tool
_ _ _ Save Export Video
Minimize  Scroll Bar Information Window  Audio Volume Image / Audio
Control
Print Log Viewer

Minimize: Minimize the Playback console.

Exit: Shut down the Playback console.

Scroll bar: Indicates the status of the playing video; drag it to where you want to review.

Information Window: Display time and date, video status, cue in/ out time points and video playback
speed.

Audio Volume Control: Adjust the audio volume.

Screen Division: Allocate the sub-screen display by clicking on the desired layout icon. To switch to
single camera display, double click on a particular sub-screen. Double click on the screen again
to go to previous screen division layout. To view in the full screen mode, right click on the screen

for the Toggle Full Screen function.

Control:

@ Play, Pause and Stop the video.

— FWD/REV: Customize the speed on Settings panel.

Step FWD/REV: Forward/reverse frame by frame.

@ cue Cue: When playing video, click on the Cue In/ Cue
- Out icon at where you want to set as the
starting/ ending point of a saved video clip.
The Cue In and Cue Out time will be displayed
on the Playback Information Window once
they are set.

@7 Speed: Control the speed of the playing video.
@7 Zoom: Zoom in and zoom out.
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On Screen Menu:

Toggle Fullscreen: Select to view cameras under full screen. Press “Esc” or right click to go back to
original view.

Enable ImmerVision PTZ: Adjust PTZ in PTZ mode. (Depend on device)

Enable Fisheye PTZ: Adjust PTZ in PTZ mode.

ImmerVision Lens Setting: Select the mode of lens, original, PTZ mode, Quad mode and Perimeter
mode. (Depend on device)

Fisheye Lens Setting: Select the mode of original, PTZ mode, Quad mode and Perimeter mode.

Toggle Fullscreen

Enable ImmerYision PTZ : ;
Immertision Lens Setting ¥ Original
=
PTZ Mode
Cuad Mode

Perimeter Mode
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2.2 Open Record / Date Time Search Dialog

)
Click on the Open Record / Date Time Search Dialog button to access the Date-Time Panel and
withdraw the video record that you want to review.

2.2.1 Date Time Panel
B DateTime Search Dialog [Local Machine]

- y S Date Time Period Video Preview
Q- #LE OO i Bl F
.| Start Time: |2009r 715 = ‘nn-nn-nn - e D
1 +.A zo09 » - :
End Time: |2009.l’ s = JUD.UD.DU =
28 23 1234 x z
56 7 & 91011
12 13 14[15 16 17 18 - ) S
19 20 21 22 23 24 25 Calor Event Type |
[esrat g3 s | » | leeneraI Motion
Foreign Ohject
Missing Ohject
¥ Show Records: UL
: : - Camera Block |
¥ Show Event Log Signal Lost ~|
|=:P 0715 |g [ w1z . 4 s 16 17 18 19 20 21 2 2 o4l
i carmera 1 1 == 1 &
5 Camnera 2 ik s —] 1
i camera 3 ke =) }
Ecamera 4 ik s =] 4
B camera s L —] i
i camera & 2= 4
[ carnera 7 -] —] 1
Ecameras = 1 ’ﬂ
e — ,r.ﬂ | b
. RECONC Alays
Record on Motion [‘/ ok ] [ X Cancel ]
Record on Event

2.2.2 Record Display Window

The record display window shows the information of the available video

clips. It may show in calendar or list control view. For further details about \/‘:j . @ i : 1‘&? @ @
T -

how to modify the record display window view, see page 43.
Local Machine

Fecent List b

,/:] . _ _
. “*  Remote Server Site: Open Remote Playback Site Management Select Folder

to access local machine or set up remote playback server. Select

Remote PC 1 (192.1658.1.100)
Folder option to directly access recorded data folder or use Recent Remote PC 2 {192.168.1.101)
List to access previously recorded folders. Remote PC 3 (192.163.1.103)

Note: the Select Folder option requires password of MainConsole. Remota PC 4 (192.168.1.103)

. @ Refresh: refresh display window = Log Viewer: Accesses Log
Viewer Tool “& To access POS Search Tool @ Previous Days: Show recording of previous date @

Next Days: To show recorded of next recording date

2.2.3 Date Time Period
Select the start and end time points that indicate the time period you would like to view.

2.2.4 Video Preview
Check the enable preview option to view the selected video.

2.2.5 Event Type

There are 6 event types; see Chapter 4 - Guard for details. You may set up different colors for different event
types to help you select events.

* Note: Some event types will not be available under Lite License.
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2.2.6 Time Table

o Utilize the + icon to select all channels; also utilize the
— —
F

icon to deselect all channels. Finally, utilize

the scale bar | to modify the scale of the time table.

. Selecting “Show Records” makes Time Table show the period of recording data as below:

|l Lo LTpEa3) 1D Li 1o

|19 20 21 22 23 24 25 Colar Event Type - l
'26: 2? 28_ egiamal | Ganeral Motion
. g Foreign Ohject
Missing Object
Show Focus Lost
Records = — Carnera Block
[~ Show Event Log Signal Lost hdl |
e R T R T R A
[Elcameraa |
| camera 2
[Eicamera3.
| camera 4
[Bcameras.
| Camera &
[ Camera 7
|EHcameras
P '_"J"__ riv\+'l 4 |

. Selecting Show Event Log makes Time Table show the time of event detection like below:

Color Event Twpe
General Motion
Foreign Cbject \
Mizsing Object
Lose Focus
Caras Bloek Show Event Log
Signal Lost

=

g

7
I

2.2.7 Withdraw the Record

Step 1: From the record display window, top left of the Date Time Panel, select the date you want to
withdraw the record from. The red/green/blue lines shown on the time table indicate available
recorded video records.

Note: The record display window can be shown in (a) calendar view or (b) list control view. To modify
the setting of the record display window, click on the Setting button at the right of the Playback
Console. See page 43 for more details.

Step 2: Use color bars to differentiate event types from each other. This will help you select video clips.

Step 3: Highlight the video clip you want to review by left-clicking and dragging the time period. You may
also utilize the Start Time and End Time in Date Time Period Section. In addition, modify the scale of
the time table with the + and - signs on the bottom left.

Step 4: Check the Enable Preview option to get the preview of the video you select.
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Step 5: Click the camera name to increase or decrease cameras you want to playback.

Step 6: Click OK when setting is complete.

2.3 Search Mode

Click on the Search Mode icon to obtain the Intelligent Search Tool panel.
* This feature is not available under Lite License.

. Intelligent Search Tool Panel: Click on the Search Mode icon to open the Intelligent Search Tool. Set up
unusual events here to detect abnormality that occurred during the recorded period.

. 5 events: General Motion, Foreign Object, Missing Object, Lose Focus, and Camera Occlusion.

2.3.1 Unusual Event-General Motion

—Alarm Event Type

«  General Motion: Detect all movements in the defined area. S =
Sensitivity: '—J—
- Define Detection Zone: Left click and drag to draw a detection zone. You may I
define more than one zone on the screen by repeating the process. ~ Region Definfion
= Define detection zone
¢ Sensitivity: Modify the sensitivity setting with the slider.  Sliding rightwards will b g
increase the sensitivity level, meaning the slightest movement will trigger the alarm; Al M
in contrast, sliding leftwards will reduce the sensitivity for movement detection. Rectangle count 0
Note: Configuring an appropriate sensitivity level reduces the possibility of a false [¥ DrawReglan
alarm. Forinstance, you can lower the sensitivity level to avoid the alarm 7 Stop when found
being triggered by a swinging tree in the breeze. e
. Interval: Move the slider control to the right to increase time interval so that the alarm will only be
triggered when the movement lasts longer. Move to the left to reduce the time interval.
. Stop When Found: Check the option to have the video stop where motion was detected. Uncheck to

have video continuously run to detect all events available. Results will show in a search result box.
Click on the listed event in the box to jump to the point in the video where motion was detected.

2.3.2 Unusual Event-Foreign Object

. Foreign Object: Detect any additional object appearing in the defined area on
the screen. —Alarm Event Type

IForeign Ohbject j
. Define detection zone: Left click and drag to draw a detection zone. The search S T=h =
tool will detect additional objects that appear in this zone. bR T .
—Region Definition
¢ Define object size: Click and drag to draw and define the size of a foreign object. ; E:Q:Ejg:g';g:m
«  Sensitivity: Modify the sensitivity setting with the slider.  Sliding rightwards will | cewr |
increase the sensitivity level, while sliding leftwards decreases it. RIS e
¥ Draw Region
. Interval: Click and move the slider control to the right to increase time interval so ¥ Stop when found
that the alarm will only be triggered when the object has been removed from the search | oo |

area for longer. Move to the left to reduce the time interval.

Note: Setting up an appropriate Interval value will reduce the chance of false alarms. For example, you
can lower the Interval to avoid the alarm being triggered by a pedestrian.
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2.3.3 Unusual Event-Missing Object

. Missing Object: Detection of selected objects removed from the defined area on
the screen.

. Define detection zone: Left click and drag to draw a detection zone. The search
tool will detect selected objects removed in this zone.

. Sensitivity: Modify the sensitivity setting with the slider.  Sliding rightwards will
increase the sensitivity level, while sliding leftwards decreases it.

. Interval: Click and move the slider control to the right to increase time interval so
that the alarm will only be triggered when the movement lasts longer. Move to the
left to reduce the time interval.

2.3.4 Unusual Event- Focus Lost / Camera Occlusion

. Focus Lost: Detection of cameras losing focus in recorded video.
. Camera Occlusion: Detection of cameras being blocked in recorded video.

2.4 Enhancement / Post Processing Tool

/
Click on Enhancement / Post Processing Tool . to configure settings.
2.4.1 General Setting

Check the option and chose whether you want to apply the setting to all the channels or
only to those currently shown on the screen.

2.4.2 Filter Setting

d Visibility: adjust the gamma value of the image to enhance the image and make it
cleaner.

. Sharpen: activate the function. Move the slider control to the right to sharpen the
image, to the left to soften it.

. Brightness: activate the function. Move the slider control to the right to make the
image brighter.

. Contrast: activate the function. Move the slider control to the right to increase
contrast.

. Grey Scale: show the record in grey scale mode so the image displays in black and
white.

2.5 Save Video

—Alarm Event Type

IMissmg Ohject j
Sensitivity. ——— F——
Interval: e U

~Region Definition
& Define detection zone

= Define ohiectsize

Al Clear

Rectangle count 0

¥ Draw Region
¥ stop when found

Search St

Post Processing Tool

General Setting

& Apply active channek
" Apply all channels
Filter Setting

[~ Wisihility

[~ Sharpen

[~ Brightness

[~ Contract

[ GreyScale

Step 1: Click on the display screen to choose the camera display that you want to save as a video clip.
Step 2: Set up the cue in and cue out points; the cue in and cue out time will show on the information

window.

IN :17:16:
0T 17 :16:

SPEED ZOoOoM

Cueln Cue Out
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n®
Step 3: Click on the Save Video button , choose the folder where you want to save the file at, enter the
file name and click SAVE.
Step 4: Set the Export Format (ASF recommend) and set the Use Profile. RS )
* ASF - more efficient than AVI format. [Recommended format] Export File Path:
[ G
* AVI (Microsoft Video 1) - Supports Windows Media Player with Export Format
Vista & XP, quality may be poorer than recorded video by [f;mme: =l
tranSCOde prOCQSS. |Wmd0ws Media video 8 for Local Area MNetwork (384j

« AVI (Original Format) - Faster export process with high quality video, | =" HOSREITITATEE

End Time: 20090617 11:42:55

but the export files can only be viewed using VLC Player to play. T

(For Windows Media Player, please install additional FFDShow I Export 05D
COdeC) [~ Export POS Transaction

Note:

|\/ Ok | [x Cancel

* The restrictions of AVI format:

a. The maximum size of an AVI file is limited to 4 GB.
b. Variation of frame rate will cause the resulting video to play slower or faster.

* If the selected video sequence uses multiple image resolutions (CIF, 2CIF, 4CIF, etc.) or multiple
video format (MPEG-4, M-JPEG, H.264), the exported video sequence will create separate export
files every time the resolution changes.

Step 5: Select to export (i.e. save) the recorded video with Audio, OSD and POS, or export video only.

Step 6: Click OK to save the video.

2.6 Save Image

Step 1: Click on the display screen to choose the camera display from which you want to save pictures.

pkd

Step 2: Click on the Save Image button . when the image you want is shown on the screen. You may
click Pause to freeze the video, use Step Forward/ Step Backward function to find the picture(s) that
you want to save.

Step 3: Select OSD option and POS option to export the image with date/time, camera number/name and
POS text. If the digital PTZ function is enabled in display view, you can also decide either Full size or
Selected Region as your image region.

Step 4: You have the options to copy the image to clipboard or to
save it. To save image just choose the folder and the format of
image (BMP or JPEG) you prefer and then click save.

Note: You may skip step 3 by pre-setting a folder and format Rl s
that you want to save the images (refer the section
automatically save the image file at page 43.)

CAMI13 (Camz) (90 x 74)

FOSD [T FOE  Region: |Selecled region =

Save Image Copy to Cliphoard | x Close |
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2.7 Print . Print Setup

Frint Content

Click on the Print button H to print the current image of Bel e
the video you choose.

" Print all channels in the current view

Print Content: Selact printad region of images
Print the image from the current selected channel or all the | onen

channels shown on the screen. Select to print original view
or selected region on camera. Page Setting

" Original size

f+ Selected region

" Fitto page

Page Setting:
Set to print the image with original size or fit to page. Set PR I Top S
Align image to Top, Center, or Bottom.

[\/ Print ] [x Cance\]

2.8 Backup

Compared to the Save Video function, Backup saves everything from the Playback panel, including video
and log information.

You can start a full function Playback Console and load the backup files into it on any PC with Windows
operating system. This means you may monitor the real time video and work on the backup files on separate
computers simultaneously.

Step 1: Press the Open Record to select data and press Backup E

Step 2: You can adjust the Start Time and End Time you want to backup.

Step 3: You can adjust the Cameras you want to backup.

Step 4: You can calculate the size of the backup data.

Step 5: Select the directory you want to save the backup data including CDROM, DVD or Hard Disk.
Step 6: Check the log you want to backup.

Step 7: Press Backup to start.

-Date Time Period

Step 2

StartTime: [2009/ 421 = [17:23:00

B ELE:

EndTime: [2008r 421 = [17:29:02

~Select Camerais)
116 | 17-32| 33-48) a0-64

SI(CTolC aup— R N P P A P P A R
) R e e E A

Step 4 —ees Calculate Size Select Al | DeselectAII|

- hfedia
+ Backup using COROM Step 5
" Backup using DVD
" Backup on HardDisk

| UL
—Option
Step 6 |+ Backup EventLog
W Backup System Log
™ Backup Counter Log
™ Backup POS Transaction
Step 7 s/ Backup | X cancel |
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2.9 Log Viewer
Click on the Log Viewer button to activate the Log Viewer dialog.

2.9.1 Unusual Event
View the unusual event history that had been detected by the Smart Guard System.

. Log Viewer ==
Unusual Event ] System Log ] Counting Application ] Counting Application (Diagram) ] POS Log ]
|_Lag Type Al -~
/ L Channel Al =
Stepl /’Da(e [ -z %
Ste p2 | DateTime [+ zo0m08m8 2015 - 21 10 [[~ z00a07me 2025 - 2 M
Ewent Time Event Type Camera | Description =) \
2009/07/06 19:28:21  General Motion 0z Ste p 4
2009/07/06 19:28:49  General Motion oz
Ste p 3 2009/07/06 19:28:53  General Mation 0z
2009/07/06 19:28:56  General Mation o2
2009/07/06 19:29:10  General Mation o2
2009/07/06 19:29:12  General Mation o2
2009/07/06 19:23:18  General Mation o2
2009/07/06 19:29:20  General Mation o2
2009/07/06 19:30:0¢4  General Mation o2
2009/07/06 19:30:07  General Motion o2
2009/07/06 19:30:17  General Motion o2
2009/07/06 19:30:21  General Mation 02
2009/07/06 19:30:27  General Mation 02
2009/07/06 19:30:29  General Motion oz
2009/07/06 19:30:42  General Motion oz
2009/07/06 19:31:12  General Mation o2
2009/07/06 19:31:14  General Mation o2
2009/07/06 19:31:16  General Mation o2
2009/07/06 19:31:30  General Mation o2
2009/07/06 19:31:36  General Mation o2 [se]

Stepl: Choose the type of events you wish to view or select “All” from the drop-down menu to view all types
of events. The types of Unusual Event include General Motion, Foreign Object, Missing Object, Focus
Lost, Camera Occlusion, Signal Lost, Disk Space Exhausted, System Health Unusual and Digital Input
Triggered.
* Note: Some event types will not be available under Lite License.

Step 2: Choose the camera channel you wish to view or select All for all channels available.

Step 3: View the events that happened on a particular date or during a given time period by selecting
search period.
For a particular date: check the Date box right and indicate the date.
For a period: check the DateTime and enter the specific date and time.

Step 4: Click Search.
Note: When working with a video record,
1. Log Viewer will search for Unusual Event in the video record in Date & Time mode, starting from the
beginning to the end of the record, which is the default setting of the system.
2. Alink ('EE’) will appear next to each event time where video is available. By clicking on the link,
the video will jump to the point where the unusual event takes place.

2.9.2 Export and Backup Log
View the Export and Backup Log history that had been operated by local or remote user.

Stepl: Choose the type of event you want to check or select All from the drop-down menu for all types of

events.
- Log Fiewer @
Systern Log  Export and Backup Log I Unusual Eveml Counting Application | Counting Application (Diagram) ] Metadata Log
Log Type: All -
Date [7 2010001725 = = Exportto...
DateTime H_ i - = 1 H_ i | Search
Event Time |Event Type | Success | Username Start Time - | E_nd_Tlrpe_ ) L_ength | Camera Index F\_Ig Path | 0B | fAL,!dID |
2010/01/25 18:35:05 Export Wideo  Yes admin 2009/07f06 17:43:17  2009/07/06 17:43:20  Odays 00:00:11.000 3 ChDocuments and Set,., NfA No
2010/01/25 18:35:46 Backup Yes admin 20009/07/06 17:43:17  2009/07/06 17:43:28  Odays 00:00:11.000 2,5 DMUUCY swADorcus26,,. 2 (WY
2010/01/25 18:36:24 Backup Yes admin 2009/07/06 17:43:17  2009/07/06 17:43:28  Odays 00:00:11.000 2,3,45 C\Documents and Set.., 2 (WY

Step 2: View the events that happened on a particular date or during a given time period by selecting
search period.
For a particular data: check the Date box right and indicate the date.
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For a period: check the DateTime and then enter the date and time.

Step 3: Click Search

2.9.3 System Log

Step 1

Step 24

ateTime: |[] 2000i05105 1.4:58 28 |7 2000105105 14:58 B2

BWEL

Log Type: [al

Date: |[+] 20080505 [+ 2]

Unusual Event  System Log |Counting Apphcat\onl Counting Application (Diagram)l FPOS L0g|

|

Exportto..

Event Time | Event Type | Description
2003/05/03 09:54.47 Main Console Startup

2009/05/05 09:56:22 Main Console Shutdown

2009/05/03 13:22:02 Main Consale Startup

2009/05/05 13:29:04 User Login admin

2008/05/05 12:29:10
2003/05/03 13:22:15
2008/05/05 12:47:56
2009/05/03 13:48:31
2003/05/05 13:42:46
2009/05,/05 13:50:56
2003/05/03 13:51:33

Start Schedule
Start Smart Guard
Modify Configuration
Modify Configuration
Modify Configuration
Modify Configuration
Modify Configuration

Search
l A‘ \ Step 3

Select Log Type from the drop-down menu. There are in total 31 types of log types, including:

NN N N N N N N N N N N N NENEN

Mainconsole Startup
Mainconsole Shutdown

User Login

User Login Failed

Start Schedule

Stop Schedule

Execute Recycle

Enable Channel

Disable Channel

Start Smart Guard

Stop Smart Guard

Modify Smart Guard

Modify Schedule

Modify General Setting

Start Live Streaming Server
Stop Live Streaming Server
Modify Live Streaming Server
Start Remote Playback Server
Stop Remote Playback Server

AN N N N N N N N N N N NENEN

Modify Remote Playback Server
IP Camera Connection Lost
Restart Windows

Modify Metadata Setting
Metadata Connection Lost
Modify E-Map

Start Remote Desktop

Stop Remote Desktop

Modify Remote Desktop

Start Central Management
Stop Central Management
Modify Central Management
Start Counting Application

Stop Counting Application

IP Camera Connection Regained
Sync. Microsoft Active Directory

IP Camera Parameter Changed
Update Metadata Plug-in

*Note: Some event types will not be available under Lite License.

Stepl: Choose the type of event you want to check or select “All” from the drop-down menu for all types of

events.

Step 2: View the events that happened on a particular date or during a given time period by selecting

search

period.

For a particular date: check the Date box and indicate the date.
For a period: check the DateTime and then enter specific date and time.

Step 3: Click Search.
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2.9.4 Counting Application
Display the history of Counting Application during a given time period.
* This feature is not available under Lite License.

- Log Yiewer = @
Unusual Eveml System Log  Counting Application l Gounting Application (Diagram POS Log |
Channel: |All o
2082 ] EXpDI‘tt§
Dats&Time; [ 2007/09/26 1321 =] Zearch \
Event Time | Channel | In out | Ste 4
20070725 19:00:00 Camera 3 14 12 p
20070725 19:30:00 Carnera 3 o 4

20070725 19:32:42 Camera 3
2007/07/27 11:30:00 Camera 3
2007/07/27 12:00:00 Camera 3
2007/07§27 12:30:00 Camera 3
20070727 12:32:15 Camera 3
200709726 13:22:49 Camera 1

Stepl: Select the channel you want to check or select All from the drop-down menu for all channels.

Step 2: Select search period. View the events that happened on a particular date or during a given time
period by selecting search period.
For a particular date: check the Date box right and indicate the date.
For a period: check the DateTime and then enter the date and time.

Step 3: Click Search.

Step 4: Press the button Export to.

Step 5: Type the file name and choose the file format (.xIs or .txt).

- 40 -



Display the Counting Application data in diagram format.

Unusua\Eveml Systern Lngl Gounter Application  Counter Apli

ication (Diagrarm) | P03 Lngl

Channel: |CAMERA 1

2005/1110

In

2| periog: [onenay 7] Date [eoosaiovio = 2

Exportto™N]

O[]

Search

12345678 91011121314151617 181920212223 24

Select the channel you want to check or select All from the drop-down menu for all channels.

From the drop-down menu, set up how you would like the diagram to be displayed. You have the
options of one day, one month, or one year.

Select a specific date to make it the start point of the diagram.

Click Search.

Press the button Export to.

Type the file name and the file will save as BMP files.

View Metadata Log history detected by the Smart Guard System.

- Log Viewer

8= %]

Log Type:
Metadata:
Date

Diate Time

Event Time

Cpen Cash Drawer j

All

Transaction Start
Transaction End
Open Cash Drawer
Connection Lost

User Defined Event Rule 2
User Defined Event Rule 2
User Defined Event Rule 4
User Defined Event Rule &
User Defined Event Rule &

User Defined Event Rule 7

User Defined Event Rule 1 |

~

to - B = Search

Expart and Backup Log \ Unugual Evem\ Counting Application | Counting Application (Diagrarm) Metadata Log I Alr

Exportto

Metadata Mame | Camera | Description

Choose the type of events you wish to view or select All from the drop-down menu to view all types of

events. The types of Unusual Event include Transaction Start, Transaction End, Open Cash Register,
Connection Lost, and Special User Defined Event. Please refer to the User manual of Metadata

Plugins for detail.

Choose the camera channel you wish to view or select All for all the channels available.
View the events that happened on a particular date or during a given time period by selecting

search period.

For a particular date: check the Date box and indicate the date.
For a period: check the DateTime and then enter a specific date and time.

Click Search. Alink (‘ﬁ') will appear next to each event time where video is available.
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By clicking on the link, the video will jump to the point where the unusual event takes place.
Step 5: Press the button Export to.

Step 6: Type the file name and choose the file format (.xIs or .txt).

2.9.7 Export and Backup Log
View the Export and Backup Log history that had been operated by local or remote user.

» Log Viewer

=%

Unusual Evenﬂ System Log | Counting Application | Counting Application (Diagram) | POS Log  Export and Backup Lag ]

Log Type Al -

Date: [« 201001125 = 2 Export ta
DateTime: ‘r ] za7 2 1o |r 347 v = Search
Event Time . Event Type | Success Username | Start Time End Time Length Camera Index | File Path DB Audio

2010/01/25 18:35:05  Export Video  Yes i 2009/07/06 17:43:17  2009/07/06 17:43:28  Odays 00.00:11.000 2 ChDocuments and Set.. NfA Mo

201001425 18:35:46  Backup Yes admin 2009/07/06 17:43:17  2009/07/06 17:43:28  Odays 00:00:111.000 2,5 DANUUOYsw\Dorcus26... 2 T

2010/01/25 12:36:24  Backup o5 adrmin 2009/07/06 17:43:17  2009/07/06 17:43:28  Odays 00:00:11.000  2,3,4,5 C:\Documents and Set... 2 i

Stepl: Choose the type of event you want to check or select All from the drop-down menu for all types of
events.

Step 2: View the events that happened on a particular date or during a given time period by selecting
search period.

For a particular data: check the Date box right and indicate the date.
For a period: check the DateTime and then enter the date and time.

Step 3: Click Search

2.9.8 Export
You may export the file to .xlIs or .txt file
,. Ver

Unusual Event  System Log | Counting Apphcat\onl Counting Application (Diagram)l POS Log |

[

Log Type: [al

Date: |[+] 200900505 [= 2]

Exportto..
Search

DateTime: |[] 2008505 1455 [ 20 |7 200805005 14:55 [F12]

2009/05/05 13:29:15
2009/05/05 13:47:56
2009/05/05 13:48:31
2009/05/05 13:49:45
2009/05/05 13:50:56
2009/05/05 13:51:35

Start Smart Guard

Modify Configuration
Modify Configuration
Modify Configuration
Modify Configuration
Modify Configuration

Event Time | Event Type | Description | =
2009/05/05 09:54:47 Main Console Startup

2009/05/05 09:56:22 Main Console Shutdown

2009/05/05 13:29:02 Main Console Startup

2009/05/05 13:29:04 Lser Login admin

2009/05/05 12:29:10 Start Schedule =

Stepl: Select Export to.

Step2: Type the file name and choose the file format, .xls or .txt.
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Dl - I

- B ¢ [ o | = PeE7 /99712 B8:45:41, Hain Console Startup,
| 1 |ByentTime EventType Description | ! 2087/789/12 88:45:44, User Login, admin
| 2 |20070042004541 | Main Conscle Startup 2887/89/12 81:11:18, Hain Console Shutdown,
| 3 [2007001200:45:44 | User Login adroin 20887/89/12 81:27:8%, Hain Console Startup,
| 4 [200706A201:11:10  Main Conscle Shuidown. 20087/89/12 81:27:85, User Login, admin
%%ﬁﬁg:gg‘; L"mg"ﬂdﬂs"mﬂ — 2@887/89/12 B1:28:27, HMain Console Shutdown,
P ser Login - - i
2o 2 012557 [Main Comsele Shuriown 2887/089/12 15:86:51, Hain [:IZII'I?IZIIE St.?rtup,
| & 20070912 150651 Main Conscle Startup 28087/089/712 15:86:52, IJSI_?I‘ Login, admin
| o |2007091215:0652  User Login sdrain 2007/09/12 15:087:04, Main Console Shutdown,
| 10 20070012 150708 | Main Gonsole Shutdown 2007 /789/12 15:988:28, HMain Console Startup,
| 11 [2007091215:08:28 | Main Consele Startop 2007/89/12 15:88:49, Main Console Shutdouwn,
| 12 [2007406/1215:08:40 | Main Conscle Shutdown 2007/7099/12 15:088:54, HMain Console Startup,
| 13 | 20070612 15:08:54 | Main Conscle Startup 20087/89/12 15:89:81, HMain Console Shutdown,
| L4 (200740912 150901 _Main Conscle Shudown 2887/89/12 15:14:11, Hain Console Startup,
42 2o0men2 131411 - |Main Sonsole Starten 2867/09/12 15:14:12, Hain Console Shutdown,
| 16 20070612 15:1412 | Main Conscle Shurown i N
17 |20070602 15:14:31 | Main Conscle Srrtup 2087/709/12 15:14:31, Ifla:!.n Console Startup,
18 |20070012 151520 | Main Conscle Shutdown 28087/089/12 15:15:28, Hain Console Shutdown,
| 19 |20070912 194415 Main Conscle Startup 2887/892/12 19:44:15, Hain Console Startup,
| 20 |200706/12 194458 | Main Console Shutdown 20887/89/12 19:44:58, Main Console Shutdown,
| 21 | 2007406112 22:51:57 | Main Conscle Startup 2087/89/12 22:51:57, Main Console Startup,
| 22 |200706/12 22:51:59  Main Conscle Shutdown 2007789712 22:51:59, HMain Console Shutdown,
%%ﬁﬁgz;: ﬂ;‘:ﬁdﬂs'ﬂmlﬂ o 20807/69/12 22:52:14, Main Console Startup,
zmmﬂzzzﬁzy Main Conpole Shunlawn. 20077897512 22 52:18, Ust_er Login, admin
26 200700112 225319 Main Consele Startup 2007789712 22:52:24, Ma:!.n Console Shutdown,
UV S 2067/99/12 22:53:19, Main Console Startup,
Xls Xt
Setting

2.10 Setting

Click on the General Setting button and go to Setting

for system configurations.
Record Display setting:

. Calendar View: Choose to display records under

calendar view.

. List Control: Choose to display records under checklist.

&-#QELO0

- #2RE00

‘ +A z009 »

123 4

56 78 01011
1213141516 17 18
[19]z02122 23 24 25
26 27 2820 30 3

Play setting:

- &% Record Date! A

2009/07/19
2009/07/17
2009/07/16
2009/07/15
2009/07/14
2009/07/13 .
2009/07/12 =

General | serer| 05D | P03 |
Record Display

& Calendar View

Play
I™ Plawwhen open

Mest interval
Previous interval

Capture Image

" Gave in cliphoard

¥ Auto skip when record mation only mode

@ Manually save the image file

¢ Automatically save the image file

" List Control

min

-
m min

Miscellaneous

I~ Synchronize video frames

I oK

. Play when open: Check the option and set the system to start playing the video clip every time a

record is withdrawn.

. Auto skip when record motion only mode: Check the option to set up the system to automatically skip
to the points where there were motions recorded.
. Next interval: Set the interval with which the video goes forward when you click on the “Next” icon on

the control panel.

. Previous interval: Set the interval with which the video goes backward when you click on the “Previous”

icon on the control panel.

Capture Image setting: Sets how you want to save the image.

. Save in clipboard: The image will be saved in the clipboard; image will be available to paste elsewhere.

. Manually save the image file: You can manually select where you want to save the image. Name the
saved file, and choose the file format you want to save as.

. Automatically save the image file: By pf

automatically save the image accordin eenerai (050 |pos |

Miscellaneous
. Synchronize video frames: Select this op
high CPU loading.

Server Setting

Remote Playback Site Management. Pleas

¥ Enable camera OSD

on

~Foreground

Font

|% Tahoma

Size:

L

Color:

[ Bold [ Edge

at

—Background

.~

Color.

I

Transparency:

— W

~Infao
¥ Carmera Mame
¥ Camera Number
[ Date

[ Time

2009004/ =
064555 ¥

Default | Al ‘

ol

Genera\l 05D POS I

[ Enable POS overlay
~Foreground

Font [T Tahoma =

Size: 10 'I
LI~

¥ Edge

Color,

¥ Bold

—Background
. -
—J— 40

Color.

Transparency:

— Display on Yideo Preview

= Always

© Lastfor |10 seconds

Default |

Anply ‘

W OK | X Cancel‘

« Ok ‘ X Cancal ‘
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OSD Setting
Enable Camera OSD to display video information on recorded video. Information includes camera name,
camera number, date and time. User can also set up OSD font; include the font, size, font color and any font
effects desired.

POS Overlay Setting

* not available under Lite License

Enable POS overlay to adjust Font, Size, Color, Bold, Edge in “Foreground” section, color and transparency in
“Background” section, and then adjust display settings in “Display on Video Preview”.
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2.11.1 Add Remote Playback Site

NVR/DVR/Hybrid NDVR System

Press the Remote Server Icon ‘(‘h or go to setting - server to config remote playback site management to

add and setup remote playback sites

—Server Setling

@ Server Mame I
Address I

User Mame I
Fassward I

Save Password: [~

Port |51 B0

Test Server

Add | Delete| Updale|

v 0K | X Cancel|

Step 1: Enter the IP address or DNS, Port, Username, and Password.

Step 2: Click Add to add the server.

Step 3: Click OK to exit the “Settings” panel.

2.11.2 Access Remote Playback Site

Go to Date Time Panel and click on the
Remote Playback Site

G-

——1_ icon ON the top of the display window to access the

ol @ Qi

Local Machine
Fecent List
Select Folder..

00

k

Eemote PC 1 {192.168.1.100)
Eemote PC 2 (192.168.1.101)
Remote PC 3 (192.168.1.103
Eemota PC 4 (192.168.1.103)
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3. Schedule

# Schedule Configaration ®
dhlowd @ Cary ‘E el ‘U 12 3 4 & B 7 8 8 0 11 12 13 14 15 16 17 18 18 20 31 72 73 24 il
=-[&] Default ] Cameral

& 01 Camerat ] Camera2
& 02 Camera2 ] Camera

= 0z Cameras ] Camerad
04 Camera4

It P Delete (¥4 Comtigue

Start Time | End Time | Record | FPS Quality  Resolution
06:30 15:45 Alwrays

" Default -
| Day Mode | | _]Wisek Mo

Click on the Schedule icon on the Main Console and set up the time duration for video
recording on the schedule configuration panel.
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3.1 Day / week Mode

#a Schedule Configuration

Load hlecd flgConve T P e
= [ Dsfault ] camerat A
01 Cameral ] Camera2
02 Carera2 f] Camera3
=k ] Camerad ForrnrerErr
04 Camerad
Camera /
Channel

1 Insert 9 Delete @9 Canfigure

Start Time | End Time | Record | FPS Quality | Resalution
06:30 15:45 Blways

Day /Week Mode

Defaclt -
I Day Mode | | [Jwieek Mo

7 =

Schedule Detalls

Day Mode: Schedule the cameras to turn the recorder on and off at the same time every day
according to your setting.

Week Mode: Allows you to schedule each camera for a different day of the week, additionally, you
may assign extra holidays in the “Week” mode

Schedule Details: An outline of start time, end time, Record mode, frame rate, quality and resolution.
Please note these values refer to configured settings. Actual performance may vary according to
camera and hardware settings.

To setup the time schedule for each camera, you may
1. “Load” the preset modes or

2. “Insert” a new schedule manually or

3. “Copy to” other cameras after manual setup.

3.1.1 Load Preset Modes

The system provides six modes to quickly setup recording schedule. Simply click on the @ Load for the
drop-down menu.

Refer to the below tables for the definitions of each mode in each series.
IP+ series (IP camera)

Mode Format Time Record FPS Quality | Resolution
Regular m;,JEPéi 0:00-24:00 | Always mzz Max Max
Office m;EPGE(i 8:00-20:00 Always mz Max Max
shop m;]EPéi 10:00-22:00 | Always mz Max Max
Highly Secure MF;JEP(E(; 0:00-24:00 Always mzz Max Max
Disk Saving m;EPGE(i 0:00-24:00 Motion i-fr;(r)ne Max Max
Minor MF;JEPCEC;; 0:00-24:00 Motion i—fr:me Max Max

The Max indicates settings are same as camera settings in the config>setting>camera>camera parameter
panel.

IPS-1000, IPS-2000, IPS-3000, IPS-4000 series (Analog camera)
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Mode Format Time Record FPS Quality | Resolution
Regular MPEG-4 0:00-24:00 Always 30 Normal CIF
Office MPEG-4 8:00-20:00 Always 30 Normal CIF
Shop MPEG-4 10:00-22:00 Always 30 Normal CIF
Highly Secure | MPEG-4 0:00-24:00 Always 30 Highest Max
Disk Saving MPEG-4 0:00-24:00 Motion 30 Normal CIF
Minor MPEG-4 0:00-24:00 Motion 15 Low CIF

IPS-5000 series (Analog camera)

Mode Format Time Record FPS Quality | Resolution
Regular H.264 0:00-24:00 Always 30 Normal CIF
Office H.264 8:00-20:00 Always 30 Normal CIF
Shop H.264 10:00-22:00 Always 30 Normal CIF
Highly Secure H.264 0:00-24:00 Always 30 Highest DCIF
Disk Saving H.264 0:00-24:00 Motion 30 Normal CIF
Minor H.264 0:00-24:00 Motion 15 Low CIF

IPS-7000 series (Analog camera)

Mode Format Time Record FPS Quality | Resolution
Regular H.264 0:00-24:00 Always 30 Normal D1
Office H.264 8:00-20:00 Always 30 Normal D1
Shop H.264 10:00-22:00 Always 30 Normal D1
Highly Secure H.264 0:00-24:00 Always 30 Highest D1
Disk Saving H.264 0:00-24:00 Motion 30 Normal CIF
Minor H.264 0:00-24:00 Motion 15 Low CIF
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3.1.2 Insert a New Schedule Manually

Step 1: Left-click and draw the bar you want add to the time table. The scheduled time will show as a grey

bar.

#s Schedule Configuration @l
g5 Load & Copy o |ﬂf| Default |n 12 3 4 6 8 7 & @ i 11 12 13 14 15 617 iz 18 a2 2 23 zaffl
- & Default il Cameral

= 01 carneral i CameraZ
] carera3
] Camerad
=l 04 Camerad \
[T~ Step 1
Elnm‘t
J
Sta't Time End Time Rekord  FPS Quiality Resolution

' Default -

/\/ 0K | IX Cance\]
Step 2 Step 3 Step 4

Step 2: Click the Insert icon and add a new schedule in the Regular Mode, i.e. to record video during the
time period you set with 30 FPS, normal video quality, and normal resolution.

Step 3: Change the setting by clicking on the Configure icon (See page 51 for detail) or double click the
Schedule Information.

Step 4: Click OK.

3.1.3 Copy Schedule

You may set up the schedule for each channel/camera by repeating the process above, or by simply

applying the setting of a single camera to all the others by clicking the Copy To icon at the top of the display
window.

3.1.4 Holiday and Custom setting

Allows you to schedule each camera for a different day of the week, additionally, you may assign extra
holidays in the “Week” mode

i Schedule Configuration )
i Losd (g Copy o ||f| Camera4 ‘n 12 3 4 5 6 7T 8 0 b i1 12 13 14 15 16 47 18 19 2 22 33 r4ffid
=[5l Default ] Sunday

«- 5 01 Cameral i Manday

02 Camers2 ] Tuesday
-5 03 Camera3 ] wednesday
== 04 Camerad L] Thursday

g Sunday ] Friday

i Wonday ] Saturday

T TLesday

[ Wednesday

[ Thursday o Insert

[ud Friday

g saturday Start Time | End Time: | Record  FPS Quality  Resolution

" Default [[Holday | custom |

7o) [X o)

/ \
Holiday Custom
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Holiday: You may assign holidays where the system will work according to the setting for Sunday.
Note: The default Holiday setting will apply Sunday’s settinﬁs. For the Middle East region where Friday is a

holiday, please adjust setting by right clicking on and select “Apply Holiday Schedule
From...”.

Custom: You can assign a particular date(s) on which the system will work according to a special schedule(s)
different from the others.

3.2 Adjust the Scheduled Setting:

You can manually change the setting at any time after you insert or load a schedule.

. Option 1: Move the cursor to the “Time Bar” and change the length or move the bar sideways to

change the start and end points.
. Option 2: Click on the Configure icon or double click on “Schedule Information” from the list to obtain

the “Encoding Option” panel (next page) and select the desired setting.

i Schedule Configuration E\

Time Bar  —__]

[B camerat [ 1 5 5 4 s & 7 & 9 w6 s i s 7w o m m m m sl
] Sunday

A Tuesday

] Wednesday

. ) Thursday

COﬂflg ure [l Sunday ) Friday
—_—

Monday ] Saturday
BETmss

day
[ Thursday
Tnsert Delete Confs
[ Friday Bl WDele A Contipure
[ Saturday Start Time| End Time | Record  FPS Quality | Resolution

15:00 Abirays

Schedule
Information

ootk
[] Day Mode | [ kAWWeek Mo.

7 o] (X oo}
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3.3 Encoding Option

Original Yideo

Original Video

NVR/DVR/Hybrid NDVR System

Encoded Video

—Time

Start Tirne: IIJIJ'I]I] —|
End Time: |23;59 :l

Pre-record: |8 sec. (Max BO)

Postrecord: |3 sec, (Max 60

=i f
= Eesnr A%ID

—Mode

* Always Record

' Record on Event | Select Event

" Record on Motion:
S s '_J— e e
FraneliteiElies Eesmsse s

Fectamal ot 08 (a1

Al | i | [Bera|

—Yideo Encoder
i Keep original video format

[~ Adjust MJPEG video frame rate
LA I T R R '} ED

™ Keep keyframe only
(far MPEG4, H 264, MyPEG)

i Customized encoding Setup
Default

/

\

\ W 0K | X cancel |

\Record Mode

\Video Encoder

/Time Option

3.3.1 Pre-record/ Post-record Time

The pre-record/ post-record function saves the recording data accordingly. For instance, to setup a5
second pre-record time means the system will start saving the recording data 5 seconds before the event

happens.

Note: The maximum of pre-record/post record period is 60 seconds.

3.3.2 Record Mode

There are four recording modes to choose from. Choose the one that suits your scenario best.

Always Record:
Select this option to record the video continuously.

Boosting Record on Event:

This option enables you to record at lower frame rate at
regular times, and at higher frame rate under Smart Guard
triggered events.

*This feature is not available under NVR Lite License

Select this option to obtain the “Select Event” panel.
Choose from the list any Smart Guard or digital input
events or video analytics from the device. The chosen
event(s) will trigger the recorded action. Click OK.
Configure desired frame rates of normal and boosting
recording in the Video Encoder box.

Note: Please note it is required to enable "Smart Guard”

from the Main Console panel before configuring “boosting
record on event” to trigger recording.
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Select Event

Smart Guard

Digital Input Event:

=hOgr CAMD9 QA Roorm
O Gereral tMotion 1
= O CAMI0 30 SE
General Motion 1
GF CAMI12 Desktop
= 9y Test FOS
9 Test POS

O#]qa Room Input:0 (nput 03
Ol#] Testhoard nput:2 (nput 2)
O#] Qe Room Input:2 (nput 23
O[] Testhoard Input:3 (Input 2)
O[] Testboard Input:0 (Switch)
OJ[#] a4 Room Input:1 dnput 1)
C[#] a4 Room Input:3 (nput 3
O[] Testboard Input: 1 (nput 1)

Wideo Analytics (Device)
= 07 CAMOR QA Room
General Motion(Device)
OF cani0 BN E
O CaM12 Deskiop

v oK | Ix Cancel]




The Intelligent Surveillance Solution

NVR/DVR/Hybrid NDVR System
Record on Event:
Select this option to start recording at any predefined event, including Smart Guard events, metadata
events, digital input events and video analytics from devices.
* Some options are not available under NVR Lite License

Select this option to obtain the “Select Event” panel. From the Smart Guard list, check the camera events or
digital inputs to trigger the recorded action. Click OK.

Note: Please note it is required to enable ”"Smart Guard” from the Main Console panel before configuring
“record on event” to trigger recording.

Record on Motion:

Select this option to start recording when motion is detected. Adjust sensitivity, the frame interval and zone
to setup motion detection. To setup a single detection zone, left-click and drag the mouse to draw a
rectangle. To setup more than one detection zone, simply repeat the same process or click “All” to select
the entire screen.

Note: The maximum number of rectangle detection zones is 10.

3.3.3 Encoded Options
This option sets up the quality of the recorded video. The “Original Video” window is the original stream from

the camera. The “Encoded Video” is preview of the recorded video corresponding with the encode settings
below.

|For IP cameras|
The Encode Video function will reduce frames or re-encode original streaming from IP cameras. To save Hard
Disk usage, adjust framer ate with original video format or re-encode to smaller file size by adjusting frame

rate, resolution and Quality/Bit rate. ~Video Encader
 Keep original viden format
Keep Original Video format: I™ Adjust MIPEG viden frame rate
Select this option to reduce frame rate only but not to re-encode video ——— a0
streams to save Hard Disk usage. K
. X i eep key frame only
e  Adjust MJPEG video frame rate: Move slider to left to reduce frame (for MPEG4, H.264, MiPEG)
rate.
. . . . & Cust d di Set
Note: The maximum FPS will correspond to original video streams set up ueamzsgenodng _getir_|
on camera configuration.
9 . . Default
° Keep key-frame only: System will only record key frames of video
streaming.

Note: The key frame interval is controlled by each camera
manufacturer and cannot be adjusted.

Yideo format: MPEGS
Customized encoding: * not available under Lite License Framerate:  ——————) 30
The video stream will be decoded then re-encoded by configuration. Resolfion: ——}—— G

Click “Setup” button to adjust “Encoder Parameter”. - o
Note: Customized encoding function causes high CPU usage, St

SN P
make sure the PC specification is enough (recommend Core 2 Bitvte: T A0 keps

Quad or above)

|For Analog cameras |

The Encode Video function sets Frame Rate, Quality, and Resolution that you
want to record and provides an approximate recorded time period.

For IPS-G3 Series cards you may additionally choose from different video formats, || rrame rat
including Mpeg4 and H.264.

Note: Capture card devices “IPS series” are required.

—Yideo Encoder

. Fungom
Quality — F—— Mormal

Resolution  F———— 320x240

Default

Approximate: 1GHB {6 hr 12 min)
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4. Guard

! Event and Action Configuration E
—Event —Action
& | X i @ @ | el

=l Action Options

o) e [Xon Screen Display
=G CAMLD Office Bdsend E-Mail

T Foreign Object @ FTP
S0k CAM11 Demo +2+PTZ Praset Go

i E- Camera Occlusion %" E-Map MapMap, Indicator:Mone

- CAM12 Desktop

Al Signal Lost
@ TestPOS

& Transaction Start ~ Video Preview =
—-[#] Digital Input

[E] Testboard Input:2 (Input 23
—--[#] System

[£] Disk Space Exhausted

[(_l i |m

7o) (o]

Click on the Guard button on the Main Console to start the “Event and Action Configuration” panel. You will
need to specify an event to be detected as well as set the appropriate action for the system when the
event occurs.

Note:
1. Event Report: When the Crysta| ball is =
red, you can click it to obtain the ER 1 O e |
! &.2005/11/21 15:16:14  General Motion 9
Smart Guard Event Report and = 2005/11/21 15:16:20  Missing Object 13
cancel the event(s).
Cancel Event Cancel All "Close
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"4 Evext and Action Configuration
4.1 Event e : Adion -
o v 0K
= CANGT Wiain Gate Action Options X Cancel |

NVR/DVR/Hybrid NDVR System

G CAMOZ Driveway
= G2 CAMO3 Pool
‘&, General Motion
= G CAMO4 Room A
'@, General Motion
= &P CAMOS Room B
', General Motion
=G CAMO6 Back Door
'8, General Motion
& Digital Input
(£ System

/

Insert Event

Video Preview

There are 4 sources of events: Camera (video image), POS, Digital Input (device connected to your PC) and

System (condition of your hardware). You can assign multiple events by following the instructions below.

* Note: Some event types will not be available under Lite License.
4.1.1 Camera Event - Assign a Camera Event

Step 1: Select a camera and click “Insert Event” icon. d .
.
Select Event /Step >
Event Type Diescription —_— |

Detect video signal connection
Detection of any movement

:ﬂl:ESignal Lost
&, General Mation
[ Foreign Chject

fEfMissing Ohject
&k ose Focus

=2 Carnera Occlusion

Camera focus lost detector
Camera blocked or darnaged

Detect foreign object in defined areals
Missing/being moved of defined object

/Step 3

|\/ QK '| [x Cancel l

Step 2: There are six types of events: Signal Lost, General Motion, Foreign Object, Missing Object, Lose Focus,
and Camera Occlusion. Select the event you want on the Event Type list, and then click OK.
* Note: Only General Motion and Signal Lost are supported under Lite License.

Step 3: Configure the Event Type. See the following instructions.

4.1.2 Camera Event — Basic Setting

[Signal Lost, General Motion, Foreign Object, Missing Object,
Focus Lost, and Camera Occlusion]

Enable Event: Check the box to activate the event.

Life Cycle:

Automatically cancel event when event disappears: the
alarm/action will be cancelled once the abnormality is fixed or
ends.

Manually cancel event or event continues triggered: The
alarm/action will continue until being canceled from the Main
Console. The user currently not at the seat watching the screen
will be notified by the alarm.

Note: To cancel the event:

Function 1: Start > Open Event Report > Cancel All Events
Function 2 : Click the red crystal ball to obtain the Smart Guard
Event Report than cancel the event(s).
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Alarm Event Configuration

Basic

[+ Enahle Event
Life Cycle

f» Automatic cancel event when event disappear

" Manual cancel event or event last triggered

" Cancel event after seconds

Activated Period
v Always activated

i Activated only in the fallowing period

I OK | ’ X Cancel ]




Enable checkbox and set the timeout seconds to cancel the
event after a specific time whether the event disappears or not.

Detect the loss of video signal from camera.

- Detect any movement in the defined detection zone.

. Alarm Event Configuration

Basic Advanced

Alarm Event Option Video Preview

H Sensitivity, —— F——
Interval: ———f——
I
Region Definition
+ Define detection zone
« :
All Clear

i Start Simulation ‘

[ ok |[ % cencel |

Click and move the slider control to the right to increase sensitivity so that minimal movement
will trigger the alarm. Move the bar to the left to reduce the sensitivity. Setting up an appropriate
sensitivity value will minimize false alarms. For example, you can lower the sensitivity to avoid the alarm
being triggered by a swinging tree in the breeze.

Click and move the slider control to the right to increase interval time so that the alarm will only
be triggered when the movement lasts longer. Move to the left to reduce the interval

To detect General Motion, you have to define a detection zone. Left-click and
drag the mouse to draw a detection zone. You may define more than one zone on the screen by
repeating the same process. User can also click on “All” button to select the entire detection zone.

Click the Start Simulation button and test the function on the preview screen.



Alarm Event Configuration

- Detect movement with motion
detectors of devices (IP cameras or video
servers).

* Note: This function is only available on Video Preview
devices with built-in motion detection.

Basic Advanced

Please refer to the user manual of your device
to set up motion detection.

Click to test if motion detection is set up
correctly.

Click to go directly to device web page
for configurations.

Startsimulation | [ GoloWeb Interface |

‘\/ oK | Ix Cam:el]

Alarm will be set off when an object appears in the defined area on the screen.
Alarm Event Configuration

Basic Advanced |

Alarm Event Option Video Preview

” Sensitivity,  ——— f——
Interval: = —— —
Ja

H Region Definiti

" Define object size

|[ Start Simulation ]
[q’ oK ][)( Cancel I
. Click and move the slider control to the right to increase sensitivity so that minimal movement

will trigger the alarm. Move the bar to the left to reduce the sensitivity of movement detected. Setting
up an appropriate sensitivity value will minimize false alarms. For example, you can lower the sensitivity
to avoid the alarm being triggered by a swinging tree in the breeze.

. Click and move the slider control to the right to increase interval time so that the alarm will only
be triggered when the movement lasts longer. Move to the left to reduce the interval.

. To detect Foreign Object, you have to define a detection zone. Left-click and
drag the mouse to draw a detection zone. You may define more than one zone on the screen by
repeating the same process. User can also click on “All” button to select the entire detection zone.

. After defining the detection zone, select Define Object Size and then left-click and
drag the mouse to indicate the size of the object you want to detect.

For instance, if you want to prevent somebody from leaving a briefcase in a hallway, place a
briefcase in the hallway in view of the camera. On the screen, draw an area that fits the size of the
briefcase and define it as the object size. Remove the briefcase and then activate the Smart Guard
function on the Main Console. The system will consider everything on the screen normal when you click
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Start Simulation: Click the Start Simulation button and test the function on the preview screen.

4.1.7 Camera Event - Missing Object

Alarm triggers when an object disappears in the defined area on the screen.

Alarm Event Configuration

Basic Advanced I

Alarm Event Option

Sensitivity —
\Sen5|tw1ty —f——
Interval  —— | v ——
=
Region Definition - Region Definition-
(« Define detection zone
" Define ohje Z

Video Preview

Start Simulation

Start Simulation

Alarm Event Option:

[v ok | l X Cancel J

. Sensitivity: Click and move thesnaer contror to the fgnt to INCcrease sensitvity SO that minimal movement
will trigger the alarm. Move the bar to the left to reduce the sensitivity of movement. Setting up the
appropriate sensitivity value will reduce the chance of false alarms. For example, you can lower the
sensitivity to avoid the alarm being triggered by a swinging tree in the breeze.

. Interval: Click and move the slider control to the right to increase interval time so that the alarm will only
be triggered when the movement lasts longer. Move to the left to reduce the interval.

Region Definition:

. Define detection zone: To detect Missing Object, you have to define a detection zone. Left-click and
drag the mouse to draw a detection zone. You may define more than one zone on the screen by
repeating the same process. User can also click on “All” button to select the entire detection zone.
Note: For instance, if you want to prevent somebody from removing the computer monitor on the desk,

draw an area that fits the size of the monitor on the screen.

Alarm Event Configuration

Basic Advanced 1

Alarm Event Option

Sensitivity.  ——— F——
Interval —
o

Region Definition -
t~ Define detection zone
€ Define ohj o

Start Simulation I

Video Preview

Start Simulation: Click the Start Simulation button and test the function on the preview screen.

4.1.8 Camera Event - Lose Focus

This function alarms you when any of the cameras is losing focus and has blur image.
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Alarm Event Configuration .

Basic Advanced

~Alarm Event Option -~ Video Preview

Sensitivity

e — —

“T Interval —

Interval  —0

|gn0re nghtlng - v lgnare Lighting Change

Start Simulation 1 StetEmuaion

|°/ Ok \ [ X Cancel l

Alarm Event Option:

. Sensitivity: Click and move the slider control to the right to increase sensitivity so that a relatively small
movement will trigger the alarm. Move the bar to the left to reduce the sensitivity of movement
detection. Set up an appropriate Sensitivity value will reduce the chance of false alarm. For example,
you can lower the Sensitivity to avoid the alarm being triggered by a swinging tree in the breeze.

. Interval: Click and move the slider control to the right to increase interval time so that the alarm will only
be triggered when the movement lasts longer. Move to the left to reduce the interval time.

. Ignore Lighting: Check the box to avoid alarm being set off by light changing.

Region Definition:

. Define detection zone: To detect Lose Focus, you have to define a detection zone. Left-click and drag
the mouse to draw a detection zone. You may define more than one zone on the screen by repeating
the same process. User can also click on “All” button to select the entire detection zone.

Start Simulation: Click the Start Simulation button and test the function on the preview screen.

4.1.9 Camera Event - Camera Occlusion
This function alarms you when any of the cameras are blocked.

Alarm Event Configuration .

Basic Advanced |

~ Alarm Event Option - Wideo Preview

Sensitivity

™ Sensitvity,  ———

Interval  ——m_
[ Interval: ——

Ignore Lighting

Start Simulation

Start Simulation ————'{"

[v ok | l X cancel ]
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Alarm Event Option:

. Sensitivity: Click and move the slider control to the right to increase sensitivity so that a relatively small
movement will trigger the alarm. Move the bar to the left to reduce the sensitivity of movement
detection. Set up an appropriate Sensitivity value will reduce the chance of false alarm. For example,
you can lower the Sensitivity to avoid the alarm being triggered by a swinging tree in the breeze.

. Interval: Click and move the slider control to the right to increase interval time so that the alarm will only
be triggered when the movement lasts longer. Move to the left to reduce the interval time.

. lgnore Lighting: Check the box to avoid alarm being set off by light changing.

Region Definition:

. Define detection zone: To detect Camera Occlusion, you have to define a detection zone. Left-click
and drag the mouse to draw a detection zone. You may define more than one zone on the screen by
repeating the same process. User can also click on “All” button to select the entire detection zone.

Start Simulation: Click the Start Simulation button and test the function on the preview screen.

4.1.10 POS Event - Assign a POS Event

Step 1: Select a EPOS device from the list and click W to insert event.
Note: Please insert the POS device in Config -POS Application first. Then set the alarm based on it.

Step 2: There are five types of events: Transaction Start, Transaction End, Open Cash Register, Connection
Lost and User Defined. Select the event you want on the Event Type list, and then click OK.

1

(5, Transaction Start - Detect the beginning of any transaction.

L]

4w Transaction End - Detect the end of any transaction.

a1

. Open Cash Drawer - Detect the opening of any cash drawer.

o

L7

g

r

B Connection Lost - Detect the connection problems between POS box and Main Console.

I, User Defined - Detect any condition defined by user.
Select Event

s
r
&

Event Type | Description |
:@:Transaction Start A transaction starts

:E?‘:Transaction End A transaction ends

:$:Open Cash Drawer Cash Drawer is opened
Eﬂb}@nnection Lost Connection Lost

:!:User Defined 1 User defined event rule 1

:!:User Defined 2 User defined event rule 2

:!:User Defined 3 User defined event rule 3

:!:User Defined 4 User defined event rule 4

v 0K | X Cancel|

Step 3: Configure the setting of the Event Type. Please refer to the POS section of the User manual.

4.1.11 Digital Input Event - Digital Input Event

4k Event and Actiion Configuration

Ewent Action

v oK
e =
=gk CAMOL Carmera 1 Action Options X Cancel
'8’ General Mation
Ok CAMO2 Camera 2
OF CAMO3 Carmera 3
Ok CAMO4 Carnera 4 Select Digital Inpnt Modnle
Step 1 s it
[#] cardl Inputo 140 Madule Input Pin
o i 1)
L 2

cardl 3 (Input 33

cardl 4 (Input 4)

cardl 5 (Input 5}

cardl 6 (Input 6)

Ste p 2 / cardl 7 (Input 7)
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Step 1: Click and highlight Digital Input on the event type list, and then click the W Insert Event icon.
Step 2: Select the device that is connected to your system.

4.1.12 System Event - Assign a System Event

Action

ol o3| v 0K

Action |ODtiDns | X Ccancel

If_‘ 4 CAMOL namel
18] ceneral Motion
=G CAMO2 name2
| 1.18] General Mation
Ste p 1 G CAMDE narmes

i@, General MetOn

Event Type | Description |
Disk Space Exhausted Disk space is exhausted

Systern Health Unusual High CPU temperature or low fa...
Resource Depleted CPU or mernory is depleted

/ ) Eyetn Network Congestion Metwork bandwidth is overloading

v 0K | X Cancel|

Step 1: Click and highlight System on the event type list, and click the W Insert Event icon.
Step 2: There are four events, select the event you want to detect.

Step 2

4.1.13 System Event - Disk Space Exhausted
This function alarms you when disk space is exhausted.

4.1.14 System Event - System Health Unusual
This function alarms you when CPU is under high temperature or fan speeds are running low.

Current Status: Displays current CPU temperature, Motherboard Temperature, Fan Speed and Power fan
speed.

Options: Check the Temperature Format for Celsius or Fahrenheit; fix maximum motherboard temperature for
High Temperature Alarm and minimum RPM for Power Fan Speed Alarm.

4.1.15 System Event — Resource Depleted
This function alarms you when CPU or memory is depleted.
Current Status: Shows you the current Total CPU Loading and Total Memory Usage.
Options: Fix maximum percentage for High CPU Loading Alarm and High Memory Usage Alarm.

4.1.16 System Event — Network Congestion
This function alarms you when network bandwidth is overloaded.

Current Status: Shows you the current Total Upload/Download bit rates.
Options: Fix maximum bit rate (Kbps) for High Upload/Download Bit rate Alarms.

-60 -



The Intelligent Surveillance Solution

NVR/DVR/Hybrid NDVR System

Network Conaestion

Resource Depleted

Svstem Health Unusual

I g 2 K g R

4.1.16 System Event — TV-Out

* Note: This function is not available if there is no IPS-7108/7116 card installed.

s Event and Action Configuration >

- Even

O R@mam @

=hGF CAMO1 Camera 1
1] General Motion
E-GF CAMO2 Camera 2
@ Gemeral Mation

&) General Motion
=1 OFF CAMOS Carmiers S
@ General Mation
= G CAMOE Cammera 6

1@ General Mation
= G CAMOE Camera 8

& Gereral Motion
=1 GpF CAMOZ Camera 9

@] Gereral Mation
=5 CAMLO Carnera 10
& General Mation
= 4FF CAMIL1 Camera 11
& General Motion
=15 CAMLZ Carnera 12
@] General Motion

Action Type

Action
@ =@ W e |
Select Notification Action [E3)
|

| Description

=G CAMO3 Camera 3 e Play Sound Flay warning saund
&, Gereral Mation B Send E-Mail Send E-mail to contactors
=G CAMO4 Camera 4 [l Phone cal Dial a phone call to contactor

Y&l DL/DO
SR

& General Motion 2 FTP Send snapshat ta FTP
8. -3
=G CAMOT Camera 7 4 E-Map Popup E-Map on Event
I Tw-out Pop-up video to TW-Out monitor ...

[Llon Screen Display

+5+PTZ Preset Go

[ Central Server

Display warming message on video. .

Trigger PTZ camera to present p...
Popup DI/DO panel or trigger digi...
Send SMS to contactors

Send to Central Server

X cancel

Ok

] [% cancel |

Pop-up video to TV-Out monitor on event.

4.2 Action

4.2.1 Action - Assign a action type

A& Event and Action Configuration

~Event Action
o Qs ae o A
Step 1 = 2 CAMD1 Carmera 1
© 6, General Motior
- [ Digital Input
- [ system On Screen Display On Screen Display
Play Sound Play Sound
BdSend E-Mai Send E-Mail
i Phone Call Phione Call
+5PTZ Preset Go PTZ Preset Go
&ioyoo DIjDO
Step 2 BdSend a 5MS message  Send a SMS message
BdSend to Central Server  Send to Central Server
ﬁ FTP Send snapshot to FTP
"~ 4" popup E-Map on Event  Popup E-Map on Event
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To insert a new action:

Step 1: Choose an event and click the insert action iconkl.

Step 2: There are 10 types of actions, select the actions you want and then click OK.

1. On Screen Display 6. DI/DO

2. Play Sound 7. Send a SMS Message

3. Send E-mall 8. Send to Central Server
4. Phone Call 9. Send snapshot to FTP

5. PTZ Preset Go 10. Popup E-Map on event.

11. Push Notification
* Note: Some actions will not be available under Lite License.
Step 3: Configure the setting of the Action Type if needed.

Select Camera.

4.2.2 Action Type - On Screen display

A red warning will be flashing on the screen of Main Carmera Auto popup |
. . . . . 1P

Console, indicating which type of unusual event is © CAMIL Caml

detected.

Step 1: Select the “On Screen display” action and then click OK.

Step 2: The responding window will popup to Selected Camera.
Click the “On Screen display” indicator to modify the

Setting. - Displayed Text
Camera: Display the camera applied to this action. (= Missing Object
Auto popup: Click the Auto popup column and select the @ CUEEd e
expected monitor for popping up the event.

Displayed text: You can follow the default setting to show
the event type, or enable “Customized Text” to define the v ok | X cancel |
text as your preference.

4.2.3 Action Type - Play Sound
Sound alarm - the system will play the sound as alarm when an unusual event is detected.

Step 1: Select the “Play Sound” action and then click OK.

Step 2: The responding window will popup to choose a Wave file (.wav). Click the “Play Sound” indicator to
modify the setting.

4.2.4 Action Type - Send E-mail ™ Select Contactor X
The system will send an E-mail immediately to given
accounts indicating the type of event, the time, and | ©omacter

[ Edit Address Book |

attaching a picture taken while the event is RENTE D Al
HE User 1 Lser 1@rnail.com

deteCted' HE User 2 user2@rmail.corn
FE User 3 Liser2@mail.com

Step 1: Select the “Send E-mail” action and then click OK.

Step 2: The responding window wiill popup to Select Contact,
type the message to append. (You can choose more
than one contact).

Edit Address Book: Insert the contact information here.

Note:

1. To give the system the E-mail accounts, go to
Config > Setup > Hotline. See Configurations on
page 76 for details.

2. For Digital Input Events, this warning action will send
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Motioh deteaction alarm of camera A, please do the below S0P,
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the snapshot of the associated camera. Please refer to I/0O settings for details.

4.2.5 Action Type - Phone Call
The system will call a given phone number when an unusual event is detected.
* Note: This function is not available under Lite License.

Step 1: Select the Phone Call action and then click OK.

Step 2: The responding window will popup to Select Contactor and key-in the message which want to
append on SMS content. (You can choose one more contact at once).
Note: To setup the phone number and make an audio record for the phone call, go to Config - Setup
- Hotline. See Configuration on page 76l.

4.2.6 Action Type - PTZ Preset Go Ty ——————
The PTZ (pan/tilt/zoom) camera will go to a preset point or :
detected. . aiamefa- CAM14 (camera 3) - I IF Camera

* Note: This function is not available under Lite license. & Preset ~ Patral

Step 1: Select the “PTZ Preset Go” action and then click OK. [ = =]

Life Cycle

Step 2: The responding window will pop up to PTZ Camera Preset Go & S FTZ el e s it
mOdlfy the Setting- ~ Keep PTZ action second

Step 3: Set the action of cameras which you want to trigger by even| [£=

&+ Preset " Patrol

The end preset go will take second

For example: Please follow below steps to setup this function.
. Set the action of camera 1:
1. Choose camera 1. [ awa [ clear |
2. Set the start, end preset points.
3. Select the Life Cycle.
4. Click on Add.
. Set the action of camera 2:
5. Choose camera 2. [« ok | [x cance |
6. Set the start patrol and end patrol.
7. Select the Life cycle
8. Click on Add.
9. Finally click on Ok to save all setting of cameras.
Note: Configure your PTZ camera before using this function. See Config on page 74 for PTZ camera
configuration.

Camera | Start | Life Cycle | End | End Preset Go

4.2.7 Action Type — DI/DO
To trigger Digital input/output devices connected to the system, such as alarm lights and sirens.

Zelect Digital Input Module

Digital output to signal:

IO Module | Input Pin
Levelone WCS-20,., 0 (Input 0)
AXIS 214 (192.16... O (Input 0} (] @
Input 0 Qutput 0
o (@]
Input 0 Qutput 0

A 4

v Putomatically popup IO control panek

v DK | X Cancel|

Step 1: Select the “DI/DO” action and then click OK.
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Step 2: The responding window will prompt user to Select Digital Input Module. Click the “DI/DO” indicator to
modify the setting.

Step 3: Select the device that is connected to your system, that is, the PC you are working with. You can
enable the Automatically Popup I/0O Control Panel check box to obtain the correspondent panel to
monitor the I/O status.

Note: You should adjust the setting of I/0O device in Config>Setting>I/O Device first, the 1/0 control
panel will display the device status based on it. You can also adjust the size of the panel by dragging

a mouse or click the IZEIX| on the right top of the display window.

4.2.8 Action Type -Send an SMS message % Select Contactor 3
The system will send an SMS message immediately to
given accounts indicating the type and time of Contartor ’ LR R ]
event. MNarne Phone Nurnber
* Note: This function is not available under Lite License. g - g
ME User 3 333-3333-3533

Step 1: Select the “Send a SMS message” action and then click
OK.

Step 2: The responding windows will popup to Select Contactor
(You can choose one or more contacts). Click the
“Send an SMS message” indicator to modify the setting.
Note: To configure a GSM modem for the system, go to
Config - Setup - Hotline. See Configuration at page 76.

Customized message content:

customized message of each alarml

4.2.9 Action Type - Send to Central Server [v oK | [X canel |
This action will send an event and snapshot to the
Central Management Server (separate software package, not included).

* Note: This function is not available under Lite License.

Step 1: Select the “Send to Central Server” action and then click OK.
Note: Please refer to the CMS user manual for details on using the Central Management System.

4.2.10 Action Type - Send snapshot to FTP
The system will upload a snapshot immediately to FTP site.
* Note: This function is not available under Lite License.

Step 1: Select the “Send snapshot to FTP” action and then click OK.
Note:
1. For Digital Input Events, this warning action will send the snapshot of the associated camera.
Please refer to I/0O settings for details.
2. To define an FTP server, go to Config > Setup > Hotline. See Configuration at page 76 for detail.

4.2.11 Action Type — Popup E-Map on Event
The system will auto popup E-Map window and show the
assigned map and indicator.
* Note: This function is not available under Lite License. Map Layer: [Flawer =l

Indicator: ICam1 j
Step 1: Select the “Popup E-Map on Event” action and then click OK.

Step 2: The responding window will popup to Popup e-map on event. v ok | x canel |
Click the “Popup E-Map on Event” indicator to modify the setting.

Step 3: Select the Map Layer and Indicator, and then click OK.
Note: To edit E-Map, see Configuration at page 96.
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4.2.12 Action Type - Push Notification
The system will send instant message to registered iSecurity as a notification.

. . . . . [ Select Notification Acti (=
Step 1: Select the “Notice on Mobile Client” action and then click OK. —
Action Type Description
. . g play Sound Play warning sound

Step 2: General Setting options. i Phone cal Dial 3 phone call to contactor
¢ Frequency—Rearm interval: the minimum interval of notifications as Howo Ll b i

the event occurs. (default:10, max:300) B smis Send SMS to contactors

. . . . . e ” B Central Server Send to Central Server

. User List: All user accounts in this unit. Click “select all” to select all o FP Send snapshot to FTP

user accounts; click “deselect all” to remove all user accounts. B otiiaton o o

. Receiver List (overview/remove): go to General setting>Network
Service>Push Notification for user account overview. Click “Kill” for
selected user account delete and “Kill All” for all user accounts
delete.

1. User name: user account

2. ID: user account display name

3. Least time: indicate user did not login period

4. Login Username: the user account display hame when login

. Send test: click to send test push notification to selected list.

Note:

1. Please sign in iSecurity first.

2. If the user password is changed, please sign in iSecurity with the new password to start the service
again.

3. If users do not want to receive notifications anymore, users can turn off this feature on iSecurity.
There is one possibility of de-registering failed: users have ever logged in to iSecurity by typing
both LAN IP and WAN I[P of Main Console, but only do de-registering on one side.

4. If users do not want to send notifications to certain user account, users can de-select the user
account on Notification General Setting>>Network Service.

5. Ifuser does not login till 30 days, user account on push notification user list will delete
automatically.

6. Push notification test is depending on iOS/Andriod receive the message or not.

— —_— - - .
@ Netification Configuration ‘. | Z’]ﬂl MNetwork Senice - P = LY E_“

~Frequency 1 Main |
'| | Rearm interval: 10 Sec. (Max 300)

| Live Device Receive Count 2 [ Kill ][ LT
Streaming Crren.? i

— | - Wiger nam D Lease trne - Logn Usemams
SelectAll i,
Q @ admin TOfES0b46ERE1OF... 10 admin

User name Group Description Login Username Remote ﬂ admin 34556ca0e20907... 10 admin
[CIgtadmin Admin Administrator admin Playback

[J oK ] [x Cancel]

User List-

3GPP
| Service

|| &

Remota
I Desktop

Central
Managemint

Push
Notffication

e

|./ 0K ‘ |x Cancel| [» oK ._ x Cancel

4.2.13 Action Type - TV-Out
Pop-up video to TV-Out monitor on event.
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* Note: This function is not available if there is no SCB-7108/7116 card installed.

~Event ~#ction
DR Ea &
6@ CAMOL Camera 1 Sl Sclcct Notification Action
@, General Maotion
=GP CAMD2 Camera 2 Action Type Description
1@, General Motion [T10n Screen Display Display warning message on wideo. ..
=6 CAMOS Camera 3 ePlay Sound Play warning sound
B General Mation 1 B send E-Mail Send E-mall to contactors
=G CAMD4 Carmera 4 [El Phone cal Dial a phone call to contactor
.78 General Motion +5+PTZ Preset Go Trigger PTZ camera ta present ...
AMOS Carnera 5 Wi DIDo Popup DI/DO panel or trigger digi...
& General Motion i Bdsms Send SMS to contactars
=G CAMDS Camera 6 S Central Server Send to Central Server
&, General Mation ﬂ".FTD Send snapshot to FTR
£GP CAMO? Camera 7 4" E-Map Popup E-Map on Event
L.7@] General Mation [ Tv-out Pop-up video to TW-0ut monitar ...
= G CAMDS Camera B
&) General Motion
=G CAMOS Carmera S
@, General Maotion
=GP CAMI1D Camera 10
@] General Motion
=G CAM11 Camera 11
@, General Mation
=G CAMIZ Camers 12
@] General Motion B

4.3 Advanced Settings

Click on the Advanced button on the bottom of the Event and Action Configuration dialog for advanced
settings.

Condition of startup - Smart Guard can be started under the follow modes:
1. Manually start/stop from Start menu or as Main Console startup setting (default)
2. Started by defined D/I trigger. Select D/I from dropdown list and click OK.

I Event and Action Configurafion =]
lpeoe @ dla&md|a
[=1-4gh CAMOY QA Room Action Optians
0 General Motiand [lon screen Display
= G CAM10 Office BAsend E-Mal
- T Foreign Object crre
= G CAM11 Dema +3PTZ Preset Go
&8 Camnera Occlusion #"EMap Map:Miap, Ine e
P a1z Deskns Advanced Settings &
* 4 signal Lost P
£l i Test POS
* 1] Transaction Start ~Video Preview Condition of startup

=-#] Digital Input

[ ] Testhnard mput:2 (nput 23
=] System

- [4] Disk Space Exhausted

" Manually startistop frorm Start menu or as Main Console startup setting

(+ Start Stmant Guard detection when digital input sighal trigger

Select digital input module: Testhoard input:Switch j

< 5

= ]
7 o) (X
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5. Configuration

2010/ 10/ 18
1856

i settng
& User socount Sattng
B Uosnse Manager

§  SwvefLoad Configuration

@8 Countrg Appication
@ POS Apckcation

N & PO Sewth

B Log viewar

Click on the Config icon, select from the drop-down menu _
and open the Configuration panel. Modify the setting and i Setting

access License Manager, Counting application, POS & User Account Setting
application, Log viewer, Backup, Network Services. Select B License Manager

Save/Load Configuration to save/load all the settings. Save/Load Canfiguration .
* Counting Application and POS Application not available BE Counting Application

under Lite License. & POsS application

. . . . @ POS Search
* Video Source function available only with MPEG-4 software

compression captures devices. B Log viewsr
B Backup

Metwork Service

Help

about Main Console, ..
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5.1 Setting — General

Storage Status Display
e 7 i
Startup+ : _ o :
enar: mera] WO Device | PTZ Cunﬂg] Hotllne] Address Book YMonitor D:snlay| Jovstack|
Startup Storage Status Display
[ Main Console Location [Z)&][2](]) | | ¥ CumentDate
[~ Schedule Recording System D:\Video [v Current Time
™ Smar Guard System [v Login User
[ Counting Application [v Free Disk Space
v Live Streaming Server W [~ IP Camera Bitrate
v Remote Playback Server ¥ User Defined Text 1
Automatic Recycle:
¥ 3GPP Server
@ Recycle when disk space is
v Remote Desktop Server less than |w_ % [ User Defined Text 2
W Central Management Service " Only keep video for days Survelllance
Full Screer
MISCG||ar1909$*-'I odh Lag Recyeling ] j Advanced Sefting ]
Miscellaneous Audio Preview Auto Reboot
[~ Automatically popup event report DefaultfChannel (Not Used) ﬂ [™ Enable Auto Reboot
™ Minimize to system tray ™ Enfable Audio on Active Channel Every -
[~ Synchronize video frames
Yolufne s ,Ji at v
DDNS Service
/ / fv ok | | X Canel ]
Audio Preview Auto Reboot

5.1.1 Startup

Check the Main Console box to execute Main Console system when windows startup.

Check the following 3 main functions and 5 network services to auto activate functions when Main Console
system is executing, including Schedule Recording System, Smart Guard System, Counting Application, Live
Streaming Server, Remote Desktop Server, 3GPP Server, Remote Desktop Server and Central Management
Service. Checking other options can setup the startup status as Full screen or allow system to auto login with
the preset account.

User Account:

Setup Auto login: Enable “Auto login” and click the Setup button to obtain
the Auto Login Setup panel, insert the User Account and Password to login
automatically when the system starts. Enable the Minimize after login to PSSR GUEiE
minimize the Main Console window after login.

Fassword: I

5.1.2 Storage

Location: Assign the default folder (you can setup several directories for B
storage) for the system to store all data files. Recommend not to save in ey

. . .. . i K thin interval of video files

system HD (C :\) to avoid PC efficiency drop when free storage is low. [ e
. . . — Bystern Log
If you havg more than one drive avallaple_for recordmg, you may check ~ esp eystorn log il nerval ofvides e
“Enable Disk Load Balance” to evenly distribute recording to multiple @ Kespaystemlogfor |18 days
drives. This will increase efficiency of the system. counthg
i Keep counting log within intersal ofvideo files

Automatic Recycle: The system will automatically delete out-dated data € Kespeowmgigr oo dere
to save storage space. e ez

 Keep POS transaction within interval ofvideo files

. Recycle when disk space is: Set the standard limit to let the system
recycle automatically.
Less than _ %: The system will start to recycle if the disk space is less

= Keep POS transactioin for IQU days

~Resource Report

" Keep resource repor within interval of video files

than the indicated percentage(default is 10%). @ Keonresourca reportfor [30 daye
Note:
1. The system will detect the storage space of default location firstly, v o | x cancel |
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if the default storage space is exhausted, the video will be stored to the next directory.
2. If all the status of locations exceeds the storage rule, the system will start recycling in an hour

progress.
. Delete the video records that are older than the number of days set.
If the default storage spaces exhausted (disc space is less than 3%), the system will start to recycle
by hourly period.
. Click the button to obtain the Advanced Recycle Setting panel. Set the days that you

want to keep the event or Keep all event logs within interval of video files.
Delete the event log data that is older than the number of days set.
Delete the system log data that is older than the number of days set.
Delete the counting application data that is older than the number of days set.
Delete the POS transaction data that is older than the number of days set.
Delete the Resource report data that is older than the number of days set.

Check the boxes of the information that you wish to see in the information display window in the Main
Console.

2010/10/18
17:46:17
admin

~Temperature
¥ CPU Temperature
¢ Celsius Degree

£~ Fahrenheit Degree
¥ Motherboard Temperature

& Celzius Deoree

£~ Fahrenheit Degree

-~ Fan Speed

IV CPUFan Speed
¥ Power Fan Speed

~System Resource

¥ Total CPU Loading

. Select the information such as Current Date, Current ) VR D
Time, Login User, Free Disk Space, IP Camera Bit rate and User Defined [ etk Sl
TeXt ¥ Total Upload Bitrate
) ¥ Tatal Download Bitrate
. Click the button to obtain the Advanced Setting v ok | % canel |

Panel to select Temperature, Fan Speed, System Resource and
Network Utilization information you wish to display.

Automatically Popup Event Report: Event report dialog to automatically popup when events are detected.
Make sure to stop Smart Guard System before you modify the setting, otherwise the modification will not take
effect.

Minimize to system tray: Enable the Option to minimize the Main console to be an icon in notification area of
windows task bar when pressing the minimize button.

CEHEE |
] [

Insert the username and password of MainConsole again when clicking the minimized
MainConsole icon in notification area of windows task bar to start monitoring.
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Synchronize video frames: Select to avoid image tearing problems that may occur while CPU loading is
increased. .
Dynamic DNS Setup

. DDNS Service: Dynamic Domain Name Server (DDNS) function allows
you to use Live View or Web View to connect to the Main Console

through Internet event if you have a dynamic IP address. ot :DtDNS =
User name

Click on the DDNS button to obtain the Dynamic DNS Setup panel. Password |

Set up the DDNS function by selecting the provider type, filing with Hostname |

user name, password and hostname, and adjust the ute period.

Update period 16 minutes

’/ oK ] ’)( Cancel ]

5.1.5 Audio Preview

Default Channel: Select the audio channel that you wish to hear from in “Default Channel”.

Enable Audio on Active Channel: Select the “Enable Audio on Active Channel” option to hear the audio
from the selected video channel (selected by mouse) on each video grid of Main Console. The default
channel will play if no specific video channel is selected.

Volume: Adjust the volume with the “volume bar.”

System plays the audio of System plays the audio of the
“default channel” upper-left “selected channel”

5.1.6 Auto Reboot

Check the option of “Enable Auto Reboot” so that you can reboot the system Startup
on the time you select. | T Main Console l

|~ Schedule Recarding Systerm

Step 1: Check the option of “Enable Auto Reboot.” "~ Srmart Guard Svstem

. [~ Counting Application
Step 2: Select the time you want to reboot. _ _
[~ Live Streaming Server

[~ Remaote Playbhack Server

Note: Enable “Main Console”, “Auto Login”, “Setup login account” and
check other status in Startup section so when PC reboots the system will run M ISP e
normally. [~ Remote Deskiop Server

[~ Central Management Senice
Auto Reboot

ﬁ [~ Full Screen
[~ Enable Auto Rehoot

I [ Auto Login I
Every
at DODMS Service
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Search

Insert

Delete

Search Inzert Delete Confi
Sk i Inet PyDeks | (4 Conti

&5 Cal Caml
M0z VIVOAEK-FO7131
1B CaMO3 YIYOTEK-127151
2B CAMO4 HXIS 2104 (192,168.2,.22)
35 CAMDE D-Link DCS-6100 (192,168
&5 Cap06 Wivatek FO7141 (192,168,

2 CAMODE AXIS 2104 (192,168.2.22)
5 CAMOS VIVOTEK-IP7135

45 CAM10 LevelOne WCS-2040 (152,
45 CAM11 LevelOne WCS-2060 (152,
45 CAMLZ AXIS 214 (192.168.2.24)
&5 CAM13 D-Link DCS-5610 (192,168
45 CAM14 CAM2

Hotlinel UserAccount| Address Book | Maonitor Displa\,r| Joystick'

CAMZ —-—_—— :

4] |

—Camera Parameter — 08D Setting
ICN"'|2 ¥ Enable
[~ Date IEDDQIDMSD 'l
G0 to Web Interface ™ Time W

¥ Camera Mumhber

Camera Settings
Wideo Parameter
_’l Stream Profile

¥ Camera Marne Font

[~ Bitrate

Apply All

W 0K | X Cancel|

5.2.1 Add Camera

Four function buttons will be included in the Setting/Camera panel if you have our Hybrid Surveillance

System license for IP camera.

Search: Click on the Search icon for the Search IP Camera panel.
automatically; click on the Stop Scan button to stop scanning any time.

The system will start scanning

Search IP Cameras
P Vendor Model ol
Digz1ee " Levelone | TFCSSOL1 004025
O 192.168.1.: Panasonic BL-C10
[1192.168.1.130 LevelOne FCS-4000 00-40-25-00-00-13
[J192.168.1.97 Levelone W(CsS-2010 00-11-68-80-44-F1
[J192.168.1.90 LevelOne FCS-1010 00-11-68-80-44-8D
[0192.168.1.60 AXIS 207 00-40-8C-7247-B5
[0192.168.1.93 LevelOne FCS-3000 00-11-68-80-3A-05
[]192.168.1.98 LevalOne FCS-1040 00-11-68-80-47-01
[J1s9z.168.1.92 LevelOne W(CsS-2030 00-11-68-80-32-28
[d192.168.1.84 Levelone FCS-1030 00-11-6B-80-36-FD =

IP Camera Option
Camera Name: ‘Le’uelone FCS8-5011(192.168.1.131)
User Name: ’—
Password
7

Fill in the user name and password for each IP camera found and click OK to add it to the camera list.

Insert: Click on the Insert icon for the IP/Video Server Setting panel and add IP cameras to the list.

See

following part (IP Camera/Video Server Setting panel) for detail.

Delete: Click on the Delete button to remove the selected IP camera(s) from the system. Click OK to finalize

the modification.

Config: Click on the Config button for the IP/Video Server Setting panel. You can modify the IP camera
settings with the Setting panel. See following part (IP Camera / Video Server Setting panel) for detail.

-71 -



The Intelligent Surveillance Solution

NVR/DVR/Hybrid NDVR System

5.2.2 IP Camera / Video Server Setting panel

Network :

\;Network
MName: I
IP Address: f [~ Use DNS
Hitp Port: |eu
User Mame: I
Fassword: I

Device Protocal: © ToP UDP & HTTP

\.Deuice
Wendar: [ j Auto Dietect
Carmera Model: { 777777777777 zl
Camera: NI i i

Description s s Ov fs
\.Degcnptlﬂn
Wideo Codec:MJPEG
Audio Codec:MA
Camera:1, D0, Do:0
» Ok | X Cancel |

Network: Fill in required info of the Network field (including Name, IP Address, Http Port, User Name, Password
and Protocol) referring to the instruction provided by the camera manufacturer. Check “Use DNS”
to use domain name instead of IP address.

Device: Choose the IP camera manufacturer from the drop-down menu. Alternatively click on “Auto
Detect” and the detected vendor /model name will show in the box.

Description: Shows information for the IP camera.

5.2.3 Camera Parameter

General Camera | L0 Device I PTZ Config | Hotline I UserAccUumI Address Book | Monitor Display Juysllckl

\ P Seawch i Insert }éq Delete | [+ Config
25, CAMDL Caml

{5 CAMO2 WIVOTEK-FD7131

45 CAMD3 WIVOTEK-IZ7151

45 CAMD4 AXIS 2104 (192,168.2,22)
45 CAMOS D-Link DCS-6100 (192,168
45 CAMDS Yivotek FD7141 (192.1685.]
45 CAMDZ Vivotek FD7132 (192,168,
J5 CAMDB AXIS 2104 (192.168.2,.22)
J5 CAMOY YTVOTEK-IF7 135

45 CAMI10 Levelone WCS-2040 (192,
45 CAMI11 LevelOne WCS-2060 (192,
5 CAML2 AXIS 214 (152.168.2.24)
45 CAM13 D-Link DCS-5610 (192,168
5 CaM1d CaMZ

Camera List

Camera Parameter os0 Setting
IC"WI2 ¥ Enable
™ Date 2009/04/30 ~
Go to Weh Interface ™ Time AM11:15:00 vl
Camera Settings W Camera Number
Yideo Parameter V' Camera Name Fant
Stream Prafile I Bitrate Apply Al
| | L =memiire e
v 0K | X Cancel ‘

Camera List: The camera(s) connected to the system will show on the panel, click the name of the camera

to adjust the setting.
Camera Parameter:

Camera Name: Name the camera.

Go to Web Interface: Go to vendor’s website interface to configure the camera setting (optional).
Camera Settings: Set the camera parameter offered by camera vendor.

Video Parameter: Adjusts the video’s brightness, contrast, saturation, and color hue values.

Lens Setting: ImmerVision Lens are currently supported. Click to enable lens or setup configurations,

such as camera position.

Stream Profile: Stream profiles are pre-defined to preferred settings which will respond from the query
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of the remote live view function. Each profile has different Format, Frame, Resolution, Quality and Bit
rate (Kbps) settings.

Stream Profile Setting
Stream Profile vivotek PZB1x2 (192.168.2.240)
Stream Profile | Format | Frame Rate\ Resolution | Quality | Bitrate (Khps) |
Original MPEG4 - - - -
High MPEGH a0 D1 High
Marrnal MPEGH 15 CIF Mormal
Loy MPEG4 10 CIF Lo
Mirirnurm MPEG4 3 QCIF Loy
/—Omions
Wideo format: IMPEea vl
Options
Frame rate: Vo a .J 30
Resolution: —J D1
& Qualty . Hioh

C oBitrate: o 200Khps

’ Default l ’ Real Size ] :

o) (Ko

Note:
The types of stream profiles and options will differ among stream sources.
° IP cameras on NVR IP+ License:
5 profiles including Original (not configurable), High, Normal, Low and Minimum (for /Smart Phone
Clients).
° IP cameras on NVR Lite License:
3 fixed, not configurable profiles including Original, Low and Minimum (for /Smart Phone Clients).
e Analog cameras on IPS series1000-4000s:
4 profiles including High, Normal, Low and Minimum (for /Smart Phone Clients).
e Analog cameras on IPS series 5000s:
3 profiles including Normal (H.264 format only), Low and Minimum (for /Smart Phone Clients).
e Analog cameras on IPS series 7000s:
4 profiles including H.264 (H.264 format only), High, Normal, Low and Minimum (for /Smart Phone
Clients).
Note:
1. Use “Copy to...” option to apply settings of a single camera to others.
2. To choose stream profile of remote live view, see Live view setting at page 108 for detail.

5.2.4 OSD Setting
Select the information that you wish to see in the on-screen display, or the sub-screen of the camera. Click
the Font button to setup the font style.

Choose Font
- Foreground
Font [ Tahoma =l
Size m
Color. I:l M

¥ Bold ¥ Edge

;- Background

coer [
Transparency: -— 210
Default
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5.3 Setting - I/0 Device

L setting
General | Camera O Device jF'TZ Cnnﬂg] Hotline | Address Book MnmtnrDlspla\f} Joystick |
. . 10 Device Setting | [ Digitalinputioutout pins of selected KO module | | | DeV|Ce Set“ n
I/0O Device Setting —— 1 9
Module: Testhoard Marne: Switch
Device |sce-cas | Add Type WO -
COM Port JCOM‘\D j Modify Associated Camera: WA -
D [agaroo =l [ _Remoe |
Pin | ame | sigral Type
Moo Switch o
i . Module | Device |10 I»l |Ao Input 1 (=]
|_|St Of d evices -1 § Testboard SCB-C28 COMS Addr:00 Eoiz Input 2 [le)
§ vivotek 17161 1P Camera oiz Input 3 N/O
§ vivotek FD7141 1P Camera = | = [nela} Light N/O
§ vivotek PZ7111 1P Camera Mool output 1 i {e]
E Sony RXS3011 IP Camera L Hooz Qutput 2 s}
§ vivotek P7133 1P Camera | o [lae] Qutput 3 NI
§ sony RH164 IP Camera
§ sony caizo 1P Camera |
B cowmw 07Emm L e—— L)
| t M t - Digital Input Monitor - Digital Qutput Simulation - ]
npu onior = :
P @ 0 0 0 © 0 0 0 Output Monitor
o 1 2 7] 0 1 2 3
T

I/0O Device Setting:
. Module Setting: Name the module device and ID that has been connected to the digital input/output
device(s) to your system.

. Device: This column displays the device(s) already installed to the system.

. ID: Select the number of the I/0 port to which you plug the ribbon cable.

Input Monitor: The device(s) is turned on if the dot is red. By triggering the digital input device, the related
icon will light up. This is used to check that the device is correctly connected.

Output Monitor: The device(s) is turned on if the dot is red. By clicking on the icon, you may trigger the digital
device connected to the system. This can be used to test if the output device is correctly connected.

Device Setting

*  Name: Insert the name of the device (input and output).

* Type: Select the device type from the drop-down menu.
1. N/O: Normal Open.
2. N/C: Normal Close.

* Associated Camera: You may assign one camera to each digital input device. Smart Guard will
collect snapshots from these cameras upon certain triggered events. For details please referto 4.2 -
Action. DlI’sincluded with IP cameras will keep its own camera as default associated camera.

5.4 Setting - PTZ Config

BaSIC Settll’lg General ] Camerﬂ 0 Device  PTZ Canfig lHDlIine ] UserAEEDum] Address Bnuk] MnnitnrDisplay] Juystick]
\
Basic Sefting
O & camol Camera 1
O & camoz Camera 2 Carnera Model:  [pelcaD =

O & cAMO3 Camera 3
A Camng Camera 4

Com Port |comq -
Baud Rate 2400 -
Address:  |Addrol -

Advanced Setting

Advanced Setting

Pan Speed: —)—' hedium
Tilt Speed —)—' Medium
Zoom Speed —)— Medium

-

Miscellaneaus

Miscellaneous —

[ PatoiGroup | [UserDerine Preset |

[J 0K ] [X Cancel]
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Install PTZ cameras and follow the instructions of the camera manufacturer. A PTZ camera is usually
connected to the PC with RS-485/RS-422.

Check the box on the camera list to activate the PTZ control function of a PTZ camera.
Basic Setting: Select the camera model, com port, baud rate, and address according to your PTZ camera.

Note: If the camera model is an IP PTZ camera, you can work PTZ function directly without the com port,
baud rate, and address settings.

Advanced Setting: You may setup the pan speed, tilt speed, zoom speed and auto pan speed. Adjust the
settings by dragging the bars.

Miscellaneous:

. Patrol Group: You can setup the Patrol Group, please see page 23 for detail.

° Default PTZ Preset: By enabling this function, the PTZ camera will automatically go back to a default
preset point when no PTZ commands are under action. To enable this option, check “Back to PTZ

preset after idle” and define idle periods and a default preset point.

FTZ preset default setting

W Backto PTZ preset after idle

Time interval of idle timeout: a0 Sec.
Back to preset point after idle: PTZ home -

[\/ Ok ] [x Cancel ]

. User-Defined Preset: User-Defined Preset for the analog speed dome can trigger the extra-function of
the speed dome itself, for example auto-tracking, login menu of camera...etc. You can refer to the
detailed description of each analog speed dome on its user manual.

User-Defined Preset Dialog g|

Configuration

Preset Name: | Stepl: Type the Preset Name.

Freset Mumber:
Prasel Type: - ot Pracet Step 2: Type the Preset Number.

v GotoP 1

porese Step 3: Select the Preset Type.
Step 4: Press the buttons to Add, Delete, or Ute preset setup.

1D | Mame Preset | Type |
1 paint 17 g0 Set
2 function 1 99 Set
3 function 2 a5 Gao
4 function 3 65 Gao

’/ QK ] ’)( Cancel ]
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5.5 Setting — Hotline

Generall Cameral lis] Device' PTZ Config Hotline |UserAccount Address Elook' maonitor Display Joystick'

— E-Mail —Telephone

*SMTP Server: *Port: |25

Moderm: IMotorola SM5E6 Speakerphone Modem j

|
*E-Mail Sender: I Wiave File: | ...
|

IS SUEEE Autormnatic hangup after IBD sac
. -
Body Content _I Test
Make test phaone call to: I
[~ SMTF server needs authentication T 551 el | Hang Up

UserAccount:I —=ah modem
EEs sy I Send Test Mail Port: INone vl

~FTP Baud Fate: lm
FEERET | “Part {21 RIN Code; r
“Lagin ID: I ritenial: |1— rifEs
*Password: | Tast
Upload directary: II Send atest message to:l

I~ Passive mode Upload Test File Test

v DK | X Cancel |

Configure the settings of various contacts or devices, including E-mail, FTP, GSM modem and Telephone calls
which will be triggered upon event detection.

E-mail: Input the following information: Server, Port, and Sender’s E-mail address, E-mail’s subject title, Body
content and SSL option for encrypted transmission. Click on the Send Test Mail button to test the settings.
Note: * indicates mandatory fields
FTP: Input the following information: server, Port, Login ID, Password, and Upload directory, according to your
FTP type to enable/disable Passive mode. You may click on the Upload Test File button to test the settings.
Note: * indicates mandatory fields
Telephone: Select the modem that the system is going to dial the info call with, and then insert the phone
number you want to dial to. (A modem is required for voice transition.)
Note: 1. You must use a modem with voice capabillity.
2. You may select a Wave format file; it will be played in the phone to alarm the person who picks
up the phone call.
GSM modem: Set the Port and Baud Rate of the GSM modem device, and then enter PIN code. You can
setup the interval of send SMS message. You may click on Test to send a test SMS message.
Note: The interval is set to fix a minimum time period between two SMS messages. If set as 60 min, the
SMS between 60 min would be deleted and not sent to user.
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5.6 Setting - Address Book
Manage the address book from which you may send out a phone call or an E-mail when an unusual event is
detected.

“' Setting
General 1 Camera] 10 Device | PTZ Config ] Hotline1 User Account  Address Book ]MonitorDispIay
Please inputthe name and contactinformation -
Name: ]Michael Phone: ]555-1123125 E-Mail; ]mike@hutline.com
Description: 1
[ add [ cear |[ #ediv |[ Remove
Contact persons
MName Phone E-Mail Description
B Michael 555-1123125 mike@hotline.com
5.7 Setting — Monitor Display Playback Option Cameras List
General' Cameral W0 Device | FITZ Config | Hotline serAccnuml Addless Book  Monitor Display |Jnv5tlck|
Run Playback on Monitar |1
Frimary I Secundaw'
@01 Caml 01 Cami_1 —Auta Sean Auto Scan
&0z WIvOTER-FO7 131 & 02 YIWOTEK-FO7131_1 ) l—_l
01 Cami_1 ¥
(03 VIVOTEK-IZ7151 & 03 VIVOTEK-IZ7151_1 Primary Ghannel =
G4 4315 2104 (192,168.2.2 G 04 43S 2104 (192.160.2.2 | Secondary Shannel [07 vivotek PO~
& 05 D-Link DCS-6100 {192.1 & 05 O-Link DCS-6100 {192.1
GFO6 Yivotek FD7141 (192,16 | E 06 Vivotek FD7141 (192.16 Auto-sean Interval |1 386
@07 vivatek FD7132 (19216 _ & 07 Vivtek FO7132 (192,16
F R 415 2104 (192,168.2.2 @08 AXIS 2104 (192.168.2.2 Lavout
@09 VIVOTEK-IPT135 @ 09 VIVOTEK-IP7135_1 ey y
& 101 LevalOne WES-2040 (1 & 10 Levelone WCS-2040 (1 | uType: oo —
& 11 Levelone WoS-2080 (10 & 11 LevelOne WoS-2080 (11
& 17 4315 214 (192,168.2.24 & 12 AXIS 214 (192,168.2.24
& 13 D-Link DCS-5610 (192.1 & 13 D-Link DCS-5610 (152.1

« 0K | X Cancel|

Playback Option: Execute Playback on the secondary monitor by checking the box. Make sure to adjust the
display setting of your computer in advance to avoid system error.

Cameras List: The left side displays a list of all cameras; modify the cameras shown on primary/ secondary
monitor in the right window.

Auto Scan: Activate auto scan to rotate the channels/ cameras on the display screen.
For instance, you may select to show only 4 sub-screens on the main console while having 16
channels connected to the system. With auto scan function, you will be able to see all 16 channels
by turns. You can set up a primary channel that will always be on the screen and a secondary
channel that has secondary priority.

Layout: Choose the number of divisions for NxN division on the Main Console screen.
Note: For IPS-5000 H.264 Hardware compression system, only network cameras (IP Channels) can be
shown on the secondary monitor.
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5.8 Setting — Joystick
* Note: This function is not available under Lite license.

_» Function , Parameter
. Setting / /
General] Camera] [ls] Dewce] PTZ onﬂg] Hot\me] UserAccoum] Address El%mommrmsplay JDVSﬁCk1
Active Joystick |cH PR%TS IF DESKTOP CONTROLLER |
Button | Function / | Parameter /'
Button 1 Goto Preset Point i
Button 2 Goto Preset Paint 2
Button 3 Goto Preset Paint 3
Button 4 Goto Preset Point 4

Button S Goto Previous Camera
Button&  Goto Mext Camera

Button 7 Toggle Single Camera View
Button 2 Toggle Full Screen

Button 2 Switch Screen Layout
Button 10 Switch Active Manitor
Button 11 PTZ Speed Down

Button 12 PTZ Speed Up

Lmpot | [, egen | [ Deraur

Import

[,/ oK ] [x Cancell

Function: You can choose the function from the drop-down menu for the button of the joystick.

f'B Sething
General] Camera] i Device] FTZ Conﬂg] Hntline] UserAccount] Address Elcuok] h
Active Joystick: |CH PRODUCTS [P DESKTOP COMTROLLER j
Button Funiction Pararmeter
BULtOn 1 |Gato Presst Point -1
Button 2 A 2
gugun 2 Foto Preset Paoint 2
LIton Goto Camera
Button 3 |50t0 Previous Camera
Button & |5ato Mext Camera
Button 7 |Switch Screen Layout
Button 8 |Toggle Single Camera View
Button 9 |Togagle Full Screen
Button 10 |Start/Stop Auto Scan
Button 11 |PTZ Speed Up
Button 12 |PTZ Speed Down
Zoom Wide
Zoom Tele
Start/Stop Patrol
Switch Active Monitor
Import ] [ Export ] l Default
Note: Following is a complete list of all log types:
1. N/A 9. Start/Stop Auto Scan
2. Goto Preset Point 10. PTZ Speed Up
3. Goto Camera 11. PTZ Speed Down
4. Goto Previous Camera 12. Zoom Wide
5. Goto Next Camera 13. Zoom Tele
6. Switch Screen Layout 14. Start/Stop Patrol
7. Toggle Single Camera View 15. Switch Active Monitor
8. Toggle Full Screen

Parameter: You can choose the parameter of the function from the drop-down menu.
Default: You can set the default setting for the joystick.

Export: You can export the setting of the joystick.

Import: You can import the setting of the joystick.
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Configure all user accounts under this settings page.
Note that this page is only accessible by the default admin account.

User
Add

new users and modify or remove existing users.

You may choose to add Basic Users directly in the system or import users from MS Active Directory (MSAD) as
Windows Users.

*Note: Please remember to add your Windows login AD user account to the local PC's administrators user
group. Main Console can be launched by administrators only.

. User Account Setting
User | Privilege I
- User Account
User name: i Group i Diescription
& adrin Admin administrator User Account Type Basic User
&ad User Basic Lser e |ad
Group: IUser ;]
Description: |Easwc user User account Settlng
Password |"”““*
Passward Confirm: |”‘”"’
I Disable User Account
I~ Keep remote login for I 3 minutes
) Automatic Synchronize
Delete Basic User Windows User Setting
| /
&8 # [
S~ 7

Add Basic User

~
Add/Remove/Synchronize Windows User

Basic Users

Click on & to add a new Basic User. Click on &= to delete an existing Basic User.

Create and modify the content of each user account under User Account Setting:

Name: Insert the user name.

Group: Assign the group for each user.

There are 3 default privilege profiles of account groups:
Admin: Have privileges of all system functions and devices, except adding/deleting/modifying
privileges of other users.
Power User: Have limited privileges of system functions and complete privileges of assigned devices.
User: All the privileges of system functions are forbidden. Users can only manage assigned devices.

Description: Insert the description related to each user.

Password: Insert the password assigned to each user.

Password confirm: Insert again to confirm the password.

Disable User Account: By checking this option, the account’s access to the system will be blocked.

Disabled accounts will be marked with a cross on the icon .

Note: Only the default admin account cannot be disabled.
Keep remote login for _ minutes: Insert the duration to auto kick out account after logging in from
Remote Live Viewer or Remote Playback server.
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Windows Users

Clickon & to add/remove/synchronize Windows Users.

Select User

NVR/DVR/Hybrid NDVR System

Check users or folders under Select Active Directory user(s) and click OK to add Windows Users.

Select User @

Activa Directory Domain EricChen

Select Active Directory user(s):

= [ Administrators (Administrators T HSE2REMRAhAFRT ~
Mg administrator |
[ &2 Demaonstration
A &2 USER (Eric Chen)
[\ Backup Operatars {Backup Operators R ESRHTHE —
O Guests (Guest IRIGTEERFD User BHETRI ST E R M7
459 HelpSericesGroup EREEE FED.LEEHE)
5 Metwork Configuration Operators (ZEEERGHAPRIRHET
O 5 Power Users (Power Users BERER78 ARER &R F4
O rRemote Deskiop Users (E3EEEHE P AR S ISIEET
O5 Replicator Gri@iE PAMEREED

P

% h [E]

[ seiectan | [ Desslestal

Group mapping:

MSAD Group Main Consale Graup
(3 Administrators Adrmin

[\/ 0K HX Cancel ]

Group Mapping:
Selected Windows users will be grouped according to default
mapping:

Click Select All to check all available users and folders, or click
Deselect All to uncheck all users.

MSAD Group Main Console Group
Administrator Admin

Guest User

Other PowerUser

Synchronization results will be displayed for confirmation.

Active Directory Sync Tool

You may modify group setting for each user later under the User
Account page.

Click OK when you are done adding Windows users.

Please refer to the default solution for all conflicts:

Conflicts:

User Mame Description Solution

[F82 administrator &8 EERE/AIEAIARIERS Add to MainConsole
82 Dermonstration Add to MainConsole
H82UsER Add to MainConsole

[F8SSUPPCRT 3. EEEENARFERFIERIES  Add to ManConsole
M8iHelpassistant 2SR IRBIEIRS Add to MainConsole

W 0K ix Cancel ]

New accounts added from AD domain:
Add to Main Console

Accounts from AD domain removed:
Delete from Main Console

Account description modified:

Ute description

Encountered admin account:

Skip admin account

Newly added account from AD domain
conflicts with existing basic user account:
Replace basic user account

Uncheck items to skip applying solution to Main Console user account settings.
For example, if you uncheck an “Add to Main Console” solution, the new account will not be added to Main

Console’s user account list.
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Automatic Synchronize Windows User Setting
Instead of manually adding and uting Windows users, you may also configure the system to automatically

synchronize all Windows users at a specific period. Click on &7 to do this.

Automatically Synchronized Setting

. Automatically synchronize Windows users:
5 Aoty sychonize o seers Check to enable automatic synchronization.
M oo . Synchronized period:
Configure the synchronization to start every __ days.
. Synchronized time:
Define at what time the synchronization should start.

Automatically synchranized setting

Synchronized period:

Synchronized time 10:00 =

Note: Auto synchronization will apply all default solutions to conflicts.

Privilege: Define detailed privilege of functions and devices for each user account.

. Wser Account Setting
Uger Privilege ]
User name: | Group | Description | Privilege
& admin Admin Administrator = C2iFunetion: I
ad User Basic user

1
H Login Main System |
Exit Main Systern ‘ i
Canfigure Main Systerm
StartiStop Operation i
b StartStop Network Service P”V”ege
Local Backup /
Delete Recarded Files Y
Remote Backup /
b Remote Login
Browse Log
Login Playback Systern
Minimize Main System
=& Device
= ® Camera
= Vivotek IPT161
Arcess
L i Remote Access
Copy Privilege to... PTZ Control
Remote PTZ Contral
Talk
Remote Talk
- vivotek FDT141 | 3

&

o ) (X owen ]

. Function: Configure settings, operation related, system configuration, and privilege of remote access.*

. Device: Configure device privileges of camera, digital output and metadata sources in Main Console
and client applications.

Copy Privilege to...: Click on this button to copy privilege settings of any account to another.

Note: The privilege of default admin account is not configurable.
“Setup TV-Out function” is not available if there is no SCB-7108/7116 card installed.
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5.10 Auto Backup Setting

Configure your system to automatically backup video data on a daily or weekly basis.
* Note: This function is not available under NVR Lite license.

Auto Backup Config: Configure auto backup settings on this page.
. Enable Schedule Backup: Check to enable backup process.
. Select Camera(s) to Backup: Choose all channels to backup.
. Option
Location: Define backup route.
Backup Playback System: Check to backup the playback application with each process.
Send Mail when Backup Failed: Check to receive an email notification when backup fails. Click Setup

for email configuration. Select one or more contacts from the address book and configure customized
message content.

Recurrence: Choose start time and Recurrence: Daily or Weekly modes.

ED Auto Backup Setting ’ —
ﬁ ‘]) Select Contactor
Auto Backup Config lAuto Backup Statistic l
. Edit Address Book |
v Enable Schedule Backup Contactor:
Select Camera(s) to Backup Marne E-Mail Address
BCAMDT ok 7167 | el = EE mousie mousie@emal.com
BB CAMOZ Vivotek FD7141 Laocation CADoEiments and.Be / O 2w ayumi@aves.co.jp
5 CAMD3 Vivotek PZ7111 OE swril Avril Lsony.com
5. CAMDA Sony RXS30!! [~ Backup Playhack System /
5 CAMOS Vivatek IP7133
5. CAMOG Sony RH164 ¥ Send Mail when Backup Failed
15 CAMO7 Sony CM120
15 CAMDE Sony RZS0N
& CAMOY Q& Room — =
Ecamio N
-~ Recurtence

Ecam1l [HFDema ) —
B CaM12 Deskiop Start Tirne: o100 -

Recurrence IDa”V ,i

Customized message content:
Every I? Day(g) Backup failed, please check netwark settings and storage.

(/o) (X oma]

[\/ QK ] [x Cancel]
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Auto Backup Statistic: Shows statistics on current or latest backup status. Click Refresh to ute.

E'\) Auto Backup Setting
Auto Backup Config  Auto Backup Statistic
Cutrent Backup Status Idle Refresh
Mext Backup Start Time: [NA
Mext Retried Process Time: MIA
Last Backup
Last Backup Start: A
Lagt Backup Stop: (IS}
Backup Video Petiod: 0 min 0 sec
Backup Size: 0.00 6B
Backup Result Complete

° Current Backup Status:
Idle: not active or awaiting next backup process
Backup...: Backup under process
Retry...: Previous backup failed, awaiting retry
° Next Backup Start Time: Scheduled time for next backup process
d Next Retried Process Time: Scheduled time for next backup retry process. N/A when status is Idle or
under Backup.

° Last Backup
Last Backup Start: Time and date last backup started.
Last Backup Stop: Time and date last backup was complete or had failed.
Backup Video Period: Total time spent on last backup process.
Backup Size: Total file size of last backup.
Backup Result:
Completed: Last backup succeeded.
Failed: Last backup failed, under retry process.
Timeout: Last backup failed, retry process timed out.

5.11 License Manager

The license of the software should be registered first before operating the former version of Intelligent
Surveillance System.

Execute the License Management Tool in Config >License Manager to activate the license from dongle or
serial number allocated with the software package, or de-activate the license then bring it to another PC
to activate it again.

Note: Please refer page 123 for the detail setting of Licens&la Management tool.

f#} setting
& User Account Setting
[Ed License Manager
SavefLoad Configuration 4

Counting Application
@& POS Application

Bl Log wiewer

B Backup

Metwirk Service

Schedule  Guard shout ManConsale...

A A
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5.12 Save/ Load Configuration

The Save/ Load Configuration function allows system users to save any specific setting as a CFG (config)
file. You may save several different CFG files at a time.

Save Configuration: To save a specific setting, go to Config - Save/Load Configuration - Save. In the popup
window, type in the file name and then save it as a CFG file.

Load Configuration: To load a specific setting, go to Config - Save/ Load Configuration - Load. In the popup
window, go to the directory that you saved the CFG files at, select any one of them and then click OK to
load the file.

Note: Main Console will be automatically shut down after loading a new configuration. Restart Main
Console manually.

.
Setting D

User Account Setting

B b #

License Manager
SaveflLoad Configuration v B Save

E@ Counting Application
@& POS application
B Log Wiewer —
B Backup
MNetwork Service 4

About MainConsale, ..

5.13 TV-out Setting
* Note: This function is not available if there is no IPS-7108/7116 card installed.

After installing an IPS-7108/7116 card, a new feature will be added in Main Console automatically, click on
F'General Setting ; and select " TV-Out Setting | .

Setting
|zer dccount Setting

B b E

Licernse Manager
SavefLoad Configuration 4

wWideo Source

TW-COut Setting

Counting application
POS Application
POS Search

Log Wiewer

mm 2 kB

Backup
Metwork Service

Help

Ahout Main Console, .
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FTV-Out Setting ; window appears.

TV-Out Monitor Camera Monitor Display

T¥-Out Setting 3

=l B

=W Card 1 (CamD1~Camla) iF01 Camera 1
EF VL 02 Camera 2
F03 Camera 3

T 3 g4 Camera 4

@ Card 2 (Cam17~Cam24) W Corbia & =

@ card 3 (Camz5~Carm2s) G056 Camera 6

@ Card 4 (Cam23~Cam3z) 07 Camera 7
“F0S Camera 8

“F09 Camera 9

EF 10 Camera 10

gl Camera 11

g 12 Camera 12

=17 Carnars 12 b

—Auto Scan - TV Adjustment -

Layout: 434 - @
Primany channel: 101 Camera 1 Li @
Secondary channel: |32 Camera 3z -

|| Auto-scan interwar [ see

“Miscelaneais
[¥ Enahle OSD display:

¥ Enahle manual TV-0ut pop-up

/ [J oK [x Cancel ]

Auto Scan TV Adjustment Miscellaneous

TV-Out Monitor: Display all IPS-6000/7000/7100 series cards installed in this computer, choosing IPS-7100 series
one to click on for TV-out function then users can start to edit the right parts.

Camera: Displays a list of all cameras.

Monitor Display: Modify the cameras shown on Monitor Display in the right window. Show the video cameras

which are playing in sequence. Choose the cameras in Camera (Multiple choice), then cIickB, the system
will have the selected cameras show below Monitor Display. If user wants to remove the cameras, select the

cameras then click, the system will remove from the list.
Auto Scan: Set “Layout”, “Primary channel”, the form of “Secondary channel” and the interval time of
“Auto-scan interval”.

TV Adjustment: Users can adjust the position of TV-out screen by this function. Click to apply all
the settings back to default value.
Miscellaneous: "Enable OSD display" and "Enable manual TV-Out pop-up" settings.
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5.14 Counting Application

Count objects, people or vehicles passing through pre-defined detection zones.

To access this page, login with admin account or user account with privilege of configuring main system.
* Note: This function is not available under Lite license.

'%/ Counbing

Video Preview

O & caM01 (Main Gate)
O B camMoz (Driveway)
|| 0§ caMo3 (Pool)

O 5 cAMO4 (Room A)
O (5 CAMOS (Room B) |
) O & cAMO6 (Back Door)
Camera List

Mo Signal

. Operation Options Runtime Result
Operation - _
@ Define detection zones " jyWay Counting I Show counting result In: 0
M Define object size (« 2 Way Counting v Showlobject bounding box Out: 0

Spnsitivity —— J—— Reseteviry |30mins =
. . Start Simulation
Start Simulation / v o< |[x cancel |
I \
Options Runtime

Camera List: Select which camera would enable counting application.
Operation:

Define detection zones: Defined the detection zone.

Define object size: Defined the size of the object to count.

Options: 1Way Counting will take objects going from Region 1 to Region 2 as one count. In 2 Way Counting
mode, it counts either going from Region 1 to Region 2 or from Region 2 to Region 1.

Runtime: Check the boxes to show the counting result on the screen and/ or show object bounding box,
which draws the shape of the object that the system detects in red squares. You can choose from the
drop-down menu of how long you want to reset the counting number.

Start Simulation: Click to test the setting.
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5.15 Video Analytics — Privacy Mask

Mask your video with dark areas to protect your privacy.

To access this page, login with admin account or user account with privilege of configuring main system.
* Note: This function is not available under NVR Lite license.

Privacy mask settings will apply to local and remote live view, web live view, local playback, remote
playback and web playback.

[ Privacy Mask Configuration

Regional Definition

M &camot |_— Preview

Camera List =M &camnz
O & camnz
O & camng
O & camos
O & camoa
O & camo?
O & camng
O & camng
O & camin
O & camil
O & camiz

Rectangle Count

\ Rectangle Count: 5 (Mas: 10)

L—— Clear All

(7o ] (X caral]

Camera List: Check cameras to enable privacy mask.

Regional Definition: Click and drag to define privacy masked areas.

Rectangle Count: Maximum 10 rectangles can be drawn to define privacy masked areas.
Clear: Click to clear all rectangles.

5.16 Metadata Application

* Note: This function is not available under NVR Lite license.

The Metadata application now supports three different data types, including POS, LPR and access control.
This tool can be used to configure these devices. Note that you will need additional licenses to use these
features. Instructions on license activation can be found on page 123. Refer to the Metadata User Manual
for more details.

i Metadata Application

Data Source ] D\Sp\ay}

rSettings

o &8 Metadata v Record Metadata Transaction

= ﬁ Test POS ¥ Display on Video Preview

% NEEEeS " Always Display

(o Lastfor 10 seconds

Tag Filter

‘Demn for Dene L]

[ wew ]| Edit | [ pelete | [ ot ][ Expor

Associated Cameras

FCami0 BT

Display Region Definition

o Default " User Define

7o) (R oma)
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5.17 Network Service

There are 5 types of network services:

Live streaming server, Remote playback server, 3GPP service, Remote
Desktop, and Central Management Service. From the Main Console, go to
Config - Network Service to obtain the Network Service panel.

L3
Setting
User Account Setting
License Manager
SavefLoad Configuration 4

Counting Application
POS Application
Log viewer

An icon shows for each network service in the information window of Main

Console when started. See 1.1 User Interface Overview for details. Backup

Metwaork Service

LiveView

Playback

3GPP

Desktop

CMS

Start

=

o)

About MainConsole. ..

-

E3) N

=
=] o) L

Stop

o

5.17.1 Live Streaming Server

When starting the live streaming function of computer, the system allows remote users to log in to the specific
computer and view cameras that are connected to it. As system administrator, user could be able to
monitor these accounts in order to maintain the system efficiency.

On Live Streaming Server panel, administrator can see all the clients who are currently logging in to the
computer and watching the live video from the remote side.

Main | Black/\White List | Ferformance |

|__ Client list

Live |C||entCount 0 Kill Client | Kill Al Clients | 1L
Streaming
State | IP |camera | Bitrate (kbps) |
Remote
Playback

3GPP

i Service
Service — B ——/
Server Status: Stopped Start | Stop |
Remote —Options .
Diesktop OptIOﬂS
Port: |5150 Default Maximum Connections: |16 _,/
[V Use DefaultWeh Server  Port 20|
Central
Management ¥ Save Log IC:IDocuments and Settings\WWSERWRELiveServe [7,..
¥ Enahble Audio

v OK | X Cancel |

Client list:

. Client Count: Show the amount of channels that are connecting to system.

. Kill Client: Highlight an IP address and click on the “Kill Client” button to block the client from your client
list.

. Kill All Clients: Click on this button and all clients are blocked from logging into your system.

Service:
. Server Status: Click on Start/Stop to turn on/off this option.
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Options: Adjust the setting only when the server is stopped.

. Port: Assign a port for the clients to connect to your system via Remote Live Viewer. Default port is 5150.

. Maximum Connections: Number of connections that are allowed to connect to the system. Default is 16
channels and maximum is 128, one camera video counts as one connection.

. Use Default Web Server: Activate the Web server by checking the box; clients will be able to watch live
video via Internet Explorer. The port for live streaming server is set to 80 by default.
Note: This must be checked in order to access system via IE*.

. Save Log: Save the log information at appointed folder.

. Enable Audio: Select this option to enable the audio transmission along with video stream.

Black / White List]

- 192.166.4.39/ 192.168.1 53

= — Enable list
Main Black iWhite List Performance
-
Live [ Enahble‘White List [ Enahkle Black List r
SR IP address
|192.168.2.50 t0|192.158.2.80 ’/
)
Remote
Playback Add to White List | Add to Black List | Delete |
Black/ White
— jin] | IP Range | ArCcess | list
3GF_'F' u] 192,168.4.39 - 192,168,440 ACcept d
Service 1 192,168,450 - 192,168.4.55 Accept
@ 2 192,168.1.80 - 192,168,1.20 Dery
Remote
Diesktop
——
Central
Managernent
Apply to all
//
Apply to All Metwork Servers 1/
W 0K | X Cancel |

. White List: Check the “Enable White List” box to activate the white list filter. Only IP from the white list is
allowed to log in.

. Black List: Check the “Enable Black List” box to activate the black list filter. IP from the black list will be
blocked.

. IP Address: Enter an IP address into the IP address field on the left. To add an IP address range to the
system, enter 2 sets of IP address to indicate a series of IP(s).

. Add/Delete: Add the IP(s) onto the list or remove it from the list.

. Apply to All Network Servers: Apply the settings to both the live streaming server and the remote
playback server.
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Total bit rate Individual Camera bit rate information
i Hetwork Service \ /

Main | Black /White Lis§ Performance |

Tolal bitrate. 195 9Kbps Camera 1 bitrate. & Tebpr

24} User Logn acmin Accept
I Flay CAM 1 admin

{ Play CAM 2 agmin

31} Play CAM & acmin

Play CAM 2. admin

Play CAM 12 admin

] Play CAM 14 acmin

Central
Management

/ [,/ oK Hx Cancel‘

T
Live Streaming Server log information

5.17.2 Remote Playback Server

When starting the remote playback function, the system allows remote users to log in to the specific
computer and withdraw data files that are stored on it. As system administrator, user could be able to
monitor the accounts logging in to maintain the system efficiency.

On Remote Playback Server panel, administrator can see all the clients who are currently logging in to the
computer and watching the playback video from the remote side.

et
Main | Black.white List | Performance |
Live |User00unt 0 Kill Client | Kill &ll Clients | Client list
Streaming e
P | User | Bitrate (Kbps) |
L
3GERP
Service
Service
@ ~Senice | L
Remote Server Status: Stopped Start | Stop |
Desktop
Options
Options
Port: |5160 Default Maximum Users: IS -
Central
Managernent
¥ Use Default'eh Server  Fort: |81
¥ Save Log IRethePIayhacleg ...
v OK | X Cancel |
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Client list:

. User Count: Show the number of users that are connecting to system.

. Kill Client: Highlight an IP address and click on the “Kill Client” button to block the client from your client
list.

. Kill All Clients: Click on this button and then block all the clients logging to your system.

Service:

. Server Status: Click on Start/Stop to turn on/off this option.

Options: Adjust the setting only when the server is stopped.

. Port: Assign a port for the clients to connect to your system via Remote playback server. Default port is
5160.

. Maximum Users: Number of connections that are allowed to connect to the system. Default is 8 users
and maximum is 64.
Note: One user counts as one account that is logging in to the server.

. Use Default Web Server: Activate the Web server by checking the box; clients will be able to watch live
video via Internet Explorer. The port for live streaming server is set to 80 by default.
Note: Must check this item for system access via IE*.

. Save Log: Save the log information at appointed folder.

|Black / White List| and |Performance| - Please refer to Live Streaming Server section
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5.17.3 3GPP Service

When starting the 3GPP service function of your computer, the system allows remote users to log in and view
cameras that are connecting to it with 3GPP supported mobile phone. See Appendix A for more details
about 3GPP Service.

Main |

Live | clientcount | @ ) )
Streaming Client list
State | IP Camera User Agent _/
Remote
Playback

- Service

Remote Server Status: Stopped Start Stop |
Deskton I
— Optians —/ SeI'VICe
o;al Part [554 Default
Managerment I Enable User Authentication
| —0Options
0K | X cancel |
Client list:
. Client Count: Show the number of channels that are connected to system.
Service:

. Server Status: Click on Start/Stop to turn on/off this option.

Options: Adjust the setting only when the server is stopped.

. Port: Assign a port for the clients to connect to your system via 3GPP Service. Default port is 554.

. Enable User Authentication: User need to insert the username and password to login to the 3GPP server
and view the video stream.

5.17.4 Remote Desktop

When starting the Remote Desktop, the system allows remote users to use Remote Desktop Tool to login and
configure system. See Appendix B to install and use this tool.

307102 168.1 532

Main |

Live —Options

Streaming
Part: |514D Defautt | (| LL—"

Option

—
Disconnectidle client after (300~3600 sec.); 3600
Remate
Playhack . .
—Authentication Authentication
L] —/

[~ Enable User Authentication (Use admin password)
3GPP

Service Server Status
/

—Semrice

Server Status Start Stap

—
Central
Managernent

v OK | X cancel |
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Options:

. Port: Assign a port for Desktop tool to login and configure system.

. Disconnect idle client after (300~3600 sec): Auto disconnect the on-line user who idled more than set
period.

Authentication:
Enabling this option would only allow admin account to use Desktop tool to login system.

Service:
. Server Status: Click on Start/Stop to turn on/off this option.

5.17.5 Central Management Service

* Note: This function is not available under Lite license.

This service only supports Central Management System (CMS). When starting the Central Management

Service option of the system, the Main Console would send event information to NCS and allow NCS system

to control I/0 device from remote side .

Note:

1. To enable this action, go Guard >Action and select “Send to Central Server” to enable the action
triggered by preference event.

2. Please refer to the user manual of Central Management System for detailed information.

Netwaork Service - 0.0.0.0 / 192.168.0.83 / 218.167.191.175 E
Main |
Live Client Count 1} Kill Clignt Kill Al Clients :
Streaming ‘ [ l [ L~ Cllent
State IP T
Remote
Playback
B
3GPP
Service
E : Service
- Genvice
L
Remate Server Status: Stopped
Desktop
- Options
= NG i jon: [16 Options
Port; (5170 Default Waximun Connections: (16 p
Central _,/

Management

fo 0K | [x Cancel ]

Client list:

. Client Count: Show the amount of NCS Servers that are connected to system.

. Kill Client: Highlight an IP address and click on the “Kill Client” button to block the client from your client
list.

. Kill All Clients: Click on this button and then block all the clients logged in to your system.

Service:
. Server Status: Click on Start/Stop to turn on/off this option.

Options: Adjust the setting only when the server is stopped.

. Port: Assign a port for NCS System to connect Main Console system. Default port is 5170.

. Number of connections from NCS Servers that are allowed to connect to the system. The default is 8
NCS Servers and maximum is 16.
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5.17.6 Push Notification

When starting the Push Notification service function of your computer, the system allows users to view and

delete mobile device.
e f _ —e————
Main

Live Device Receive Count o | Kill [ s
Streaming

- User name ID Lease time Login Usemame
(>

Remote I
Playback !

.

3GPP
Service

gl |

Remote
Desktop

=
Central
IManagement

Push
Notification

v 0k | [x canca |

Device list:

. Device Receive Count: Show the amount of user with mobile device that are connected to system.
. Kill: click on the “Kill” button to delete the user from your device list.

. Kill All: Click on this button and then delete all the devices logged in to your system.

5.18 Help

Click Help to connect to FAQ of website http://support..com/mediawiki/index.php/Main_Page .

5.19 About Main Console

Go to About Main Console for detailed system and license information.

In »

Ji Setting
4. User Account Setting
Bl License Manager

Save/Load Configuration .
Abount Main Conzole
Counting Application
a POS Application IF Surveillance 3.4.0
) Copyright (S 2004 -10
&) POS Search - myrght (C)
E Log viewer =
B Backup -
;ﬁ Product Information
Metwork Service |— Model Type:
Help
. _ a IP Camera License Mumber: 16
About Main Cnsole... POS License Mumber: 0
) Device Pack Yersion: 1.5.0

5.20 Video Source
(For system with MPEG4 capture device only, not supported under Lite license)

Step 1: Go to Video Source to adjust the Video Standard to NTSC or PAL.
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Step 2: Adjust the maximum Video Resolution for all analog cameras.

Video Resolution Frame Rate Quality
Turbo mode Higher Lower
Standard mode Normal Normal
High Quality mode Lower Higher

Step 3: Click Sync all video signal level after pressing OK to synchronize video signal level to the optimized
display (Auto-gain control).

ff getting Video Source
SavefLoad Configuration 4
Video Standard: MNTSC -
| Wideo Source H | J
B ting Appiiation Video Resolution; |352x240 (Turbo) j
i 352%240 (Standard) ~
B Log viewer [~ Sync allvideo signal level §640x480 (Turbo)
Backup B40x480 (Standard)
E B40x480 (High Cuality)
i TO4x480 (Turba)
Network Service 7043480 (Standard) £
Ahout MainConsole... FOeaD HIgn QHAl) x
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6. E-Map

o [=] Y

O and M:

= Map
2B Airport
B East
L Gate
-8 Bistro
== Device
B Caml
-~ Cam3(192.168.2318)
» Camd (192.168.2.213)
3 AXIS Q1755 (192.168.2 ] . y ”‘ f En
¥ Cam3(192.168.2.218)Ir h
@93 Carn3(102 -
/’ Camd (192.1668.2.213-1
I Camd (192.168.2.213)-C

E-Map

;
. h, .
' 0000000 abee o

Information

Cam3(192.166.2.219)-0utput 0 (10}
state:OFF

With E-Map, users can easily track the actual location of an occurring event, at the moment it
happens.

The arrow and lightning icons on E-Map represent cameras and I/O devices. These icons will turn
red once they are triggered by alarms.

To launch the E-Map application, simply click on Start and select Open E-Map from the start menu
for the E-Map window.
There are 2 modes available in the E-Map application:

:-’F Edit mode: Allows users to add/edit maps and indicators of devices. In Edit mode, the
function buttons on the bottom of the window will be available. Please complete configurations
before running E-map function for the first time.

w Operate mode: All settings will be activated in this mode.

-96 -



The Intelligent Surveillance Solution

NVR/DVR/Hybrid NDVR System

6.1 Edit Mode

- Gate
o B
=& Device
e B Cami
@ Cam3{182.168.2.219)
-~ Gamd (192.168.2.213)

R RS 1755 (1921682 p R R -

weiF Cam3(192.188.2.218)Ir - 1 L/

gt Cam3{192 168 2. 219)-0 ' 0000 “‘ "9 ®

;f Camd (192.168.2.213)-11

gt Camd (182 168.2.213)-C
£ de

-opg ot

Infiormation

Bistro (Map)

I O

Add Map | Edit hap | Delete | Fotate \ " Cae

3

Edit mode/ Operate mode

Function button .
Switch button

6.1.1 Add/Edit/Delete Map
Add E-Map:

Step 1: Click on the switch button to switch to Edit mode. Make sure all devices are connected and
setup properly.
Step 2: Right click on the Map B icon in device and map list to obtain the option menu to add map, or
just click “Add Map” button to obtain the “Map Config” dialog.
rMap Config

hap Image File: ]

hap Name: ]

[ ok | [ x cancel |

Step 3: Select the map file and insert the map name. Click OK, and then the map you added appeatrs in
the tree structure of device and map list.

Step 4: The map indicator appears on the left-up corner of parent map. Drag it to the position you want
on appointed map.

Edit E-Map:

Step 1: Make sure you are in Edit mode and all devices are connected and inserted.

Step 2: Right click on the “Map B ” icon to obtain the option menu to edit map, or just click the “Edit
Map” button to obtain the “Map Config” dialog.

Step 3: Modify the required details, and then click OK to save configuration.

Delete E-Map:
Step 1: Make sure you are in Edit mode and all devices are connected and inserted.
Step 2: Right click on the “Map & ” icon to obtain the option menu to delete map, or just click the Delete

button to remove appointed map from list.
Note: The root map cannot be deleted.
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6.1.2 Add/Rotate/Delete Device Indicator

Add Indicator:
Step 1: Make sure you are in Edit mode and all devices are connected and inserted.
Step 2: Click on the “E& Map» icon to go to the desired map layer.
Step 3: Please make sure the map you want is displayed. Select device from the list and directly drag a
device to the desired location on the map.
Note: Different devices are symbolized by different indicators.

“-Camera indicator, # - digital Output indicator, iEl—POS indicator.

Rotate Indicator:
Step 1: Click on an existing camera indicator on your map under Edit mode. This camera indicator wiill

be marked with a green ring L 2 .
Step 2: Each click on the Rotate button rotates the indicator 45 degrees clockwise.
Note: Only camera indicators are allowed to be rotated.

Delete Indicator:
Step 1: Click on an existing camera indicator on your map under Edit mode. This camera indicator wiill

¥

be marked with a green ring .
Step 2: Click on the Delete button and the indicator will be gone.

6.2 Operate Mode
After configuration under Edit mode, switch to Operate mode to commit settings.

DM = [D]x]
) md Map E-Map
E-§E Map
=B Airport
= East
L Gate
- Bistro
=& Device
2 Ccami

@ Cam3(192.162.2.218)
@ Carnd (192 168.3.213)

P RIS Q1755 (192168.2.0 p 5. e _ L ad s

- " .
d PO O MDD e @

Information
Cam3(192.168.2.219)-0utput 0 {I/0)
state:OFF

e am -
it Tamd (192.168.2.213)-C

o de
[g gt
< | | ’_3 |
S~
T~

Operate mode/ Edit mode

_ _ Switch button
6.2.1 Device and Map Tree list

This window will list all devices and map hierarchies; click device or map indicator to show related
information on E-Map windows.

L ] Map - Select the map you want to show on E-Map Window.
2 camera-A preview of the selected camera will show in the preview window. The indicator, if
previously created, will be highlighted on the map.
& Digital Input — Select it to highlight the device with green ring on map and show status on Information
window. If the Digital Input is from IP camera, the preview window will display live video of the camera.

o Digital Output — Select it to highlight the device with green ring on map and show status on Information
window. If the Digital Output is from IP camera, the preview window will display live video of the camera.

M POS - Select it to highlight the POS device with green ring on map and display live video of first
associated camera on preview window.
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6.2.2 E-Map picture

This window wiill show the map layer and indicators.

Device Indicator:

Select device indicators from the Device and Map Tree list for related information and to preview video.
Map indicator:

Selecting a map indicator will bring you to that map layer. To return to an upper layer, right click on the
map and select UP or click " onthe map layer.

6.2.3 Information and Preview windows
This window will show the related information of each indicator.

= Map Info — Shows map name.
® Camera - Shows camera name and connection status.
/ Digital Input — Shows Digital Input name and status (0 or 1).
o Digital Output —Shows Digital Output name and status (0 or 1).
M POS — Shows POS device name, connection status, first associated camera nhame and connection status.

Triangular
indicator

6.3 Layout Adjustment

Device and Map

- Map
B sirport
5 B East
- Gate
I ciciro]
£ Device
@ Camil
- @ Cam3i192.168.2.219)

B Camd (1921882213 | R ’ -

-3 NS 1755 (192168.2, 8 2 sy
) ) & 3 "
wsF Cam3(192.168.2.219)Ir *edoatee o

iyt Cam3(192.168.2.2191-0
54 Camd (192.168.2.213)-1
it Camd (192.168.2.213)-0

Information

Bistro (Map)

KIS

Add Map | Edit Map | Delete ‘ Rutaie / Save

Shrink the window: @t iy W= £
Click on “ = < Triangular indicators” to hide the “Device and Map” or Etian

“Preview” and “Information” windows on the right and left sides. Click
again to go back to the default layout.

Full screen display: R —
For systems with dual monitor, users can view Main Console on the Y11 2000 o/
primary monitor, and view a full-sized E-Map on the secondary monitor. e

Step 1: Click on “ B - Triangular indicators” to hide the “Device and
Map” or “Preview” and “Information” windows on the right and
|eft Sides' Add Map Edit Map Delete | Rtate ‘  Save ‘

Step 2: Click “ ” on the upper-right corner of the window for the full
screen mode of E-Map.
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/. Log Viewer

-,'- Log Viewer

- ..@«

Systern Log | Export and Backup Log I Unusual Eventl Counting Application | Counting Application (Diagram} | Metadata Log |

2011/03{29 17:58:21
2011/03{29 17:58:21
2011/03{29 17:58:21
2011/03/29 17:58:21

&

Start Live Streaming Server
Start Remote Playvback Server
Start Remote Desktop

Start Central Management

Log Type: |AII _:I

Date: [V zo11ioam2e = 2 Exportto...
Date Time: ||— 20 g (=121 o ||— 201 s EE Search
Event Time | Event Type | Camera | Description

2011/03/29 16:02:22 Main Console Startup

2011/03/29 16:02:23 User Login adrnin

2011/03/29 16:02:28 Start Live Streaming Server

2011/03/29 16:02:28 Start Remote Playback Server

2011/03/29 16:02:28 Start Remote Desktop

2011f03/29 16:02:28 Start Central Management

2011f02/29 17:47:00 Stop Central Managernent

2011f03/29 17:47:01 Main Console Shutdown

2011f03/29 17:58:16 Main Console Startup

2011/03/29 17:58:16 User Login admin

| (2

View the history and export reports of unusual events detected by the Smart Guard System.

To launch Log Viewer, simply click on Config and select Log Viewer from the menu.
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7.1 System Log

- Log Viewer i @

Step 1 \ Systern Log ] Export and Backup Log ] Unusual Event] Counting Application | Counting Application (Diagram)] hetadata Log
i Log Type: All -

/' Date: [« zo11m3iza » 2 Exportto...
Step 2= Date Tirme: |[_ 28171311 = 2| o |[_ 1713 2 5 Search

_E_verj_t_ Time o _E_verjt Type ) _Camera :Description \
20110320 16:02:23 Main Console Startup Step 3
20110329 16:02:23 User Login adrmin

2011/03f29 16:02:28 Start Live Streaming Server
20110329 16:02:28 Start Rermote Playback S...
2011/03/29 16:02:28 Start Remote Desktop

20110329 16:02:28 Start Central Management

Stepl: Choose the type of event you want to check or select All from the drop-down menu for all types of
events. Select Log Type form the drop-down menu. There are in total 36 types of log types, including:

Start Live Streaming Server
Stop Live Streaming Server
Modify Live Streaming Server
Start Remote Playback Server
Stop Remote Playback Server

Start Counting Application

Stop Counting Application

IP Camera Connection Regained
Sync. Microsoft Active Directory User
IP Camera Parameter Changed

v" Main Console Startup 4 Modify Remote Playback Server
v' Main Console Shutdown v IP Camera Connection Lost

v' User Login v IP Camera Connection Regained
v' User Login Failed v IP Camera Parameter Changed
v' Start Schedule v Auto Restart Windows

v' Stop Schedule v Modify Metadata Setting

v' Execute Recycle v Metadata Connection Lost

v' Enable Channel v Modify E-Map

v' Disable Channel v Start Remote Desktop

v' Start Smart Guard v Stop Remote Desktop

v' Stop Smart Guard v Modify Remote Desktop

v Modify Smart Guard v Start Central Management

v" Modify Schedule v Stop Central Management

v" Modify Configuration v Modify Central Management

v v

v v

v v

v v

v v

*Note: Detection of some system logs is not available under NVR Lite license.

Step 2: View the events that happened on a particular date or during a given time period by selecting
search period.
For a particular date: check the Date box right and indicate the date.
For a period: check the DateTime and then enter the date and time.

Step 3: Click Search.

7.2 Export and Backup Log
View the Export and Backup Log history that had been operated by local or remote user.

Stepl: Choose the type of event you want to check or select All from the drop-down menu for all types of
events.

Step 2: View the events that happened on a particular date or during a given time period by selecting
search period.
For a particular data: check the Date box right and indicate the date.
For a period: check the DateTime and then enter the date and time.

Step 3: Click Search
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7.3 Unusual Event

Stepl
Step?2

Step 3

.- Log Viewer

]

|_Lag Type
L.Channel

’Date

\

| DateTime

All

Al

Systern Log | Exaort and Backup Log  Unusual Event ICountmg Application | Counting Application Diagrarm) | Metadats Log |

[~ 2009108108 20:15 ~ -

to [[~ 200007108 20:25 ~ =

Export to
Search >

Event Time

2009/07/06 19:28:21
2009/07/06 19:28:49

Event Type
General Mation
General Mation

2002/07/06 19:28:52
2002/07/06 19:28:56
2002/07/06 19:22:10
2002/07/06 19:22:12
2009/07/06 19:29:18
2009/07,/06 19:29:20
2009/07,/06 19:30:04
2009/07/06 19:30:07
2009/07/06 19:30:17
2009/07/06 19:30:21
2009/07/06 19:30:27
2009/07/06 19:30:29
2002/07/06 19:20:42
2002/07/06 19:21:12
2002/07/06 19:21:14
2002/07/06 19:21:16
2009/07/06 19:31:30
2009/07/06 19:31:36

General Mation
General Mation
General Mation
General Mation
General Mation
General Mation
General Mation
General Motion
General Motion
General Mation
General Mation
General Mation
General Mation
General Mation
General Mation
General Mation
General Mation
General Mation

camera

Description

B Step 4

R =] >
System Log  Exportand Backup Log I Unusual Event] Counting Application | Counting Application (Diagram) ] Metadata Log
Log Type: All -
Date [7 2010001725 = 3 Exportto
DateTime ‘[_ ] 847 [ ‘[_ ] = Search
[ Event Time . Event Type | Success Username Start Time End Time Length 3 Camera Index | File Path DE Audio
2010/01/25 18:35:05 Export Wideo  Yes admin 20009/07/06 17:43:17  2009/07/06 17:43:28  Odays 00:00:11.000 3 C\Documents and Set... NfA Mo
2010/01/25 18:35:46 Backup Yes admin 2009/0706 17:43:17  2009/07/06 17:43:28  Odays 00:00:11.000 2,5 DR s\ Dorcus26,,. 2 (WY
2010/01f25 18:36:24 Backup Yes adrmin 2009/07/06 17:43:17  2009/07f06 17:43:28  Odays 00:00:11.000  2,3,4,5 CA\Documents and Set... 2 [RIE

Stepl: Choose the type of events you wish to view or select All from the drop-down menu to view all. The

* Note:

Step 2:
Step 3:

Step 4:

types of Unusual Events include General Motion, Foreign Object, Missing Object, Focus Lost, Camera
Occlusion, Signal Lost, Disk Space Exhausted, System Health Unusual, Digital Input Triggered and
General Motion (Device).

Detection of some events is not available under NVR Lite license.

Choose the camera channel you wish to view or select All for all channels available.

View the events that happened on a particular date or during a given time period by defining a
search period.

For a particular date: check and specify date in the Date box.

For a period: check the DateTime and then enter the date and time.

Click Search.

Note: When working with a video record, as default, Log Viewer will search for Unusual Events in the
video record in Date & Time mode, starting from the beginning to the end of the record.

A link ('ﬁ') will appear next to each event time where video is available.

By clicking on the link, an instant playback window wiill pop up to show recorded video.

Note: Instant playback is available under the following Smart Guard events: General Motion, Foreign
Obiject, Missing Object, Focus Lost and Camera Occlusion.

7.4 Counting Application

* Note:

This function is not available under NVR Lite license.

Display the history of Counting Application during a given time period.

Stepl: Select the channel you want to check or select All from the drop-down menu for all channels.

Step 2:

Select search period. View the events that happened on a particular date or during a given time
period by selecting search period.

For a particular date: check the Date box right and indicate the date.

For a period: check the DateTime and then enter the date and time.
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Unusual Event | System Log  Counting Application ‘ Counting Application (Diagram) ‘

channel: [l =
e [ T Exportto..
Date&Tirme: [ = o IF = Search
Event Time Channel In Out
2007 f07/25 12:00:00 Camera 2 14 1z
2007/07§25 19:30:00 Camera 3 a 4

2007/07/25 19:32:42 Cameta 3

20070727 11:30:00 Camera 3 4 2
2007 f07/27 12:00:00 Camera 3 3 5]
2007 f07/27 12:30:00 Camera 2 4 4
2007f07(27 12:32:15 Carnera 3 u} o
2007/09/26 13:23:43 Camera 1 o o]

Step 3: Click Search.
Press the button Export to.
Type the file name and choose the file format (.xlIs or .txt).

* Note: This function is not available under NVR Lite license.
Display the Counting Application data in diagram format.

- Log Viewer =]

System Lng] Export and Backup Log | Unusual Event ‘ Counting Application  Counting Application (Diagram) Weladata Lag ‘

Channel Deskiop -

Perind: One Day = Exporto...
Date; 200541010 = 3 Search

2005/11410 IN m—— Out

1 2 3 46 6 7 8 9 101112131415 1617 18 19 20 21 22 23 24

Select the channel you want to check or select All from the drop-down menu for all channels.

From the drop-down menu, set up how you would like the diagram to be displayed. You have the

options of one day, one month, or one year.

Select a specific date to make it the start point of the diagram.
Click Search.

Press the button Export to.

Type the file name and the file will save as BMP files.

* Note: This function is not available under NVR Lite license.
View the Metadata Log history detected by the Smart Guard System.

Choose the type of events you wish to view or select All from the drop-down menu to view all types of
events. The types of Unusual Event include Transaction Start, Transaction End, Open Cash Register,

Connection Lost, and special User defined event. Please refer to the User manual of Metadata
plugins for details.

Choose the camera channel you wish to view or select All for all the channels available.

View the events that happened on a particular date or during a given time period by selecting
search period.

For a particular date: check the Date box right and indicate the date.

For a period: check the DateTime and then enter the date and time.

Click Search. A link (‘B=2") will appear next to each event time where video is available.
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By clicking on the link, an instant playback window will pop up to show recorded video
Step 5: Press the button Export to.
Step 6: Type the file name and choose the file format (.xlIs or .txt).

7.7 Export

- Log

Yiewer

55

Event Time

User Defined Event Rule 2
User Defined Event Rule 3
User Defined Event Rule 4
User Defined Event Rule &
User Defined Event Rule &
User Defined Event Rule 7

v

Expart and Backup Log ] Unusual Evem] Counting Application ] Counting Application (Diagram) Metadata Log ] Ak

7,7MEtardrata Ngrqe Qa[nera DES;Hpthn

After each log search, export needed info to .xls or .txt files.

Log Type Open Cash Drawer e
All T~

Metadata: Trangaction Start i
Transaction End

Date Open Cash Orawer M
Connection Lost L

Date Time UserDefined EventRule1 | | o |[ = = Search

Step 5

o Log Viewer

3=

Systermn Log 1Expor1 and Backup Log ] Unusual Event] Counting Application 1 Counting Application (Diagramy 1 hetadata Log

2011/03/29 16:02:28
2011/03/29 16:02:28
2011/03/29 16:02:28
2011/03/29 16:02:28

Start Live Streaming Server
Start Remote Playback S...
Start Remnote Desktop
Start Central Management

Log Type: All -
Date: [+ 20110329 - 2 S ﬂ‘\
Date Time: otmazarrian S8 o -2 Search
[ Soe T Step 1
(EventTime  [EventType | Camera | Description
2011/03f29 16:02:23 Main Console Startup
20110329 16:02:23 User Login adrmin

Stepl: Press the button Export to.
Step2: Type the file name and choose the file format (.xls or .txt).

ol - &

A D T c ' o | e |2I][1?/[1W12 B8:45:41, Main Console Startup,
T Evelipe Deepim ] 2007/089/12 D0:45:44, User Login, admin
3| H0P20045A1 Main Consele Smrp 2907/89/12 @1:11:10, Main Console Shutdown,
3 |MOMON 2004548 UkerLogin adein 2007/89/12 01:27:04, Main Console Startup,
A HEEANZUTIE . Man Cansele Shudows 2007/089/12 081:27:05, User Login, admin
;gﬁmm;g x::n"*-'\“'w- - 2007/089/12 01:28:27, Main Console Shutdown,
7 | TTE I3 77 Mk Corede Sk 2007/7089/12 15:86:51, Main CDn?DlE St::.ll‘tup,
S0 200509012 150651 v omori Sty 2007/09/12 15:06:52, User Login, admin
9 |H0TONT 150650 Vs Legin ke 2807789712 15:07:84, Main Console Shutdown,
10 [H0R0M2 150708 Mamn Consede Shudown 28077089/12 15:08:28, Main Console Startup,
11|20 2150830 Main Console St 2807/89/12 15:88:48, Main Console Shutdown,
12 (X070 2 150840 Matn Console o 2807789/12 15:08:54, Main GConsole Startup,
13| TWOM2 150858 Man Coaselde St 2907/89/12 15:09:01, Main Console Shutdown,
:: gﬁmz:vm: EM:?\::;:*— 2007/89/12 15:14:11, Hain Console Startup,
| R T 2007/89/12 15:14:12, Main Console Shutdown,
T 300A3 161431 N ol S 2007/89/12 15:14:31, Main Console Startup,
18200912 151520 M e S 2007/09/12 15:15:20, Main Console Shutdown,
19 [HO70M 2 194815 Miin Console Svteg) 208087/89/12 19:44:1%, Main Console Startup,
2020721958 M Crnaele S, 2007/09/12 19:44:58, Main Console Shutdown,
21 [2070M12 225157 Main Consolé Stiteg 28087/89/12 22:51:57, Main Console Startup,
2| NI Man Conscle Shadows. 208087/89/12 22:51:59, Main Console Shutdown,
DIOTON L RI2W M Consale Sortep 20807/89/12 22:52:14, Main Console Startup,
VNI T5E_balods L 2007/09/12 22:52:18, User Login, admin
2 00N I b Consee Shudown 2887/089/12 22:52:24, Main Console Shutdown
26 [J070MN2 N3G Main Comsole Sreg e ’
W N e /7 : 2 22:53 Soncole Startup,

XIs
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8. Backup

’ﬁ Back e [Loca
: Backup Help

Vs E q M .

;‘_/;j e JMew Period NLE Remove Period |EL| Backup \ﬂ Delete

Stert Date Time
514 FF 01:09:00
200945115 _E4F 10:33:00

111,185KB

The backup function saves recorded video and other log information. Backup files may
be reloaded on any PC with the Playback System installed. Follow the instructions
below for more information on obtaining backup files.
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8.1 Backup Recorded files

- Backup

St 1 /v /,-\-N/ew Period Remove Period Backup Delete
ep :

Date T |_End Date Time | Camerats) Size |
Step 2 / “‘;
Step 3 /

Step 1: Add (Remote) Backup Site: Press the “Remote Server % ” [ BB

58 localhost (localhost)
button to go to remote backup site management to add Seneriane:
and setup the backup site. Aadees
. Enter the IP address or DNS, Port, Username, and Password. Fer o0
. Click Add to add the server. vseriiame
. Click OK to exit the Setting panel. Feseweors
= [~ Save Password:
Yol
Step 2: Access (Remote) Backup Site: Click on the ‘-h “icon [ ez |
and insert the username/password of the remote server to ao | e | upas |
access the backup Site.
Step 3: Click on New Period to obtain the Select Date/Time Period v ok | X cancl

panel.

Step 4: Select the data you want to backup by highlighting the time period. Besides the time-table, you may
also set up start time and end time in the Date Time Period section. _ Step 6

T DateTime Search Dialog [Local Machine]

./b @‘ i % @ @ Date Time Period videsPraview

- Vs 3% - .

= .| StartTime 20084 7115 = [on:00:00 =1 | | ¥ Enable Preview
1 A 2008 3 = -

End Time 2009 715 == (00:00:00 ==
34 : Z

1
56 7 8 91011

1 16 17 18 - S
1920 21 22 23 24 25 Calar Event Type =

Step 4 < et Rohe s Al " + | General Motion
. Foreign Object
- Missing Ohject
i, Focus Lost
: Camera Block
W Show Event Log Signal Lost j

o i

5
o
=
o)
B
=]
)
&

= osls s w e »
Step 5 < [ camera 1 == T
[ TiTamera 2
[ camera 3
Fcameraq
ﬁCamera 5
FHcameras
A camera 7
Fcameras 'L‘
B 4l |»
. RRCONC Alvays

e Record on Maotion [/ QK ] [x Cancel ]
= Record on Event NS

THIT

~ Step 7

Step 5: Click on the camera number icon to add camera(s) or click # = to add/delete all the channels.

Step 6: Check the box of Enable Preview to get the preview of the video you select.

Step 7: Click OK when the settings are complete and go back to the Backup System panel.

Step 8: If there is any data period not wanted, click Remove Period to remove the data period on the
backup list.
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Step 8 Step 9

: 0 oy
é v i g New Period 5. Remove Period @Backup % | Delete

Start Date Time End Date Time | Camerarz) Size |

1,2,3,4

Step 9: Click the Backup icon to obtain Backup panel.

- Summary

Step 10 / Tatal backup data size: 74,434KB

:Media

/ = Backup using COROM
Step 11

{ Backup using DYD
 Backup on HardDisk

| S |

:Option
/ ¥ Backup Event Log

Step 12

¥ Backup Systemn Log

¥ Backup Counter Log

¥ Backup POS Transaction

v 0K | X Cancel|

Step 10: Summary: Check the summary section to see the size of the file(s).

Step 11: Media: Choose the path you want to save the file or burn the file into a CD (direct CD burning for
Windows XP only), DVD or on Hard Disk.

Step 12: Option: Select the log information you would like to backup (Event Log, System Log, Counter Log
and POS Transaction), and then click OK.

8.2 Delete Recorded files

Step 1: Click on “New Period” to obtain the Select Date Time Period panel.

Eup Heln = Step 3

@ - % /,-I)Niw Period Remove Period @ Badlup |ﬂ Delete

Start Date Ti | End Diate Time | Camerafs) ] Size |
|P2000/54 EF 115400 2009544 FAF 12:19:00 1,224 914,584KE
(220040511 FAF 084100 2009/5411 T4F 08:54.00 1,2,3,4 606,41 1KE

Step 1

Step 2: Follow steps 3-7 above from the backup section to select data period which you want to delete.
Step 3: Click on the Delete icon and delete all the data in the backup list from the database.
Note: Deleted video cannot be recovered.
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9.1 Setting
Click General Setting to obtain setting dialog.

General Setting

9.1.1 General Setting

Audio preview:

. Enable audio on active channel: Select to enable audio streaming on active channel.
Miscellaneous:

. Synchronize video frames: Select to avoid image tearing problems that may occur while CPU
loading is increased.

9.1.2 Server setting

Server List

Iocalhost {localhost)

Step 1: Enter the Server Name.

Step 2: Enter the Address, Port, User Name, and Password to log in the server.

Step 3: Enable “Save Password” to login without entering the password again.

Step 4: Enable “Auto Login” to login automatically when starting Remote Live Viewer.

Step 5: Click on Test Server to check if the server is available.

Step 6: Click Add to insert the setting to server list.
Note:
To change the setting, select a server on server list and click “Ute” after modify setting.
To remove the server, select a server on server list and then click “Delete”.
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9.1.3 Group Setting
Allocate different cameras into each appointed group.
* Note: Cameras under Lite license cannot be included in a group with other servers.

General | Server  Group | Camera | 05D | POS | Manitar Display | Natification | Jc i | 4

Step 2 Sl o Dokt 5 Rename & Login Step 1
E‘ =6l locahost

ost - 4XIS Q1755 (192 = B Cami
localhost - Caml [ — TREMDNet (192.168.2
/ B R 56510 3.2
Step 4 & Home  —— & D-Link DCS-61 ]|

S
----- B Camz Step 3

=
=
o
iy}
W2
[
=~
on
o
—
=
=]
pa
—
m
]
ra
]
]
)

< | o < I

v 0K | X Cancel|

Step 1: Log in to all the servers that contain the camera(s) you would like to put into the group(s).

Step 2: Click Insert to create a new group; name the group for future reference.

Step 3: From the window at the right, highlight the camera(s) that you would like to add to a group and
then click on the “ <--” button. Repeat the process until satisfied with the group setting.

Step 4: Click on the Delete and Rename button to remove or rename a specific group.

Step 5: Repeat Steps 2 to 4 to adjust the group setting until satisfied.

Step 6: Click OK.

9.1.4 Camera Setting
Select the preferred stream type of each camera as default live view profile.
* Note: Some stream profiles are not available under Lite license.

General | Server | Group  Camera | 0sD | POS | Monitor Display | Wotification | Jc 4| ¥ |

7 Logm
E|-- localhost localhost - Carnd

- Caml — Stream Profile Info
-l TRENDnet 2120 (192.168.2
-8 D-Link DCS-5610 (192.168.2 Siream profile: [Original -]
- D-Link DCS-5100 {192,168.2 Widlem TarE: MIPEG

[ AXIS Q1755 (192.168.2.250
B camz Frarne rate:

Resalution:
Cruality:

Bitrate:

Copyta..

4 | ©®

v 0K | xX Cancel‘

Stream profile: List differs according to different types of video inputs and licenses.
Auto: The system will adjust the stream type automatically to fit different screen divisions.
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Recoded: The system will follow the stream profile set in Main Console >Schedule > Encoding Options.
High / Normal / Low/ Minimum / H.264 (IPS-7000s only): The system wiill follow the stream profile set in
Main Console - Setting - Camera - Stream Profile.
Original (IP only): The system will display the streaming directly from the IP camera and video server.
Copy to: Select in order to copy the preferred stream profile of a channel to all of the listed channels.

9.1.5 OSD Setting
Adjust font style of Camera OSD on this panel.

General | Server | Group | Camera ©QSD I FOS | Manitor Display | MNotification | Jc ‘l »

I+¥ Enahble camera 050D
. Foreground

Font: | Tahoma =l
Size: m
Color: IEEI
I~ Bold v Edge
. Background
Calor: I_ vI
Transparency, —— p—— 40

— Info
¥ Camera Mame

I Date 2009505522 'l
¥ Time TF04:49:24 'l

I+ Bitrate

Default | Ll

» 0K | X Cancel

9.1.6 Metadata Setting
Adjust font style of Metadata overlay on panel.
* Note: This function is not available under NVR Lite license.

[£] Live¥iew Setting

Genetal | Server | Group | Camera | 05D  Metadata ]MonitorDisplay Matification 4| »

¥ Enable Metadata overlay

Foreground
Font: [T Tahoma R
Size: ]ﬁ
Color: [ I
v Bold v Edge
: 'El'éckgrau"hd
Calar: I
| Transparency: e e L

[ Default

[,/ 0K ] [x Cancel]

9.1.7 Monitor Display Setting
Activate auto scan to rotate the channels/ cameras on screen.

Note:

. For instance, you may select to show only 4 sub-screens on the live viewer while having 16
channels connected to the system. With auto scan function, you will be able to see all 16 channels
by turns.

° Each monitor supports up to an 8x8 layout with auto scan function to show 128 channels.
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Step 1~ Generl | server | Group | camera | 08D | Pog  Monitor Dispiay | notification | Jc <[ ¥
Monitor | Resolution | I
#1 1280 % 800 — i soan B Step 2
|
1
Auto scan group: ICompany j' " Step 3

L~
-
Primary channel:  |AIS Q1755 (192.16€ ] e Step 4

Secondaty channel:

Auto scan interval: |2 SEeC.
—Layout Step S

Izt type: a%h - d

Ok ‘ X Cancel‘

Step 1: Select the Monitor connected to the system.

Step 2: Auto scan group: Select appointed server group to activate auto scan settings.

Step 3: Primary channel: Select appointed channel that will always be on the screen when auto scan is
activated.

Step 4: Secondary channel: Select appointed channel with secondary priority behind primary channel when
auto scan is activated.

Step 5: Layout: Select the screen division of “NxN type” in Remote live viewer panel.

9.1.8 Notification Setting

Bl Live ng

General I Sener I Group | Camera I fef={n] I POS I Monitor Display ~ Motification | Jc A I 4

— Status display
¥ Show recording status

¥ Show camera event

v Show counting result

—Miscellaneous

¥ Popup system ewvent

v oK | X cCancel

Status display:

. Show recording status: Select it to show the crystal ball with recording status on monitor display.

. Show camera event: Select it to show the smart guard detected event appointed in Main Console on
each channel.
Note: To execute this function, need setup on screen display as an action of Smart Guard instant
response.

. Show counting result: Select it to show the counting result appointed in Main Console on each channel.
* Note: This function is not available under Lite license.
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Miscellaneous:

. Popup system event: Select to allow system events appointed in Main Console to pop up
messages as warning.

9.1.9 Joystick Setting
Settings are same to Main Console joystick settings. For details please refer to page 75.
* Note: This function is not available under Lite license.

[E] LiveView Setting w

Server | Group | Camera | [l=ln] | POS | MonitnrDiSplayl Motification  Joystick | 1 | >|

Active Jovstick: |USE Gamepad j
Button | Function | Parameter |
Button 1 Goto Preset Point 1
Button 2 Goto Preset Point 2
Button 3 Goto Preset Point 3
Button 4 Goto Preset Point 4

Button S Goto Previous Camera
Button & Goto Mext Camera

Button 7 Toggle Single Camera Yiew
Button 8 Toggle Full Screen

Button 9 Switch Scresn Layout
Button 10 M/A

Import ] ’ Export ] ’ Cefault

(Vo] (X cwee ]
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9.2 Server/Group/Camera

Display a complete list of the server(s), group(s) and camera(s) that are added to the system.

Server View: Cameras are listed according to recording server.
Group View: Cameras are listed according to customized grouping.

Server View Group View
= = 1 - D
= | o

= |il| Demo site E Group A
03 Wivatek IF‘? |k Vivotek TP7161_1
[ Vivotek PZ7 [ Vivetek PZ7LLL_L
[ Sony R:(SBO‘ 0|[> Sony RNS301_1
afr Yivotek IPF IE) Group &

0 Seny CM12 alfp vivetek TP7133_t

> Sony_1 al[y PTZ CAMERA_1

j[» Office_1 ][> DynaColor We_1
= custorner & Grovp €

[} PTZ CAMEF 0y Office 1

qp _t a[F 2AVIC F5100 (192

][> Brickorn_1 [»
<]

> 7 T >

9.2.1 login/logout server

Optionl: Select a server on the list and click on LOG IN/ LOG OUT to access/ logout the

server.
Option2: On the server list, right click to obtain menu options.

Log In/Log Out Server

9.2.2 Connect/Disconnect camera

Optionl: On the server/camera list, double click on a camera to connect.

2 = B
] =B
=8 v Y
]
d
q
q Login Server
q
o
B a
Eo
<] >

Option2: On the server/ camera list, right click on a camera to obtain the menu options to connect/

disconnect.

Connect/Disconnect Camera

Option3: Select a camera from the list, then drag it to where you want it to be displayh

77

-~
b Vivotek IP7
b Umml!'v? 75

i Duplicate Camera
Connect
qp s
dp s
ap ¢ gin Se
= il
= ;zm; Logout Server
b _ Connect &l
< ap & Disconnect Al

Option4: Play / Stop/ Drop: Select a camera/ video and click on this button to play/stop/disconnect a

particular channel.

B el s
=

Play/ Stop Drop

9.2.3 Multiple Views:

Stepl: On the server/camera list, select a camera and right click on it to obtain
the menu options.
Step2: Select Duplicate Camera and the duplicate camera with green indicator
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will display below on camera list.
Step3: Double click on the duplicated camera to connect and display on screen.

9.3 PTZ Control
Control the movement of PTZ cameras. With cameras that support PTZ control, you can move, zoom, patrol,
adjust the focus, and set preset points of the cameras.

9.3.1 Preset/ Go

Adjust the camera view until satisfied. Click on the Set icon to define the current view as preset point 01.
Adjust the camera view again to setup preset point 02. Repeat the process until you finish setting up all
preset points. Customize preset point names by defining names. Click on the Go icon and view the result
of your setting.

Note: For the speed settings of PTZ camera, please configure from Main Console — Config — Setting - PTZ
Config.

9.3.2 Zoom
Click on the + and - signs to zoom in and zoom out the view.

9.3.3 Focus

You can select to have the camera focused near or far. To focus near means objects that are closer will be
clearer than the objects that are further away. On contrast, to focus far means objects that are further will be
clearer than the objects that are closer. Click on the Focus icon and select auto focus if you want the system
to decide the focus point for you.

9.3.4 Patrol

To control PTZ camera to patrol around pre-defined path of preset points, click on Goto Preset Point — Start
Patrol / Stop Patrol.

Note: To setup patrol path, please setup on Main Console - Set Preset Point — Set Patrol.

9.4 On Screen Menu
Right click on the camera screen for the On Screen Menu, from which you can

quickly adjust the setting of camera. Enable Move
Enable Tak
9.4.1 Enable Move / Area Zoom Enahle Audio
With cameras that support PT function, click the Enable Move function to adjust
the current camera’s view by clicking on the display screen. To cancel this Enable Digital PTZ
function, right click on the screen and select Disable Move. Fix Aspect Ratio
With cameras that support Area Zoom function, click the Enable Move/Area Stream Profie ,

Zoom function to adjust the current camera’s view by dragging a rectangle on
the display screen. To cancel this function, right click on the screen and select Instant Playback b

Disable Move/Area Zoom. Snapshot

9.4.2 Enable Talk Toggle Fullscreen

*This feature is not available under NVR Lite License.
With cameras that support two-way audio, select enable talk to utilize the function.

9.4.3 Enable Audio

With cameras that support audio function, click the Enable Audio function to listen to the current camera’s
audio by clicking on the display screen. To cancel this function, right click on the screen and de-select
Enable Audio.

9.4.4 Enable Digital PTZ

To enable the PTZ functions of the camera, select the Enable digital PTZ option. Use mouse wheel or click on
the + and - signs to zoom in and zoom out on the camera, or drag a rectangle to enlarge the area.

The square flashing on the video grid indicate the correspondent view of the camera.

9.4.5 ImmerVision Lens Setting
*This feature is not available under NVR Lite License.
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With cameras that support ImmerVision Lens. Right click on the display screen and select the mode of lens,
original, PTZ mode, Quad mode and Perimeter mode. If the lens setting set as Quad, PTZ, or Perimeter mode,
the Enable Digital PTZ option would become Enable ImmerVision digital PTZ.

9.4.6 Generic Dewarp Setting

With cameras that supports fisheye feature. Right click on the display screen and select the mode of lens,
original, PTZ mode, Quad mode and Perimeter mode. If the lens setting set as Quad, PTZ, or Perimeter mode,
the Enable Digital PTZ option would become Enable Fisheye PTZ.

9.4.7 Fix Aspect Ratio
For some special camera resolution, user can enable Fix Aspect Ratio to view original ratio video, or disable
this option to stretch 3:4 to fit window.

9.4.8 Stream Profile
Select different level Stream Profiles to downgrade video quality for bandwidth concerns.
* Note: Some stream profiles are not available under NVR Lite license.

Enable Digital PTZ

[ Stream Profis | Sl
Enable Audio Recorded
E-Map Criginal
Snapshot High
Toggle Fullscreen Mormal

Lo
IMlirirnurm

9.4.9 Instant Playback
To open the Instant Playback window of the camera, select the Instant Playback option and choose the
period. The instant playback window allows the user to browse recorded video, take snapshot images and
export video with audio and metadata transaction data.

* Note: This function is not available under NVR Lite license.

9.4.10 Duplicate Camera
Right click on any empty channel. You may duplicate cameras from any available servers here.

To browse recorded video
By simply clicking on the timeline you can view the video. Use the navigation tools below for advanced
control.

E @ E - Play / Pause / Stop
E] - Speed up/Speed down

E] @ - Fast Forward/reverse frame by frame

E] @ - Play Previous / Next minute video

To keep a snapshot of the video clip

Pause the video at desired time point and click snapshot button. The snapshot is displayed and can be

saved or copied to clipboard.

To export recorded video

Select desired export period and click export button@. Additional options are available when exporting.
Adjust to original video resolution button E]is the tool to adjust the video to original video resolution.
Audio button turns the audio on / off.

Metadata button @ is to enable / disable metadata transaction data overlay.
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9.4.11 Snapshot
The snapshot function copies and captures a specific video image to the clipboard or to save as a bmp file.
The snapshot can be customized with/without OSD, metadata information and selectable range after digital

zoom in.

9.4.12 Toggle Full screen
Switch to view video with full screen display.

9.5 Start Monitor

9.5.1 Multiple Monitor

Select Open Monitor to append monitor to view more live videos on
Each appended monitor has the same list and view

multiple monitors.

Open Monitor
Open E-Map
Open 110 Control Panal

To disable the function, right click on screen and de-select
option or simply press “ESC” to go back to original window.

control buttons as the Main monitor, with the exception of the Start,

Playback, and Setting buttons.

9.5.2 E-Map
Select Open E-Map to obtain the E-Map window.

status of each device.

L] Map Info — Show map name.

® Camera - Show camera name and connecting status.
;f_ Digital Input — Show Digital Input name and status (0 or 1).

The GUI map helps to
locate devices easily and the information window helps to show the

Start l\/Ioniton'/@ @

K> o x)

o Digital Output —Show Digital Output name and status (0 or 1).
M POS — Show POS device name, connecting status, first associated camera name and connecting status.

9.5.3 1/0 Control
Select to obtain the I/0 control panel.
status and control DO devices remotely.

Use the panel to view DI

Playing

l.l IO Devices

BEX

Sefvers: |I0ca|host
(0]

Note: Adjust the setting of I/0O device in Main console — Config — (@) Q
Setting - I/0 Device first, the 1/0 control panel will display the device Inputd  Inputd
status based on these settings. 0o
o @
Output 0 Output 0

9.6 Playback

Select to obtain the Playback panel and view video remotely.

9.6.1 Add Remote Playback Site

r
Press the Remote Severx:] icon to go to remote

«| ¥ Show name

—Server Setting

_‘9 Sernver Name

Address:
playback site management to add and setup a remote pott 510
playback connection. O
Step 1: Enter the IP address or DNS, Port, Username, and S
Password. Passward:

Step 2: Click Add to add the server.
Step 3: Click OK to exit the Setting panel.

9.6.2 Access Remote Playback Site
G-
Go to Date/Time Panel and click on the I iconon

the top of the display window to access the Remote
Playback Site

- 117 -

Save Passwaord: [~

Test Server

Add | Delete| Update|

v 0K | X Cancel‘




The Intelligent Surveillance Solution

G- #2UEOO0

Local Machine

Remoke Server 2 (192, 168,1.52)

—T

G228 29 30 31

-118 -

13 14 15 16 17 18 19
G120 21 22 23 29 25 Zh

1 2

i 45 6 7 8 9

NVR/DVR/Hybrid NDVR System



{2 Untifled Document - Win e et Excplorer (5]

@- [&] nipa18.167.193 228080 = # | | [Live szar: yeurs

& -
W Rl @ Untifled Document | | - B - = - SRR - i TRO) - &

Remote Playback

Download Client Pack

http#218.167 193 22:8080Aiveview him D AR + 100% -

Make sure the Live Stream Server is enabled. Check 5.14 Network Service for more detail.

Start Internet Explorer browser and enter the IP address or DDNS name of the server followed by the
connecting port.
Example: http://192.168.1.16:8080/
192.168.1.16 is the IP address of the server.
8080 is the port specified in Use Default Web Server in Network Service.

Press this icon to use Remote Live Viewer which functions are the same as Remote Live Viewer. See page
108 for details.

Press this icon to use Remote Playback which functions are the same as Playback except remote server
and backup functions. See page 29 for details.

Press to download client pack to install application based Remote Live Viewer and Remote Playback.
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Verification Tool

License Management Tool
Resource Management Tool
DB Tool

o0®»
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11.1 Verification Tool

The Verification Tool verifies whether the data created by the system has been tampered with. It
is the process by which a digital watermark (a digital signature) is added to each recorded video
frame to ensure its authenticity.

There are 3 types of data that can be verified by the Verification Tool:
1. File in (.DAT) (.264) format will be displayed as®”.

2. File in (AVI) (.ASF) format will be displayed as#i

3. Filein (.BMP) (.JPG) format will be displayed asie,

11.1.1 Execute Verification Tool

Step 1: Execute Verification Tool from program files.

DrevesFE3A >

g Est » I User Manmal »

|77) Finanee managemant 2 E Backup System

) GlobalSCAPE » W DB.Ton]s

@ Infogrames » EI Main Console

%

) Intel PROSet Wieless v Pleyteck System
) Windows Live ) MEM 5 » Remote Live Viewer Step 1
— 17 Microsaft Office » Ver n Tool

Step 2: Insert the Administrator Password to log in.
Step 3: The Verification Tool appears after login.

11.1.2 Verification Tool Overview

Add File Add Folder Remove File Select All Video Preview

EY=]E [

Videao Praview

File Marne | W aterrnark | Start Time | End Time | Camn Marne | Path

97C00001... 2009/05f,., 2009/05f... TRENDne.. C\Documents and S
#0604 _sa... 2009/0af... 2009/06f... SanyoWD... Ch\Documents and S
W0E04_S.. 2009/06/f... 2009/06f... SanyoVC... ChDocuments and Se

2009/05/...

C-Link DC...

C:\Documents and S

2009/05/...

| | 0|
Status Warify : ’ ‘ I
Mumber of file Yerified : 0 files Time elapsed : 00 ;00 000
Mumber of file Passed 0 files Time left: 00:00: 000
Play Verify Pause Stop

Q: Add File: Click to insert the single file to list for verification.

2 Add Folder: Click to choose the folder with multiple files to list for verification.
D Remove File: Click to remove indicated file(s) from list.

|} Select All: Click to select all files in list for verification.

Note:
1. Choose the file type first before selecting files. Only (.dat) (.264) (.avi) (.asf) (bmp) (.jpg) are
supported.

2. User can also drag files directly into the list for verification.
Video Preview: Check this column to preview video of selected file.

window to play}, pauselll and Stop. the file.

Click on the buttons below the
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Note: Preview of (.bmp) (.jpg) format is not allowed.

11.1.3 Verify Image/Video

Step 1: Select single or multiple files for verification.

Step 2: Click “verify ‘ ”to start verification.
Step 3: The verification result will show on the watermark column.

If a file was tampered with, it will show$8.
If a file passes verification, it will show®.

Watermark
3";3 1 Q ~Video Preview
File Name | Watermark | Start Tme | End Time | Cam Mame | Path -
»’ CO0002Z... 2009/05f... 2009/05/... D-linkDC... C'\Documents an
@W0c04_S.., @ 2009/06/... 2009/06/... SanyoWC.. C\Documents anc
0504 _sa... o 2009f06f... 2009/06/... SanyoVWD.. C\Documents anc
##C00001... & 2009f05/... 2009{05/... TRENDre... C\Documents anc
»” C00001.., & 2009/05/. 2009{05/... TRENDre... C\Documents anc
CO0001... g 200 2 \... TRENDne... cuments an
@’ COD00Z... 2009/05f,.. 2009f0S{... D-linkDC... C\Documents anc
@ C00002.., 2009/05/... 2009/05/... D-linkDC.. C:\Documents anc g
L1 e e ' ;IJ
Status : Verify: > &Il
MNumber of file Verified : 7 files Time elapsed : 00:08: 266
Murber of file Passed : 7 files Time left: 01:49: 380

\

\

Step 4: The verification report will indicate the information related to the verification.

Verification report
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11.2 License Management Tool

The license of the software should be registered before you start using the Intelligent Surveillance System.

Execute the License Management Tool to activate the license from dongle or serial number included with
the software package, or de-activate the license then bring it to another PC to activate it again.

Please note different level licenses cannot coexist under one license server.
Upgrade licenses will replace lower level licenses into higher level ones.

Both “Online” and “Offline” status of PC environments are available on executing the tool to “activate” or
“transfer” the license. The following is a total of 4 types of license management process:

- To activate the license with PC connected to network, follow the Activation Online process.

- To activate the license with PC not connected to network, follow the Activation Offline process.

- To de-activate/transfer the license with PC connected to network, follow the Transfer Online process.

- To de-activate/transfer the license with PC not connected to network, follow the Transfer Offline process.

11.2.1Execute License Management Tool

Step 1. Execute License Manager Tool in config menu or installation folders.

1 Setting USERWREINUUO § WiDoreus26_3_2_0_26\Doreus?

It Setting
User Account Setting

License Manager ¥ -’J /! .’!

Save/Load Configuration J Config db dump
~

Counting application

POS application

Laog Wiewer ’J .J /!

Backup PTEProtocol shin wave

Metwaork Service

Start  Plagback Schedule  Guard About MainCansale...

@ @£ AlA

3 3

B | Alpha2.dll Alpha,dll

¥

Step 2: The “License Management Tool” will appear. Please refer below for the tool overview.

11.2.2 License Management Tool Overview

E License Management Tool

Activate tab |

[ Activate | Transfer 1

=l | charinel | Product | status | )
SN status
Z
CActivate type- ) 1
. & Onli
Activate type - e
U Offline Y,
(Inputtype \
Input type Eoll |
o SN file: L]
\_ € Activate fi o gfe] (=] Y,
Activate ’
~Impart offline license
. File path: [ -l"
Import offline ——
license
J
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[#] License Man m
Transfer Tab Activate Transfer'
/- ~
Sh | Channel | Product | status ‘
SN status
v
~Transfer type:
i Online
'|' f " Offline

I

Transfer

11.2.3 Activate License

|Activation Online|

Step 1: Open License Manager Tool.
Step 2: Select On line as Activate type.
Step 3: Input the SN (Serial number)or Import SN file, and then click on Activate button.

~Input type
[r:- o 3
 aNfile: | -
€ Activate from dobgle
Activate

Step 4: Restart Main Console if activation is successful.

|Activation Offlinel

Step 1: Open License Manager Tool.
Step 2: Select Offline as Activate type.

Activate type
" Online
@ Offline

Step 3: Click on Export offline pack.
Please note this license will bind with hardware configurations and it is not recommended to register
with removable network devices.

~Input type
@ BN |

 Snfile; |

¢ Activate frorn dofbigle

Export offine pack
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Step 4: Save Request file, and then take it to another PC that is connected to the Internet.

o Request File

File Edit ‘Wiew Favorites Tools

Help

Address |@ Ci\Documents and SettingsiApril DesktopiRequest File

libexpat.dil

offline.req
REC) File
LKE

LicenseTaoal.dil
1.0.0.1
LicenseTool Dynamic Link Librarw

OffLineTool.exe
OffLineactivation MFC applica...

SE <)
M8«

Step 5: Execute OffLineTooI.exe in the other PC. Input the SN (Serial number) or Import SN file, and then

click on Activate button.

7] offline Tool

Information:

Activate new SM.

Flease input SM:

—Input type
i* Sh

 SNfile:

(et |

=

Step 6: Save License file, and then take it to original NVR system.
Step 7: Open License Manager Tool again, select Import offline license, then click Import button to activate.

= lmport offline license

[ File path:

IC:‘tDucuments and Sel | @

Step 8: Restart Main Console if activation is successful.

11.2.4 Transfer License

frransfer Online|
Step 1: Open License Manager Tool.

Step 2: Select Transfer Tab, and then check Online as Transfer type.

Step 3: Select SN and click on Transfer button.

[£] License Management Tool

Activate Transfer I

Sh

| Channel | Product

| Status |

[rneeseEEzEE-5003

16 P+

Activated ]

-~ Transfer type:
* Online
" Offline

e ]

Step 4: Restart Main Console if transfer is successful.
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Transfer Offling|

Step 1: Open License Manager Tool.
Step 2: Select Transfer Tab, and then check Offline as Transfer type.
Step 3: Select SN, and then click Transfer button to transfer SN.

NVR/DVR/Hybrid NDVR System

[/] License Management Tool

Activate  Transfer |

AAAAAAAAAAAAAAAA | channel

Product

Status

=
RSB 2R BDa T TE 16

activated

Transfer type

" Qnline

Step 4: Save Request file. Restart Main Console if transfer is successful..

') Request File

File:

Edit

Wiew  Favorites Tools  Help

Q@ﬂ

Address |&} CiDocuments and Settings|ApriliDeskiopiRequest File

U
obE

libexpat. dll

A

offline.req
REC) File
1EKBE

OffLineTool . exe
OFfLineActivation MFC Applica...

LicenseTool 4l
1.0.0.1
LicenseToal Dyvnamic Link Library

Step 5: Copy request file to another PC connected to internet.

Step 6: Execute OffLineTool.exe in another PC, check Transfer SN and click Transfer to send request file to

license server.

Note: User needs to copy request file to another PC and send it to license server, otherwise the SN can’t be

re-activate again!!

|/] off Line Tool

Infarmation:

Transfer activated Sh.

Transfar SM:

oraE ek e =yl

r—

I Trarisfer

[ et

[#] off Line Tool

Infarmation:

Campletel Transfer has finished.

Transfer activated S,
Transfer SM:

SAT1-DZ3C-09E1-7422
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Start Monitor Al

The Resource Management Tool detects whether the system is operational. Stop Recording Schedule
Stop Smart Guard System
. . I

For further application of the Resource Management Tool, please refer to Start Counting Appliston

page 53 In “Guard” chapter.

Open Event Report
Open E-Map

| Open Resource Report |
Open 1O Control Panel

Open Resource Report from start menu. Lack System
The Resource Management Tool will appear. (@ l ] | £© | A

_

System Resource Memary Usage

[ System Health

L CPU Temperature: 0°C (32 °F)
Matherboard Temperature: 0°C (32 °F)
- CPU Fan Speed: 0 RPM

... Powver Fan Speed: 0 RPM

. CPU Loading: 21 %

= y 1 %,

Memary Used: 1466 MB

. Memary Available: 580 MB

- Logical Disk Free: 15 %

- L.CDocuments and SetingSIUSERIBA-#1N
- Network Utilization

K o

Advanced v 0K

11.3.3 System Resource

This item shows the system information, including “CPU Temperature”, “Motherboard

Temperature”, “CPU Fan Speed” and “Power Fan Speed”.
User needs to install the “SpeedFan” first to gather the CPU and Motherboard temperature information.

This item shows the percentage of CPU usage.

This item shows the memory usage of system. “Memory Used” and “Memory Available” are
included.

This item shows the percentage of available disk space for storage.
The disk directory will be the same as the one in MainConsole — Config — Setting — Storage - Location.

This item shows the total bit-rate utilization for the upload and download of the computer.

11.3.4 Instant Diagram

Click each item in the list to obtain the instant system diagram. The “system resource” will be displayed as
each variable in Vertical Axis; the unit of Horizontal Axis will be displayed as “Per Second”.



Systemn Resource CPU Loading

[= Bystern Health

CPU Ternperature: 43 °C {108 °F)
Maotherboard Temperature: 45°C (113 °F)
CPUFan Speed: 0 RPM

Pawer Fan Spead=a-REm

PU Loadir
= Memory Usage: 80 %

Memoary Used: 1848 MB

Lo Memory Available: 198 MB

- Logical Disk Free: 8 %

L ciDocurmerts and SetingsWISEREE- 1N
=) Wehwork Utilization

Tatal Upload Bitrate: 0 bps

Total Download Bitrate: 0 bps

K

Advanced | W 0K |

Click the Advanced button to search and export system logs in “Search” tab and obtain the history diagram
of an specified period in “Diagram” tab.

1.3.1 Search
Search |D|Sp|ay|
Type: |cPU Loading ]==[s000 & ﬂ
1

Date: 20090603 = 5 Expart to ‘

DateTime: i | to | Search I
Start Time | End Time | Log Type Ay, ‘ Min ‘ [IEYS j
2009/06/08 15:54:55  2008/06/08 15:55:10  CPU loading B0, 50.00%  100.00%
2009/06/08 15:56:00  2009/06/08 15:56:08  CPU loading 60.51% 50.00%  100.00%
200906/08 15:566:15  200906/08 154:56:20 CPU loading B0.49% 50.00%  100.00%
2009/06/08 159:56:40  2009/06/08 15:57:10  CPU loading B0.25% 50.00%  100.00%
200906/08 15:57:15  2009/06/08 15:57:20  CPU loading BO0.19% 50.00% 100.00%
2009/06/08 15:57:38  2008/06/08 15:57:40  CPU loading BO.19% 50.00%  100.00%
2009/06/08 15:57:45  2009/06/08 15:57:50  CPU loading 60.32% 50.00%  100.00%
200906/08 15:67:85  2009/06/08 15:58:00 CPU loading BO.27T% 50.00%  100.00%
2009/06/08 15:58:35  2009/06/08 15:58:55  CPU loading BO.11% 50.00%  100.00%
2009/06/08 15:59:25  2009/06/08 156:59:358  CPU loading BO.11% 50.00%  100.00%
2009/06/08 15:59:40  2009/06/08 15:58:50  CPU loading B0.04% 50.00%  100.00%
2009/06/08 15:59:55  2009/06/08 15:59:55  CPU loading 60.04% 50.00%  100.00%
2009/06/08 16:00:00  2009/06/08 16:00:18  CPU loading 51.67% 51.00%  53.00%
2009/06/08 16:00:25  2009/06/08 16:00:50  CPU loading 52.75% 50.00%  57.00%
2009/06/08 16:00:85  2009/06/08 16:01:00 CPU loading 5378% f0.00% 62.00%
2009/06/08 16:01:08  2008/06/08 16:01:10  CPU loading 54.00% 50.00%  62.00%
2009/06/08 16:01:40  2009/06/08 16:01:55  CPU loading 54.54% 0.00%  62.00%
2009/06/08 16:02:10  200906/08 16:02:18  CPU loading 25.71% 50.00%  71.00% J
EWDQIDBJ’DS 16:02:35  2009/06/08 16:02:45  CPU [oading a6.13% 50.00% ?1.|DD% Llﬂ

0K

Choose the system event type, and then select the standard percentage to search system log.

Select the Date/Time duration to search system log.
Click Search to start searching, the system logs will be listed below.
Click Export to to save the system log in (*.xls) or (*.txt) format.
Click OK to close the report window.

A A B c D E

1 | StartTime EndTime LogType Avg Max Min
220000608 12:20:23 20000608 12:2028  CPU leading 54 54 54
3 20000608 122053 20060608 122058 CPU loading 655 54 7
4 200e0608 122113 20000608 1221018 CPU loading 61.67 54 7
5 200e0e08 122123 20000608 122128 CPU loading 655 54 ¥ii
6 200e0e08 122153 20090608 122158 CFU loading 4.2 54 i
7 20efe08 12:22:53 20000608 12:22:58  CPU leading 62.33 53 7
8 20000608 122348 20000608 12:23:53  CPU loading 61.86 53 7
9 20e0608 122448 20000608 12:24:58  CPU leading 5944 51 7



Search Display |

Tyhe: |cPU Loading ] ’

DateTime: 200970608 16:38 [ 2 Save
Period: oneDay = Display

0% Fly ! I I I N .
200906{08 00:00 2009{06{09 00:00

Maximun: 2009/06408 15:16:25 Minimun: 2009/06/08 13:35:54

Choose the system event type.

Select the Date/Time to draft history diagram.

Setup the start time and duration for charting. User can choose “One Day”, “One Hour” or “One
Minute” as the duration.

Click “Display” to start charting, the diagram will be displayed at below column.

Click “Save” to save the diagram in (*.bmp) format.

Click “OK?” to close the report window.

100%

0%

2009/06/08 00:00

Maximun: 20090608 15:16:25 Minimun: 20090608 13:35:54
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11.4 DB Tool
The DB Tool repairs database files and Export configurations.
Warning: improper use of this DB Tool may cause loss of recorded video.

Step 1: Execute DB Tool from program files.

fiize B s e 3 E Backup Sxrstem
Winé |7 MPEG-4 Hybrid System BI® DETool
0 Co1 [7)]_Realiwh v (@] Main Consale
Step 1 lools Skape 4 E Playback Sys‘tem
[T Storm Codec 4 Remate Live Viewer
T-TIME v (8] Remote Playback Server
) Uiead COOL %60 » 2 Sysem
__ ) Ulead Photo Explorer 8.6 ¥ T Wt Manual
Mist =) Ulead Fhotolmpart 11 >
? || Ulead Systems e

Step 2: Enter the password of administrator to log in.

Step 2 \ DBTools login
wrd for the administrator of Main Console :

Username: |admin

Fassward: |

[ o | [ Cancel

11.4.1 Repair Database
This page has three repair method, Modify Location, Verify Only, and Repair.

For modify locatione:
The Playback system can recognize all recording video in the folders listed on MainConsole - Config -
Setting - General page. For some reason, user needs to use Playback system to open recording video
beyond storage location setting. For this propose, user could follow below steps to modify location by
DB tool.
Note: The default storage location is in the installation directory, (ex: C:\Program Files\IPS_IP)

Step 1: Select Repair database.
[H DBTools (IP version 3. 1,0, 0) ]

Step 2: Select the repair Method as Modify Location.
Repair datahase

Modify locations to stare videa files. Please confirm locations where video
files were stored and press button "Modify® to confirm.

~ Repair datahase

Modify locations to store wideo files. Please confirm locations where video
files were stared and press button "Modify® to confirm.

Install Path: COProgram Files\SCB_IP

Method:  |Modify Location -
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Step 3: For add database location, please click on ;]button and use URL to choose location.

For remove database location, please choose location form list and click on  # button to
remove location.

Wideo File Locations E

C\Program FilesiSCB_IP
Dy Wideo

Step 4. Click on Modify button to modify location. After modification, the Modify Result will show on the
panel.
mModify Result: 2 locations confirmed.

Open Log l ’ b odify

Example of modify database:
In certain cases where video data needs to be transferred from one PC to another PC, user will need to
perform the following:
1. Manually copy all recorded video data from the default installation path or other user-defined storage
path of the old PC.

£ CAProgram Fils#&CE_IP

X AEabi ey .
= : 1 4 i Recorded video
& & BM ~ ! et . data
# [ IBM Think¥antage 20080221 200603323 manual
# 5 Install¥hield Installation Inf
£z rj Intel i
# £ Internet Explorer l“_#_)I “:1
# [ Koei

Sgppdl
# [y Lenovo i W et

2. Manually paste all recorded video data to the default installation path or other user-defined storage
path of the new PC

3. Follow previous page to add new location on new PC.

4. Old recorded video data can be viewed by playback system on the new PC.

For verify and repair proposes:
This tool is used to check and repair your database and recorded video with problems:
(1) If there are records in database, but no video file, use this DB Tools to delete records.
(2) If there are video files but no record in database, use this DB Tools to rearrange the database and
find these records.
Step 1: Switch to Repair database windows.

[lrj DBTools (IP version 3, 1,0, 0) W

— Repair database

Modify locations to store video files. Flease confirm locations where video
files were stored and press button "Madify” to canfirm.

| Rep
{databage;

Step 2: Select the repair Method as Modify Location.
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Repair datahase

Werifividea files stored by surveillance system. Please canfirm lacations
where video files were stored and press button "Werify' to check all files.
Fixing datahase is anly needed when werification is failed.

Install Path: CA\Program FilesiSCEB_IP

Methad:  [¥erify Only =

Check the video location windows.

The system will list all video locations in table, but if there are any omit, please use '~ to insert.

Note: After inserting location, the system will show files count below table.
File Count: 41

Choose the method of “Verify Only”, and click “verify”. This method will only check the files

without modify. Verify result will show how many files broken or missing.
Werify Result: 41 files verified, 0 files hroken, 0files missing.

Choose the method of “Repair (Complete)”, and click “Repair”. The Repair Result will show how

mauny files are fixed and inserted.
Repair Result: 2 files fixed, 41 files inserted.

The repaired new database will replace the old one and the original database will change file
names with extended repair date and time as below.
- Address |[03) DASCE-TP

llame
@EventLog mdb
| FileRecord. mdb
E_‘]FileRecord Jmdb_200807144121358 mdb
| rosrecord.mdb
Escheduleconfig. mdb
Iz_]SystemLog. mdb
lz_]SystemLog. mdb_200307 144121358, mdb

Open Log is a tool to record the repaired database. It will record repair method, file operation,

start time and end time.
& dbtool.log - Motepad Q@

File Edt Format Wiew Help

e T S e R S S e O S R S S O S e e S S SR U e SR ST RGeS
Operation "Verify only” is started at (2008/07/14 12:01:17)

File Broken: D:\Video/20080708/c00002/c00002500420080708112323437 .dat
File Broken: D: \V‘Ideo/20080708/C00002/600002500A20080708114304625.da‘t

41 files verified, 2 files broken, 0 files missing

Operation "verify On'Iy is finished at (2008/07/14 12:01:19)

Operation "Verify only” dis started at (2008/07/14 12:13:19)

File Broken: D:\Video/20080708/c00002/c00002500A20080708112323437 .dat
File Broken: D:\Vvideo/20080708/c00002/c00002500420080708114304625.dat
41 files verified, 2 files broken, 0 files missing.

operation "Verify only” is finished at (2008/07/14 12:13:20)

Operation "Repair (Complete)” 1is started at (2008/07/14 12:13:58)

File Repaired: D:\Video/20080708/¢c00002/c00002500A20080708112323437 .dat
File Repaired: D:\Video/20080708/c00002/¢00002500A20080708114304625. dat
2 files fixed, 41 files inserted.

Operation "Repair (Complete)” is finished at (2008/07/14 12:14:07)

This tool is used when user wants to export all system configurations to backup, take to another PC for
technical trouble shooting.

Press “Export”.
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x|

m Export Configurations

R : Export Main Console configurations for trouhle shooting. Please
datzgzlsre provide the exported *.cfg file to the technical support .

Step 2: Select the location you want to Export and type the name of the configurations.
Step 3: Press “Save” to start to import database.

M
Save_in:lE) SCE-P j ﬂ IC:F £

[P -
caserverConfig.cfg [0 To Lask Folder Visited|
[Cymanual
mdb
() skin
[ v
File narme: |

Save

Save as type: | Corfig Files [*.cfg] ] Cancel |

A
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12. Failover Agent

|E Failover Agent ;Iglil
General |Ser\.rer|
—Startup —Storage
v Auto Start Up Location L4 K & &
¥ Auto Login D
GA
~Password Fi

Old Password
I [~ Enable Disk Load Balance

MNew Password

Password Confirm I Automatic Recycle:

t« Recycle when disk space is

~LogFile less than |1n %
v Save Log " Only keep video for | 7 days
C\Program Files (x86 ) NUUC\Failover Age @

Failover Agent is a software to enable a spare recording server (the failover server) to take over the

recording work once the regular recording server becomes unavailable. Hence the failover server and the
Failover Agent should always be installed on another computer.

Note: Support IP camera and Video Encoder (no capture card)
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12.1. Services

Failover Agent runs two services:

Service Description

failover service This service always runs and constantly checks the state of
the relevant recording servers. This service enables any
necessary takeover

recording service This service enables the failover server to act as a recording
server while the regular recording server is unavailable. This
service starts when required, i.e. when the failover server
takes over the recording work.

Note: Failover Agent will failover video data only. Not for No event, alarm, metadata, I/0 box, Advanced
Intelligent Video Surveillance.

12.2. Activate Failover License

Step 1: Open License Manager Tool in Start>>Failover Agent file.

Step 2: Select Activate Tool, check the PC in Online network environment.
Step 3: Insert the SN, SN file to activate license.

Step 4: After software license is activated successfully, please restart Main Console.
Note: Please refer to Utilities>>License Management Tool for advanced settings.

License Management Tool

|| Activate | Transfer I
o l

SN Channel Product Status

Step2
Activate type
f« Online activation:
&+ Input Skl
)
" Import S file:
Step 3 ]

i

" Offline activation:

Step 1 : Export server information file:

o

~

Step 2 : Use "Offline Tool" to activate license and get offline license
file:

Step 3 : Import offline license file:

12.3. Start and Stop Failover Agent

To start Failover Agent:

Click start button | All Programs | Failover Agent. Failover Agent will start and show its icon El in the
notification area (also “system tray”).

To stop Failover Agent:
1. Right-click on Failover Agent’s icon in the notification area. A menu will open.

2. Click Exit from the menu that opens.
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Open Failover Agent

Enable
Exit
About

Note: One OnGuard (Software watchdog) can only connect with one Failover Agent. User cannot use

two Failover Agent to monitor one Mainconsole at the same time.

Note: Mainconsole and Failover Agent can not install on same server.

Note: Failover Agent will start service when in 2 hours the regular recording server becomes unavailable 5
times and each time during 15 minutes.

12.4. Enable and Disable Failover Service

Failover Agent supports users to enable and disable its service after Failover Agent starts. By default, the

Failover Agent’s service is auto-enabled after the start.

If Failover Agent has been manually disabled, its icon in the notification area appears with a red cross on it
. To re-enable Failover Agent:

1. Right-click on Failover Agent’s icon @ in the notification area. A menu will open.

2. Click Enable from the menu that opens.

Open Failover Agent

Enable
Exit
About

To disable Failover Agent:

1. Right-click on Failover Agent’s icon El in the notification area. A menu will open.

2. From the menu that opens, select Disable.

Open Failover Agent

Disable
Exit
About

12.5. Open Failover Agent
To open the Failover Agent that runs in the background:

1. Right-click on the Failover Agent icon in the notification area. A menu will open.

2. Select Open Failover Agent from the menu that opens.
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Open Failover Agent

Disable
Exit
About

Failover Agent will open by showing its Ul onscreen.

e

General | Serverl

— Startup —Storage
v Auto Start Up Lacation 4 B 4+ &
¥ Auto Login D
G
~Password FL

Old Passwaord
I [ Enable Disk Load Balance

Mew Passwaord I

Password Confirm I Automatic Recycle:
° Recycle when disk space is
peiiliE less than 10 o,
Iv Save Log ¢~ Only keep video for I?— days

C:\Program Files (x86ANUUCWFailover Age "

| X  Cancel

12.6. Check Failover Agent Status

After the Failover Agent starts, its status can be checked by its icon in the notification area.

g s m g s
28 R1C)
4 A
Customize. ., Customize,..
o 57 PM = 7:57FM
ARG gy, M |A[|:5[Er(|>:a sz
Failover Agent’s service is disabled. The Failover Agent’s service is enabled.

icon has a red cross on it.

12.7. View Version Information

Knowing the version of your Failover Agent is helpful when you contact for support. To know your Failover

Agent version info:
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1. Right-click on the Failover Agent icon in the notification area. A Menu will open.

2. From the menu that opens, select About.

Open Failover Agent

Disable
Exit
About

A small dialog will opens showing the exact version of your Failover Agent.

12.8. General Settings
Failover Agent features a General tabbed page to set the preference using Failover Agent.

To access General tabbed page:
Open Failover Agent as described in 12.4. Open Failover Agent. Failover Agent will open.

e

General |Server|

—Starup —otorage
v Auto Start Up Location 4 & 4 &
¥ Auto Login D\
G
—Password F

Old Passwaord
I [ Enable Disk Load Balance

Mew Passwaord I

Password Confirm I Automatic Recycle:

 Recycle when disk space is
~LogFile less than 10 o

v Save Log ¢~ Only keep video for | 7 days

C:\Program Files (x86ANUUCWFailover Age "

Make the settings that meet your need by referencing the following:

12.8.1. Startup

Startup group box sets how Failover Agent acts when it starts.

Startup
¥ Auto Start Up

¥ Auto Login
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Settings Description Default

Auto Startup Sets Failover Agent to auto-start when the failover server re-starts up Selected
after accidental shutdown. (Enabled)

Auto Login Sets Failover Agent to auto-login to enable failover service when it Selected
starts. (Enabled)

Click OK button to apply the change and quit setting; or click Cancel button to quit setting without saving

the change.

12.8.2. Password

Failover Agent features a password authorization to control whether to enable failover service. Users are
requested to set up such password when they installed Failover Agent. If such password should need to
change later, it should be changed here in this Password group box.

—Password

Old Password

Mew Password

Passwaord Canfirm

Featured settings are:

Settings

Description Default

Old Password

Enters the old password. --

New Password

Assigns the new password. -

Password Confirm

Enters the new password again. --

Click OK button to apply the change and quit setting; or click Cancel button to quit setting without saving

the change.

Note: Admin only between Mainconsole and Failover server. Failover operation use ID: Admin only

Note: We recommend if users renew user account, please connect OnGuard to Failover Agent and

utes user information again.

12.8.3. Log File

Failover Agent supports recording its operation history into a log file for necessary data analysis. The log file is

created in .txt format

To access log file setti

with “Failover Agent” for the filename.

ng:

Laog File
[+ Save Log

CiProgram Files (x860NUUOFailover Age . "
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Setting Description Default
Save Log Enables recording Failover Selected
Agent’s operation history to alog | (Enabled)
file.
Field Sets where to save the log file. The storage where Failover
Agent is installed to

The log file is created in .txt format. Take a closer observation of such log file:

_| FailoverAgent - Notepad
File Edit Format View Help
|[[2012-08-06 14:44:49] [INFO] |Failover Agent Start
[2012-08-06 14:45:32] [INnFO] ﬂt‘iﬂgs
[2012-08-06 14:45:57] [INFO] Failover agent Start
[2012-08-06 14:46:06] [INFO] Failover agent Update Settings
[2012-08-06 14:46:11] [INFO] Failover Agent Update settings
[2012-08-06 14:46:20] [TNFO]
[2012-08-06 14:46:24] [INFO] o Syepe = Q
[2012-08-06 14:46:56] [INFO] Rur‘l Fa'l'lover‘ 192. 168 2 114 192 168.2.114
[2012-08-06 14:47:35] [INFO] Stop Failover 192.168,2.114 192,168,2.114
[2012-08-06 14:48:38] [INFO] P2
[2012-08-06 14:49:12] [INnFO] Teove o . .
[2012-08-06 14:50:10] [INFO] Fa1 over Agent Update Sett1ngs
[2012-08-06 14:50:10] [INFO] Run Failover 192.168.2.114 192.168.2.114
[2012-08-06 14:50:15] [INFO] Stop Failover 192.168.2.114 192.168.2.114
[2012-08-06 14:51:24] [INFO] Run Failover 192.168.2.114 192.168.2.114
[2012-08-06 14:55:59] [INFO] Failover agent Update Settings
[2012-08-06 14:57:31] [INFO] Failover Agent Update Settings
[2012-08-06 14:58:15] [INFO] stop Fa‘i'lover‘ 192 168.2. 114 192 168.2.114
[2012-08-06 14:58:23] [INFO] 2 o a_Se
[2012-08-06 14:58:26] [INFO] Fa11over Agent Update SEtt1n95
[2012-08-06 14:59:31] [INFO] = g 4
| [2012-08-06 15:00:16] [INFO] Faﬂover Agent Update Sett1ngs
[2012-08-06 15:00:24] [INFO] Failover Agent Update Settings
[2012-08-06 15:00:29] [INFO] Failover agent Update Settings
[2012-08-06 15:01:03] [INFO] Failover agent Update Settings

@ railover Agent launches.

©

One or more changes are written to Failover Agent settings.

€ Failover service is performed. The failover server takes over the recording server named “192.168.2.114”
at IP address 192.168.2.114.

@) railover service stops. The failover server stops taking over the original recording server named
“192.168.2.114” at 192.168.2.114 and returns the recording work to it.

12.8.4. Storage
Storage group box assigns the storage to store the recorded videos and manages storage-related settings.
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—Storage

Laocation Ca & 4 #
ey
G
FA

[T Enable Disk Load Balance

Featured settings are:

Settings Description Default
Location Adds new storage. --

(] Deletes the selected storage. --

(] Raises the selected storage to higher priority. --

n Brings the selected storage to lower priority. --
Enable Disk Load Evenly distributes recording to multiple drives, Deselected
Balance which will increase system efficiency. (Disabled)

Note: Keep video in failover server, not collect back to recording server.

12.8.5. Automatic Recycle
Automatic Recycle group box encloses the settings to delete the out-dated data to save storage space.
Featured settings are:

Automatic Recycle:

i+ Recycle when disk space is
less than 10 b

i~ Only keep video for I.? days

Settings Element Description Default
Recycle when disk Radio Enables the system to recycle. Selected
space is less than button (Enabled)
Field Sets the lowest remaining disk 10%
space for the system to start to
recycle.
Only keep video for | Radio Enables the system to delete Deselected
button older videos. (Disabled)
Field Assigns a number of days to 7 (by unit of
keep the recorded videos. day)

12.9. Server Settings
To access the server settings:

1. Open Failover Agent as described in 12.4. Open Failover Agent. Failover Agent will open showing
General tabbed page.

2. Click Server tab. Server tabbed page will open.
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2l
General | Server |
it @-191.168.1.114 (192.168.2.114) - 1
Server Name: | 192.168.2 114
Address: [ 192.168.2.114
Port | 5220
Uiser Name: | admin
Password [+
Priority: [1
Tesl Senver [
Add | Delete | Update | * Priarity 1 for the highest priority
J’ oK X Ccancel

Make the settings that meet your need by referencing the following:

Note: Support up to 8 Mainconsole servers to 1 Failover server and recommend to use 3 Mainconsole servers
to 1 Failover server.

12.9.1. Set up A Server
To set up the regular recording server to take over when necessary:
—Senver Setting

Server Name: |192.153.2.115

Address: |192.153.2.115

Port: | 5220

Lser Mame: Iadmin

Password: | A

Priority: | z

Test Server ‘

Add ‘ Delete‘ Update‘

1. In Server Name, Address and Port fields, enter the name, address and port number of the regular
recording server to take over.

2. InUser Name and Password fields, enter the user name and password to log in the regular recording
server to take over.

3. In Priority field, enter the number (1-8) of the recording server priority. Priority 1 for the highest priority.
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4. Press Test Server button to check if the server is available.

5. Press Add button to apply the setup. The recording server will be added to the server

Note: Share same port (NUSP/NUPP) and support LAN only.
12.9.2. Change Server Setting

To make any change to an existing server setting:

#5102.168.2.115 (192.168.2.115) - 5

1. Onthe server list, select the server to change.

2. Make change to the setting as described in 12.8.1. Setup.

3. Press Ute button to apply the change.

Note: In this status, OnGuard and Failover Agent need to connect again to get Mainconsole server
information.

12.9.3. Delete A Recording Server

To remove a server:

1. On the server list, select the server to delete.

2. Press Delete button to remove the selected server.

12.9.4. Server List

1. OnGuard have linked to Failover Agent but not connected yet.
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192.168.2.114 (192.168.2.114) - 1

2. OnGuard connects to Failover Agent

I_Elﬂ.iﬂ.l.ll'l (192.168.2.114) - 1 |

3. Failover Agent disconnect with Mainconsole

|
L%lﬂliﬂ.u“ (192.168.2,114) - 1 I
192.168,1.196 (192.168.1,196) - 1
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4. Failover Agent is taking over Mainconosole now

Note: Failover Agent not support Web client, MSAD and DDNS.

12.10 Remote Live viewer and Remote playback

12.10.1Remote Live viewer
Display a complete list of the server(s), group(s) and camera(s) that are added to the system.
Server View: Cameras are listed according to recording server.
And pop up message with Failover is running.
Server View

1 152,168.2.114
| B Lovelnoe FCS-1060 (197

6 Failover I3 nanming.
IE1S 1aking ower recording server 182.168.2.114

]

™ lunderstand now. Dent show me this message aoaln

Note: Failover agent needs to connect remote live viewer or playback first then Failover agent will
automatically connect to live viewer/playback and get failover recording.

Note: For Failover agent recording, user still login original Mainconsole server and will automatically transfer to
Failover agent.
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12.10.2 Remote Playback

Go to Date/Time Panel and click on the C{:]F icon on the top of the display window to access the Remote
Playback Site

G #2QE 00

Local Machine

Remote Server 1 (192,168.1.51)
Remote Server 2 (192,168,1,52)

13 14 15 16 17 13 19
200 21 22 23 24 25 26
EFege 33 1=
i 45 86 7 8 9

Video records are displayed as a thin line on the time table. Check Show Recording Schedule to show the

defined period for scheduled recording. It is shown as a thick line in light blue color for Failover recording
mode.

= o] 17
_ﬁCametal e mm—— o —
Hcamera 2 wn emmm—— . &
Bicamea = =
B camera 4 e e— s = ——
_ECameraE = 5 —— | —
Bcamera s _ = e — = e
:/-' J /+.L|

Record Always Record on Motion
= Boosting Record Record on Event
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13. OnGuard

Status

Type Description
Failaver Agent 192.168.1.111 Connected

—Senice
¥ Save Log CAProgram Files (x86\NUUASCEB_IP

— Failover Agent Senvice

Senver Status: Running

Port: IEEED

OnGuard is the software watchdog attached to Main Console to watch over Main Console’s service on a
regular recording server. OnGuard starts when Main Console launches and stops when Main Console quits.
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13.1. Using OnGuard

Once the Main Console (the regular recording server) stops responding, OnGuard will prompt to restart the
recording server by showing a dialog. Click OK to confirm to restart or click Cancel to quit Main Console for
later manual restart.

P N
Restart Main Conscle ﬁ

System encountered a problem and will restartin 18
seconds. For recovery process press OK to restart
immediately under current settings, or press Cancel
to shutdown for manual restart.

Note the failover server (Failover Agent) won’t take over the recording server (Main Console) unless the
recording server stops responding for 5 times within one hour.

13.2. Open OnGuard

To see OnGuard on screen, minimize Main Console by click @ button at the lower-left on Main Console
screen. If OnGuard is minimized and therefore isn’t viewable, open it by taking the following action:

E

2. From the menu that opens, select Open OnGuard.
Open OnGuard
Exit
About

1. Right-click on its icon in the notification area. A menu will open.

OnGuard then opens.
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OnGuard opens.

Status

Type Description
Failover Agent 192.168.1.111 Connected

—Senice
v Save Log CAProgram Files (x86 \NULUWSCEB_IP

—Failover Agent Senvice

Senver Status: Running

Part: 220

13.3. Quit OnGuard
If it is necessary to exit OnGuard, take the following action:

F

1. Right-click onitsicon in the notification area. A menu will open.

2. From the menu that opens, select Exit.

Open OnGuard
Exit
About

OnGuard then quits.
13.4. Version Information

Knowing the version of your OnGuard is helpful when you contact for support. To know your OnGuard version
info:

€

1. Right-click on the OnGuard icon in the notification area. A Menu will open.

2. From the menu that opens, select About.

Open OnGuard
Exit
About

A small dialog will opens showing the exact version of your Failover Agent.

13.5. Check Connection Status

To check OnGuard’s connection status with the remote Failover Agent:
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1. Open OnGuard as described in 13.2. Open OnGuard. OnGuard will open onscreen.

2. Check the connection status in the Status box.

Status

Type Description
Failover Agent 192.168.1.111 Connected

—3enice

¥ Save Log C\Program Files (x86 \WUUMSCB_IP

—Failover Agent Senvice

Senver Status: Running

Port: IEEED

The information provided are:

Element Description
Type Type of the service connected to, which is Failover Agent.
IP Delivers the IP address of the Failover Agent connected to.

Description Delivers the connection status with the Failover Agent.

13.6. Log File

OnGuard supports recording its operation history into a log file for necessary data analysis.

To configure file log setting:

1. Open OnGuard as described in 13.2. Open OnGuard. OnGuard will open onscreen.

2. Find the Service box.

3. Select Save Log to enable log file and browse for a desire folder to save the log file; or deselect Save Log
if log file isn’t needed.
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Status

Type Description
Failover Agent 192.168.1.111 Connected

—Senvice
v Save Log CAProgram Files (x86 \NULICNSCB_IP

—Failover Agent Senvice

Senver Status: Running

Port: IEEED

The log file is created in .txt format with the filename “OnGuard”. The log file helps users to know the exact
time when the recording server stops responding.

Take a closer observation of such log file:
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epad i
.
File Edit Format

2012-07-05 14:47:38] oncGuard Star‘t‘Q
2012-07-05 14:47:38] oncuard Servi Runa
oncuard Exit

2012-07-05 16:23:03
2012-07-05 16:23:31] onGuard start
2012-07-05 16:23:31] oncuard Service Run
2012-07-05 16:25:16] onGuard ExXit
2012-07-05 16:25:29] oncuard start
2012-07-05 16:25:29] oncuard Sservice Run
2012-07-05 17:21:26] oncuard ExXit
2012-07-05 17:21:33] onGuard start
2012-07-05 17:21:33] oncGuard Service Run
2012-07-05 17:35:56] onGuard Exit
2012-07-05 17:36:07] onGuard start
2012-07-05 17:36:07] oncuard Service Run
2012-07-05 17:54:21] onGuard ExXit
2012-07-05 17:54:51] oncuard start
2012-07-05 17:54:51] onGuard Service Run
2012-07-05 18:28:51] oncuard ExXit
2012-07-05 18:37:48] onGuard start
2012-07-05 18:37:49] oncuard Service Run
2012-07-05 18:54:12] MainConsole Exit
2012-07-05 18:54:12] MainConsole star
2012-07-05 18:54:21] oncuard Exit [4)
2012-07-05 18:57:28] onGuard start
2012-07-05 18:57:28] oncuard Service Run
2012-07-05 18:57:40] Failover Agent Test 192.168.1.111 1is connected
2012-07-05 18:57:41] Failover agent Test 192.168.1.111 1is disconnec
2012-07-05 18:57:41] Failover aAgent 192.168.1.111 1is connected 6
2012-07-05 18:58:13] MainConsole Exit
2012-07-05 18:58:13] MainConsole start
2012-07-05 18:59:13] MainConsole Exit
2012-07-05 18:59:13] mMmainconsole start
2012-07-05 18:59:15] Failover Agent 192.168.1.111 is disconnected
2012-07-05 18:59:16] onGuard ExXit
2012-07-05 19:14:33] onGuard start
oncuard service Run

2012-07-05 19:14:33

2012-07-05 19:14:52] Failover agent 192.168.1.111 1is connected
2012-07-06 10:40:08] Failover Agent 192.168.1.111 is disconnected
oncuard Exit

2012-07-06 10:40:11

= — =

@ oOnGuard Starts.

®

OnGuard’s Failover Agent service starts. See 13.7. Failover Agent Service to know how to start it.
€ WMain Console quits.

Note: Main Console abnormal quit then will log.
@) Main Console launches.

© OnGuard becomes connected with the remote Failover Agent. The connection is initiated by the
Failover Agent.

(® OnGuard is disconnected from the remote Failover Agent.

13.7. Failover Agent Service
The Failover Agent Service box delivers the status of OnGuard’s Failover Agent service. This box also features
a setting to manage the port number of the Failover Agent.
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Status

Type Description
Failover Agent 192.168.1.111 Connected

Senvice
v Save Log CAPragram Files (x86WNULICASCB_IP

Failover Agent Semnvice

Senver Status: Running

Part: 220

Featured settings are:

Element Description Default

Server Status label This label delivers the status of OnGuard’s --
service for the Failover Agent. When the
service is running it shows “Running”;
otherwise it shows “Stopped”.

Start button Press this button to start OnGuard’s Failover --
Agent service.

Stop button Press this button to stop OnGuard’s Failover | --
Agent service.

Port setting Sets the port number of the remote failover 5220 (Note)
server (Failover Agent) for communication.

Note: 5220 is the default port number which the recording server and failover server communicate with each
other. The failover server relies on this port to gets the configuration of the recording server taken over.

Note: Remote Live viewer and Playback will not take

- 153 -



The Intelligent Surveillance Solution

13.8. Failover Agent and OnGuard Scenario

NVR/DVR/Hybrid NDVR System

Scenario

OnGuard mechanism

Failover Agent mechanism

After manually restart
Mainconsole

Generate dump file

Auto recover and
Mainconsole
automaticlly login

When Mainconsole
generate 5th dump file
within one hour, Failover
Agent will start to take over
Mainconsole

Same with the setting
before restart

Electricity off line

Restart and with startup
setting

Failover Agent starts to
take over Mainconsole

Same with startup
setting

Network connection lost

Failover Agent starts to
take over Mainconsole

OS with close AP
message

Auto recover and
Mainconsole
automaticlly login

When Mainconsole 5th
close within one hour,
Failover Agent will start to
take over Mainconsole

Same with the setting
before restart

Virtual memory exceed
limitation

Auto recover and
Mainconsole
automaticlly login

When Mainconsole 5th
virtual memory exceed
limitation within one houir,
Failover Agent will start to
take over Mainconsole

Same with the setting
before restart

Process delete

Auto recover and
Mainconsole
automaticlly login

When Mainconsole 5t
process cancel within one
hour, Failover Agent will
start to take over
Mainconsole

Same with the setting
before restart

BSOD

Restart and with startup
setting

Failover Agent start to take
over Mainconsole

Same with startup
setting

Process hang over 15
minutes

Auto recover and
Mainconsole
automaticlly login

When Mainconsole 5th
process hang over 15
minutes within two hours,
Failover Agent will start to
take over Mainconsole

Same with the setting
before restart

Appendix A - Smart Phone Client

See the sections below to find how to install and execute SP Client.

Note:

1. Smart Phone Client is navigation of operation, user can only control client with phone buttons.
2. The resolution SP Client is limited in 240*320 (QVGA).
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1.1 Install Smart Phone Client

Step 1: Connect mobile device to the PC.
Step 2: Insert the installation CD and click on Smart Phone Client Installation to install application in device.

Step 3: Check the client application is installed completely in the mobile device.

successfully installed on ur
device.

If you need more storage space,
you can remove installed
programs.

p.2.174) CAML1 o

Setting
1.2 Execute Smart Phone Client LS ACCOLIE SSHS

License Manager
SavefLoad Configuration 3

1.2.1 Main Console setting oG peplcaten
pplication
Log Wiewer

Backup

Step 1: Go to Config and select Network Service

Metwark Service

Network Service

About MainConsole...

‘.@. o _h?;!_A_ .A.h

Step 2: Select “Live Streaming”, and then click “Start”.
Note: The “Port” selected here will be the same with the one in Smart Phone.

Network Service - 192 168 4 31 7 192.168.1 54 X}

- Main | Black /white List | Performance |

!
Live Client Count 0 Kill Al
Streaming

lee Streamlng = State P Carnera Bitrate (Kbps)
=
Remote
Playback
aGRR i
Service Server Status: Stopped ‘
E - Options
Remote - [s150 Default Port
Desktop Maxitum Conhections 8
¥ Use Default Wb Server
Central Port &t
Managamant ¥ Save Log LiveServer.log
[¥ Enable Audia
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1.2.2 Execute and Login

Step 1: Make sure your Smart Phone device is connected to network, and then go to Start - Programs - Smart
Phone Client to execute application.

:'. l Programs - o 704 X

& P
Download  Excel Mobile File Explorer
Agent -
Uo@m @
Notes R PMictures 8
Videos
~ LI
Pocket MSN  PowerPoint Search
Maobile
=
[#]
Tasks Terminal  Word Mobile [—
SEFViC... [

Step 2: Insert Address, Port, Name and Password of the server and click on to login.

1.3 Smart Phone Client Overview

There are 3 main pages of Client application: Monitor Preview, I/0 Control and System Info. Switch between
these buttons to adjust overall configuration.

»

Log out

Live View

System Info

I/0O control

1.3.1 Live View
Camera List Live Video Display

H # | MobileLive¥iewer JF #(< 12:01 (X ; - |MuhileLive'|riewer oF g 12:57 [X

o i e W B B 5

Camera List: Display Live Video Back to Camera List
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Displays all “snapshots” of channels connected to server as camera list. Click on indicated snapshot to get

the channel information, and then click on -!—to display live video.
Note: The Screen Division and Refresh option could help to quick find the channel.

Live Video Display:

Live View panel could display “live video”, control PTZ, and snapshot. Click . to go back camera list.
PTZ Control: Click on PT Control Panel and Zoom Out/In to control physical PTZ camera or adjust digital
PTZ under digital PTZ mode.

Note: To switch between “Digital PTZ” and “Physical PTZ”, simply click on - button.

Zoom Out/In ___ PT Control

Presetl3

L=

bbtb v -

Snapshot: Click . to take the snapshot and save it to default folder.

Full Screen: Click . to toggle to the “Full Screen Mode”, right click on screen to obtain the PT control
panel and disable full screen display.

Disable Full Screen

Enable Audio: Click - to enable the audio of current channel.

1.3.2 I/0 Control
Select “I/O Control” button to monitor status of DI/DO devices, and control DO devices.

DI/DO Status

1/0O Control
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I/0 Device list:
Select and monitor the device connected with Server.
DI/DO status:

Monitor the DI/DO status synchronized with Server, and then click Output button to trigger the DO action.

== Gray icon indicates the normal status of DI/DO devices.
Red icon indicates the alarm status of DI/DO devices.
E Green icon indicates the synchronization process.
1.3.3 System Info

Display the server and client information. Server information includes address, post, and version. Client
information includes login user, count of camera and I/O device with access authority and version.
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Appendix B — IPhone Browser

Live Streaming service can handle requests from iPhone’s Safari browser. This section will guide you how to
use this feature with iPhone devices.

_ . ) 2.174) CAMLo prgr— '
1.1 Configuration from Main Console server : .
lser Account Setting

License Manager
SavefLoad Configuration r

Step 1: Go to “Config” and select “Network Service”

i Counting Application
POS 2pplication

Log YWiewer

Backup

Network Service

MNetwork Service:

Start  Playback Schedule  Guard About MainConsole. ..

Step 2: Select “Live Streaming”, and then click “Start”.

Note: The “Port” selected here will be the same as the web live view and web playback.

. . Metwork Service - 192.168.4 31 / 192.168.1 54 =]
Live Streaming
Main | Black /White List | Performance |
Streaming
State | I Camera Bitrate (Kbps)
Remote
Playback
e i ||| Start
Service Server Status: Stopped Start j ‘
N
A ~options
Remote Port 5150
Desktop Maximum Cannections: 18
[¥ Use Defaultieh Server
Port
Central Port 81
Management IV Save Log LiveServer.log
[¥ Enable Audio

1.2 Connect to Main Console server

Step 1: Make sure the |-phone is connected to the internet. Open Safari browser and enter the IP address or
DDNS “name” of the server followed by the connecting port.

Example: http://192.168.1.16:8080/ iPod = T43:18 =

Note: 192.168.1.16 is the IP address of the server. [ vanoor ]

8080 is the port specified in “Use Default Web Server” in Network
Service.
Step 2: Enter user name and password to login Main Console Server,
select camera to view live video.

1.3 Live Display
To view live video, select camera from list, use touch panel to zoom in
the video.

To switch video, please click a

camera to view the video.
1.4 PTZ Control .
With cameras that support PTZ function, the PTZ panel will show as picture. EJLJLJ_‘J
User can control camera to pan, tile and zoom in/zoom out manually, or
move to pre-set location by select PTZ preset point from drop down list.

to back to list and select another
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Appendix C - Remote Desktop Tool

How to install Remote Desktop Tool

Step 1: Insert the Installation CD.
Step 2: Go to Remote Desktop Viewer directly and Run Setup.exe file.

How to Start Remote Desktop Tool

Step 1: Start - All Programs - Remote Desktop Viewer - Remote Desktop Viewer.

Step 2: Enter address, Port, Password of server. Enable the option to use 8 bits color level to show steadier
screen.

Step 3: Click OK to Start Remote Desktop.

% Remote Desktop Viewer H
Server: | j
Port: |514U Default |
Fassword: I

[+ Use 2 hits color level

Cancel |
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Appendix D - IP Bridge
How to activate IP Bridge
Stepl. Activate the IP+ Bridge license in IP Bridge Server.

Step2. Activate the IP+ license in IP Bridge Server.

Note:1 IP+ license must be added on Mainconsole server first.

FAu M t Tool - v |
m Icense Vianagement 100 . il Iﬂ
Activate lTransfer] :
1 SM Channel Product Status
1 NUUO TP+ Activated
4 NUUO TP+ Activated
0 NUUO IP+ Bridge  Activated
Activate type
f* Online activation:
+ Input SM: |
" Import SN file:
1 9

.

Step3. Go to Mainconsole server, and Click "General Setting" button then select "Network Service".

Setting 4
B2 License Manager

Save/Load Configuration »

Video Analytics »

@& Metadata Application
@ Metadata Search
Bl Log Viewer

B Backup

cen

Help

About Main Console...

€ lala)
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Step4. Select "Live Streaming" page, setup the "Port"(default live streaming port is 5150), and click "Start"
button to enable Live Streaming Service.

Main | Black (\White List | Performance
Lve CHiem Count 0 Kill KA
Stréanming -
- Stale ® Camera Butrate (Kbps)
Refmote
Payback
Izl
3GPP Sanica :
Senace Sarver Status: Slopped [ Stert —
- - Step 4
o =
Remote Port 150 | Defaunt
L- Madmum Conneclions: 128
@ W Use Defaull Wab Server
Central Port &0
& 13
el g ¥ Savelog [LveServetiog 3
.I W Enable Audio
Push
Notification
' DK | X Cancel |

Step5. Back to IP Bridge Server, Click "General Setting" button then select General Setting - Setting->System
Setting".

] st seteng emng

2 User Account Setting Bz License Manager
% Auto Backup Setting Save/Load Configuration »

Video Analytics »
@& Metadata Application
@ Metadata Search
B Log Viewer
8 Backup

Network Service

Help
About Main Consale...

A)

Step6. Go to "Camera" page, then click "Insert" button.
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General Camera | 0 Device | PTZ Config | Htiine | Ac

5 Search

e Delete | 4 Confie

¥ & CAMOT Parkl

[l 45 cAMO2 Roadl

[#] I& CAMO3 fake_video
{5 CAMO4 Reception
[w] &5 CAMDS Tradeshows

NVR/DVR/Hybrid NDVR System

Step7. Keyin the "Name, IP Address, Port, Username and Password", Device Vendor select "IP Bridge", model
select "IP bridge".

Step8. Select which Main Server's channel you want add in to IP Bridge Server.

IP Address

: MainServer's IP Address

Port : MainServer's Live Streaming Port (default 5150)

Username

admin

Password : MainServer's admin account password.

IP Camera / Video Server Setting

Metwork

Name:

IP Address

Port:

User Mame:

Password

Protocol:

- 152
[
——

' HTTR

192 1688 . 1

& TCP ¢ UDP

[~ DNS

~ Devics

Vendor.
Camera Model:

Video Channel

Camera 01~08 Vl

|IP bridge -
IP bridge -
VM1 F2 V3 M
Vs Fe6 W7 W

Auto Detect

s

8 VoAl

Camera 01~08

Camera 41~48
Camera 49~56
Camera 57~64

£G4 MIPEG

[v ok | [x cancel |

Step9. Select the Camera is from Main Server, you may click "Camera Settings" button, to select which
Streaming Profile you wants to received from Main Server.
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— Setting —Miscellaneous
IChElrljf ¥ Enable
Camera Settings u
—Video
[ Camera Settings l
Streaming Profile: | Original j
Video Parameter
[ Lens Setting l pugio E;Lmal i
[ Stream Profile l Minimum
— =l

Stepl10. Back to "Setting" and click Ok to save the settings.

1 @; Setting u

General Camera |10 Device | PTZ Config | Hotline | Address Book | Monitor Display | Joystick |

i Search i Insert g Delete | [#4 Corfig ELLZ)

45 CAMO1 Coutning
5 CAMDZ2 Mainconsole

—Setting —Miscellaneous
|v Enable

[~ Date |2013m1r29 hd
[~ Time |PM05:25 ] -

] [¥ Camera Mumber

IMainconsoIe

I Camera Settings
e S I°3 C.arnera Name
l Lens Setting ] mEEr
| Stream Prafile | | Font ] ApplyAl ]

v ok | Ix Cancell

Stepll. After above steps, you can see the Main Server's video in IP Bridge Server now
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