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Chapter 1 Installation for software

Important Note: Please notice that the video card driver must support the hardware speedup function. NVIDIA GeForce
6200/6600/7400/8600/9500/9600 series etc, ATI Radeon 7000/7200/7500/8500 /9000/9200 /9500/9600 series have already
been tested.

Double click Setup.exe, will pop up the installation confirmation dialogue box as below:

Network Yideo Monitor System Setup

Metwork Yideo Monitor Spstem Setup

The InstallShield? Wizard will install Mebwork Video Monitor
Systern an wour computer, To continue, click Mest.

Cancel

Click “NEXT”, will pop up the dialogue box. Select installation location, the system default path is “C:\Program
Files\NVMS”, click “Browse” to select installation path.

Network Yideo Monitor System Setup

Metwork Yideo Monitor System Setup

Setup will install Metwork. Yideo Maonitor System in the following folder.

Tainstall ta this folder, click Mext. Toinstall to a different falder, click Browse and select
another folder.

Destination Folder

C:AProgram Files\MNWMS Browse...

¢ Back Cahcel

Click “Next”, a dialogue box will pop up.
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Network Yideo Monitor System Setup

Setup Status

Metwork Yideo Monitor System Setup iz performing the requested operations.

Installing:
C:\Program Files\MYMShibxml2.dIl

- o

Click “Finish”, the client-side software will be installed in default directory.

Network Yideo Monitor System Setup

Setup Complete

Setup has finished installing Metwork Video Monitor Spstem on
wour cornpuber.

Chapter 2 Setup parameter through software

2.1 Logging in and interface

After installation of software, click "
must be input for logging in.

Important Note: The default system super user and password are both "admin®. User name and password are
case-sensitive.

"icon on the desktop will pop up the dialogue box, the username and password
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Network Video Monitor System

d: T

Language: FTTIN

1P Protocol: JRERYE - |

LR 192.168.79.1

(o ~login—) (38 Cancel )]

Input the default user name and password, click ‘logging in’ button to enter the real time surveillance interface.
IP Address: client software used by the local IP address.

Note: Enter the user name and password three times wrong, The user name that is locked into the state, Before
unlocking the former will not be allowed to re-use, If you need to unlock the super-user must log on the client in the "System
Settings"-> "user" option in the "unlock" operation.

2.2 The real time surveillance and Interface introduced

Real-time video connections in two ways: one is a list of the region for the selection of equipment, double-click the left
mouse button in a specified sub-screen video to connect the device; and the other for the selection of equipment, the
equipment list click on the region below the interface of the "Play" button in the a specified sub-screen video to connect the
device.

IP Camera equipment can be displayed in two ways the region in the device list, IP Camera is usually within the LAN
network, it will automatically broadcast to the client, the device automatically appear in the list of the region; If users need to
manually add devices, please refer to "2.3.1 Equipment Maintenance" add a device manually.

Note: The supported IP cameras can only accept up to ten connections for video at the same time.
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| ] Device Manager | 1™ System Manager |

-l Device List

& 1P CAMI192.168.0,139
& TP CAM192.168.0.199
+o &5 TP CAM192.168,0.249
+ & 1P CAM192.168.0.250

- & TP CAMI92.168.0.251
G IP CAM192.168.0.252
@ 1P CAM192.168.10.133

& 1P CAM192.168.10.135

& 1P CAMI192.168.10.137
& IP CAM192.168.10.140
- &5 1P CAM192.168.10.141
+ i 1P CAM192.168.10.143

L&l TP Dome192.168.10.144
. & TP CAM192.168.10.146
i IP CAM192.168.10.149
+ &> IP Dome192.168.10.161

- & TP CAMI92.168.10.31
- &G TP CAM192.168.10.32

< &z DVS192,168.1046

- &z DVS192.168.10.49

<+ & TP CAM192.168.10.96

& 1P Dome192.168.10.162
Device List

[1PDome[192.68.10.244] & @

Full screen

Hide information

Sensor Configure

Video

Informationj] ] Zoom In
3 Zoom Out

Image partition

Note: Hover the mouse button 1 second, will automatically display the name of the button.
2.2.1 Interface functions

Equipment sensor configuration: Click the right mouse button on the live video channel, the sensor configuration menu
will be pop-up. The Brightness, saturation, sharpness, Image Mirror, Zone Exposure, AE/AGC, Day/Night and so on can be
configured. (Note: The different IP device model has the different sensor configuration.)

Note: When using some megapixels cameras the analog video output function of the camera will be effected during
configuration and setup functions. It is normal effect on the smoothness of real-time video displayed. We recommend closing
the analog video output function if it is not required to free up the resources of the IP camera CPU for better performance.

Screen digital zoom function: Click and drag the left mouse button on the live video channel, a green box will be showed
where the image is digital zooming automatically. You could to click the right mouse button on the live video channel to pop up
menu and choose the "restore panorama" to see the natural live video.

: Start/stop mutual-speak button, select the host IP in the list, click this button to start mutual-speak function, and

click again to stop.

: Voice setup button, available to setup Microphone volume, mute and microphone test..
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/" Voice Setting

Wil gl = Rrealiek ACST Audio T

Wolurme:

2 Play button, select the host IP in the list, click Play Button to connect images of the selected the host.

: Stop button, stop connection to the selected host.

&) camera button, click this button to save the current image in single/series mode. Select camera setup will pop up the

camera setup interface, see below:;
171 Snapshot Setting

@: Video quality button, after click, will pop up the image quality adjustment interface, see below. It's available to adjust bit

rate and quality value. It's low value, better quality for quality value.

Rate includes: CBR and VBR two options. CBR is a fixed rate, fixed rate can be manually input values; VBR variable bit
rate to be within the 1-9 choice of quality, quality, value is higher the more clear, VBR, the bit rate value for the limit, that limit
the maximum value of variable bit rate, such as the input rate of 1000, regardless of how much the value of quality, variable
bit-rate maximum value not exceeding 1000.

| Frame Interval: The interval between | frames is divided into three types 1/2/3 seconds, the screen for higher bit rate,
frame interval should be shortened. The smaller the more favorable frame interval when the playback re-positioning accuracy,
the more beneficial when the network jitter, the video resume, but the smaller the video stream frame interval the greater is
recommended to use the default value 2S.
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rg.__'__'_l Quality Adjustment

Stream:

IFrame Interval:
Resolution: o
Frame Rate: z

Bit Rate Type:

Bit Rateikbps): m (50-6000kE)

= Full screen button for Single video: when clicked, the selected video will be full screen.

: Hide Information button: when clicked, the selected information column of video will be hidden.

2. Volume on-off and adjustment button.

B PTZ 3D positioning: When you enable this function, you could use the left mouse button to click on video window and the
PTZ will be automatic pointed to the video central. Drag the left mouse button to designate a rectangular area from top to
bottom, the PTZ will be automatic pointed to the video central and zoomed in the video; the other hand, drag the left mouse
button to designate a rectangular area from bottom to top, the PTZ will be automatic pointed to the video central and zoomed
out the video.
B Manual record button: The record parameter in manual record is as same as the concentrate record. If the parameters in
concentrate record have not configured, the record parameters in manual record is used best resolution to record.

Note: The prompt information will be showed if the parameters in concentrate record don't is configured and record
service don't be started.

About the simple retrieve video playback of the document please refer to "2.5 playback" section.

. Audio on-off button, this button will be active while connecting to images, it is available to control audio on-off button.
EE8l: Recording indicator, the indicator will become red while recording is going on.

! . Screen division setup button, from left to right: single, quarter, eight, nine, sixteen,
thirty-six, full screen and hide information. Click ESC button to quit while it is full screen. Hide Information button: when clicked,
the information column of all videos will be hidden.

. Panftilt keyboard control buttons, available to execute the operation such as far and

near, focus, direction and preset location etc to panftilt. Please refer to the "PTZ" parameters in the "2.4.2.3 device hardware
configuration” section.

If you want to control the preset, track, scan and speed function of PTZ, please click @ the button, the windows Ul will be
appeared as follows:
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-

tar—Add ) (it Delete ) (_I#Apply )

2.2.2 Device group settings

Right-click on the "device list" and select "Add Camera Group", the new device group will be added, as follow:

Playback |,_:$,_i Alarm Manager |§| Devi(elmaga'l 1™ | System Manager | )| About |@ Help

e Addcamera group

TN TET T
- &z 1P CAM192.168.0.249
G IP CAM192.168.0.250
G IP CAM192.168.0.251

- & P CAM192.168.0252

| & IP CAM192.168.10.135
&z 1P CAM192.168.10.137
i@ 1P CAM192.168.10.140
! G IP CAM192.168.10.142
|- & IP CAM192.168.10,146
| & P CAM192.168.10.149
-z 1P Dome192.168.10.161
G IP CAM192.168.10.31
& IP CAM192.168.10.32

| - & DVS192.168.1046

|- &z DVS192.168.1049
G IP CAM192.168.10.95
& IP Dome192.168.10.162
& 1P Dome192.168.10,144
i . &z DVS192.168.1.120

Right-click on the new device group, the new camera group can be added, deleted and renamed operations. As follow:;

- [=7 Device List
(&2l New Camera Groug
i & IP CAM192.168.0.15
| & IP CAM192.168.0.1¢

Add camera group

Delete camera group

Rename camera group

You could click left mouse button to select the device and drag it on camera group.
2.2.3 Device cycle settings

Click the device cycle button into the cycle interface, as follow:
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e [ Cycle List

{30 0 S S

EGGE : Itis the start, pause, stop, previous screen and next screen button from left to right

EE@ : Itis the add group, delete group and configuration button from left to right.

Right-click on “Cycle list” and choose the “add cycle group” pop-up menu, a new cycle group will be added. As follow:

Add Cycle Group h

I

Right-click on the new cycle group, the pop-up menu will be showed the add cycle group, delete cycle group and cycle
configuration functions and so on. As follow:

—- k=] Cycle List

T e e rog

Delete Cycle Group

Rename Cycle Group

l Canfig Cycle Group S l

Start Cycle

Stop Cycle

Pause Cycle
Previous

MNext

-9-



Network Video Manager System

1 Cycle Configure

Display: _ Interval: _ Sec

[+ RS+ (RS -+ (S -+ (S -+ R+ (S -+ (S -+ (SR + [+ [ -+ (S5 + [ -+ R+ [+ [+ [+ [+ |

+]

Display: The screen display has the 1, 4, 8, 9, 16 and 36 channels. For example: when the screen display chooses the
NO.4, the each cycle screen will be showing the 4 channels.

Choose devices which have needed to cycle in device list, and click the = button, the selected devices will be moved

to cycle group.
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1%t Cycle Configure

Interval: _ Sec

= Wl Device List
W=
W=

For example as above, there are 5 screens in cycle group and interval time is 10 second. When cycle is starting, each
screen which had 4 channels has showing 10 seconds every time.

Right-click on the new screen, the pop-up menu will be showed the add screen, delete screen and rename screen. As
follow:

==l 1:New screen
[N Add screen

N Delete screen

[N Rename screen

Click the button to save the cycle configurations.

Right-click on the new screen, you could click the “start cycle” in pop-up menu and click - button on lower left

quarter to start the cycle.
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% Live Video | 5% Playback Alarm Manager | {’_i Device Manager | 1™ System Manager | A) SABout |@ Help

= Cycle List

-l W Delete Cycle Group

- (lE) 1:New sc
i 1P CE
i IR CE
=) IPC.![ Start Cycle [
e IPCE Stop Cycle
i Z:New s¢ Pause Cycle
o Pt Previous
o IPcE Next
- &= IP CAM192.168.10.135
- &= IP CAM192.168.10.137
3:New screen
- &> [P CAM192.168.10.140
&> IP CAM192.168.10.143
&= IP Dome192.168.10.144|
&> IP CAM192.168.10.146

Rename Cycle Group

Config Cycle Group

4:New screen
- &z IP CAM192.168.10.149
- &z IP Dome192.168.10.161
- &> [P CAM192.168.10.31
&> IP CAM192.168.10.32
5:New screen
1+ &= DV5192.168.10.46
&= DVS192.168.10.49
-|[El 6:New screen
& P CAM192.168.10.96

|3 10 &S B3 ES EF B

2.3 System Manager

. L .
Click the button to enter system setup interface as below:

= System Manager

& Defanlt Dlevice Users
@ Video Dizplay and Tra

&% PIZ Keyboard
Lana. English v

};g. Concentrate Record

}g& Privileges
Swystem Log
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2.3.1 Conventional option

Language: English -|

1. Client-side voice selection: English, Chinese, Russian, German, French, Japanese, Spanish and Portuguese.

2. Open to auto-startup: select YES to setup auto-startup.
3. Recording service auto-startup: select YES to setup auto-startup.

2.3.2 Default Device Users

User Name Password
admin
admin
admin
admin s
admin Preaees

xxxxxx

User Mame:

Password:

ST Y —r——
= st Delete—
p—————— g P

Add the username and password of devices, so the soft client could connect to camera and get the parameters

automatically.

2.3.3 Video display and transmission include:

Display Window Mode: _
Default Transfer Protocol: "

Video Stretch Mode
Image Format Autoadaptation
Use Time Stamp

Delay and smooth:

low delay high smooth

1. Screen division number: 1, 4, 8,9,16 and 32.

2. Default transmission protocol: TCP, UDP and RTP.
3. Video stretching mode: The real-time video images will fill the entire play window. Whether or not to open video

stretching mode, select YES to setup auto-startup.
4. Adaptive video resolution: The video resolution had adjusted by the size of the screen automatically.

5. According to the timestamp Play: scroll bar from left to right meaning low delay to high smooth video. The more Image

smooth the more time delay.
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2.3.4 PTZ keyboard

(bps)

(kit)

(hit )

This function may through PTZ the keyboard connection computer remote control IP speed dome.
Specific connection diagram is as follows:

The PC with software client (NVMS) RS-232C to

"= N\_  Rs485

—O® — a7

USB to Serial

We connect
the R5-485

cables

(+and -}
Network
w

l

_"'-\...\ )
- Ip dome

2.3.5 Communication port settings

Alarrn center parts EiNIE]

(A=l 30003

Communication Port Settings to set alarm center listen port, register service listen port and broadcast service listen port.
Alarm center to listen the default port 30004, Register services to listen the default port 30005, Broadcast service to listen the
default port 30003.

2.3.6 Device Search

Device search: According to configure the IP network segment and the port number, search for all IP devices in the
network segment. Different ports can search the same network segment devices.
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Eegin IF End IF

[ 19z.185.9.1 192 165. 9. 255
[]19z.185.9.1 192 165. 9. 255
[]192.1858.0.1 192, 168. 0. 255
[] 192.188.10.1 192, 165, 10. 255

- ) 0w |
o) CIC] Lah LIE
o ——

e S

Active Search: First configure the IP range; the soft client will take the initiative to search for Network devices within the IP
range.

2.3.7 Concentrate Record

2.3.7.1 Record Manager

Click the "Record Manager" into the record management interface, as follow:

b e

1D IP Address Device Name Camera Name Device Type

192.168.0.199 Cameral IP CAM
192.168.0.249 Cameral IP CAM
192.168.0.250 Cameral IP CAM
192.168.0.251 Cameral IP CAM
192.168.10.161 Cameral IP Dome
192,168.10.49 Channell DVs
192.168.10.49 Channel2 DVS
192.168.10.96 Cameral IP CAM

Add the record device. Click the button, and the pop-up window will be showed as follow:
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'EZEAdd Camera

e
| —

=
..‘-v
..‘-v
..‘-v
(e
(e
(e
(e
(e
(e
(e
(e
..‘-v
..‘-v
..‘-v

|+ SRR+ SRR+ [ERSE] -+ R -+ (SR - AR+ R -+ (AR -+ SR -+ SR+ (R -+ (AR -+ [+

+|

Configure parameters of the record rule and stream.
Disk group: The default is divided into 8 groups of disk group, the videos are recorded to a different disk group.

2.3.7.2 Store Configuration

Click the “Store Config” menu into the store configuration interface as follow:
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Dick Type Diczk Hame Group I Enable Flag Usabl

Harddisk Hb 1 Tes Uze a
Has Y4192, 168, 10, 248/ media 1 Tes Uze =

The store path is including the local path and NAS path.

Local path: Click the button, Pop-up Record Directory Add window, select the local hard disk type, as
shown below:

F’ Record Directory Add

“=8 Harddisk v

Directary:

Usable Space: (i

Click on the "Browse" button to eject the browse folder interface, select the video that you want to save the path after the
click OK.
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Browse for Folder W
= @ Deskbop ~
{E:j Iy Documents
=9

)]
age Local Disk (D:)
ag Local Disk (E:)
agw Local Disk (F:)
age Local Disk (G:)
g SERVER (H:)

G CZontrol Pans!

{3 Shared Dacuments

) walkOn's Documents L
- M Mebark Blaces M

[ Ok ][ Cancel ]

NAS path: Click the button, Pop-up Record Directory Add window, select the NAS disk type, as shown
below:

[.'r"" Record Directory Add

Set the correct IP address of the NAS, path, username and password, click the button.

Click button to save the store configuration and return the record manager interface, then click E button
to start the concentrate record.

2.3.8 Permissions settings
2.3.8.1 Permission group settings
Permissions group can add, delete and modify user rights group. User group permissions include: Live Video, Playback,

Alarm Manager, Device Manager and System Manager. System default permission group is "Administrators”, can not be
deleted.
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Group Name Description

Administrators Administrators

Fill in the required group name and description, and click OK:

Group Name Description

Administrators Administrators

Click new group permissions, and then in the distribution of the basic rights need to check before, click the "Save" button;
complete the group permissions to add.

When the need to remove or modify the permission group, only need to click delete or modify the permission group, click
the "delete" or "modify" button in accordance with the steps to complete the operation.
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2.3.8.2 User Settings

Users can add, delete and modify the user's user name and password. And can unlock the user has been locked. Only
super-administrator (default username is admin) can unlock locked users.

User Mame

Group

status

Description

Administr abors
Administrabars

niormal

adrmin

locked i@t que

LA 4 dministrators «

o [———
il @ qwel23

ame:
Group: |
d: .

Confirm:

Description:

Required to fill in the user name, password and description, select the Permissions group, and click OK:

User Name Group skatus Description
admin Administratars normal adrnin

123 Administrators locked liD#gquel 23
123456

Confirm:

ntion:

When the need to delete or modify users, simply click on the need to delete or modify the user after clicking the "Delete" or
"modify" button in accordance with the steps to complete the operation.
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2.3.9 System log

Select "System Log", in the query needed to enter query conditions, click on "Search" button; you can query the system

log:

SIENTNEEN 04/28/2010 16:46:5¢ = User Name:

Time

0472872010 16:46:44
0472872010 16:46:35
0472872010 16:46:34
047282010 15:29:01
04/28/2010 15:24:40
04/28/2010 15:24:24
04/28/2010 15:18:59
04/28/2010 14:06:55
04/28/2010 12:01:34
0472872010 12:01:34
0472872010 12:01:33
0472872010 12:01:33
0472872010 12:01:28

NAMS NN 173.01.70

Log Type: |

User Name Log Info

admin
admin
admin
admin
admin
admin
admin
admin
admin
admin
admin
admin

admin

P P o

Login System
Logout System
Stop Live Video
Start Live Video
Login System
Logout System
Set Device Param
Stop Reomte Record
Stop Live Video
Stop Live Video
Stop Live Video
Stop Live Video
Stop Live Video

Cbmur | tnom W dmm

4

Device IP

192.168.10.96
192.168.10.96

192.168.10.96

192.168.10.96

192,168.10.143
192,168.10.144
192,168.10.140
192,168.10.141
192.168.10.137

A0 180 1N 14N

System log types include five options: all types, real-time video, voice intercom, log on to the system and setting of

equipment parameters .

The query system log is the client local database log records.

2.4 Device maintenance

Click {‘i Device Manager

0 enter the interface;
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/- Device Manager

Cial requirement

Manufacturer I0:

Manufacturer hame:

-
-
-
-
-
-
-
-
-
-
-
-
-
)

b

!

IF CAM19Z. 16

Camera Count:

Alarm In Count:

Alarmn Out Coumt:

Serial Port Count:

088888 g

2.4.1 Device manager

Click devicebutton to enter the interface as shown in figure:

Device

ID Device Twvpe | IP Address . Port | Device Mame | Router Ma...  Router Addr
1 IPCAM 192.1658.0.161 30001
2 IPCAM 192,168,10,135 30001
3 IPCAM 192,165.0.162 30001
4 IP CAM 192.165.0,203 30001
5 IPCAM 192,1658,10,169 30001
& IPCAM 192,1658.0.210 0001
7 IPCAM 192.165.0.211 30001
8 IPCAM 192.1658.0.167 30001
9 IR CAM 192,168,10,137 30001
10 IP CAM 192,165.10.145 30001
11 IP CAM 192.165.10.147 30001
12 IPCAM 192,168,10,9

T2 ==s=z2=2=2

) 202.96.110.56
g Port:

Input information such as IP address and name, etc, click “add” button, then “save” button, the added host will be shown in
the host list of “real-time surveillance”, double click to connect the host.
If you need the router port mapping, you could choose "Enable router mapping". In the router address will be added the
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router's WAN address. The control mapping port and TCP A/V mapping port will be added the entrance port within the router
can be set up.

2.4.2 Device setup

Click the host in the SERESESREREE M rom the Device Setup interface, to connect the host to configure its

parameters. Include: device information, configure the device user name and password login, equipment hardware, alarm
configuration, local recording, CMS configuration, network services and restart the equipment.

2.4.2.1 Login Settings

IP Camera device registry settings to use the account and password. Account for the default "admin”, the default
password is "admin". Account number and password are case-sensitive.

2.4.2.2 Stream Setting

Carnera: Marne:
Streamn ID: Marne: m

Encode Type:
Resolution:
Frame Rate(fos):
I Frame Interval:
Bit Rate Type:

Bit Rate:

Quiality:

Each device can be configured for different video stream, each device can be configured with up to three different video
stream.

2.4.2.3 Equipment hardware configuration
E: Click the Refresh button to refresh the current page on the remote IP Camera equipment parameters.

E: Click Apply button to modify the current page has the parameters stored in the remote IP Camera equipment.

Device hardware configuration, including network parameters, the name of the camera system, date and time, infout
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microphone option, PTZ parameters, RS485 parameters and disk format.

IP Protocol:

Device Hardware

= =

EF‘“ G192, 168.10.96
EE Subnet Maske LI FITH]
i

- Default Gateway: | EPALTRTIFLY]

Preferred DNS Server: |HERETAIN]

Alternate DNS Server: [HERET RN

IP Protocol

GRGLIEEE192,168.10.96
Defauit Gateway: |HERLTRIRLY

Preferred DNS Server: [RESTTiRIN
Alcernate DNS Server: [RESTTiRIR

Can set the network IP camera address, subnet mask, gateway, DNS and other network parameters, If it is used in local
area network You are cautioned not to set up the internal LAN IP address and computer IP address conflict .If you want to
modify equipment IP protocol, the client must restart the selection of the corresponding IP protocol registry.

If you want to use the IPv6 protocol equipment, first in the IP protocol IPv6 protocol options to choose and modify the
network parameters, click on the "Apply" button.
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IP Protocal: |

GG R S e Hf:0:1101::96

Preferred DNS S

Alternate DNS S

Note: IPv6 addresses do not need to set the subnet mask.
2. Device Port

Control Pore: k1]
Q=R 30002

Control port: The default is 30001, including the parameters of reading and writing, PTZ control and so on through this port
to control;

TCP audio and video port: The default is 30002, for the TCP protocol under the audio and video transmission which needs
of the port number.

Http Port: Default is 80, for Web access to use the port number. If you change it to another port number, you need in the
address bar at the end add ": port number". For example, the equipment which IP is 192.168.10.96 and the Hittp port is
changed to “8080", you could enter the http://192.168.10.96:8080 in the IE browser's address bar to access the network
device through the Web.

3. ADSL network parameters

IF Protocal: |

1P &ddress:

Preferred DM

Alternate DN

When the user set "Network Service"->“PPPoE parameters’, after the success of dial-up equipment, Equipment's WAN
network IP address will appear in the page.
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4. Date and Time

[V = == R 109-11-02 11:28:09

2
2

[Tty T BN = 109-11-02 11:28:09 =0
st el FTTSTEVTREYORNEY |

Select the method to use for setting the time: one is to set the time according to the clock on your computer; another is to
manually enter the time and date.
5. Camera settings

Carmnera: |

Camera Mame:

wide

Camera Name: Options need to set up its camera, you can set the camera in both Chinese and English names. Name of
the success of the camera settings will be displayed in real-time monitoring--Device list.

Signal system: PAL or NTSC. Whether to modify the device's PAL/INTSC system is based on the device model support.
6. OSD settings

Camera: " Marne: L

Rezolution: High BitRate D1 -
Row: Calumn:
Row: Calurnn: _

Raw: Calurmn: _
Row: _ Column:
Time format: "
0w _ Calurmn: _

Respectively for different resolutions of network device to set OSD parameters, including: device name, channel number,
channel name, time and custom OSD. OSD settings will be held at the image on the overlay.

Under CIF and D1 resolution, the number of rows up to 12, the number of columns up to 22; Under QCIF resolution, the
number of rows up to 8, the number of columns up to 10.

Note that the maximum number of characters that can be displayed for all overlays (date, time and/or text) will vary
according to the characters used and the size of the image.
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7. Microphone settings

Microphone type: _

Wolurne:

In microphone: Equipment for IP Camera with built-in microphone near the camera.
Out microphone:IP Camera equipment to the Audio In interface panel by the external microphone access.
8. PTZ settings

PTZ Protocal: |
PTZ Address:
Serial Port: |

Baud Rate: |

Parity Verification: |

IP Camera equipment can be used in front-end to configure the device PTZ corresponding PTZ parameters. Including PTZ
Protocol, PTZ Address, Serial Port, Baud Rate, Data Bits, Stop Bits and Parity Verification.
9. RS485 Parameter setting

Serial Port: _

Options need to configure the serial number; you can configure the serial port name, baud rate, data bits, stop bits and
parity bit parameters.
10. Disk Format

SD cards can be formatted to operate on the remote device.
Note: SD card format is not allowed to read and write operations when.

2.4.2.4 Alarm configuration

Alarm configuration, including alarm I/O port configuration, Disk warning, I/O alarm linkage, and motion detection alarm.
27-



Network Video Manager System

&larm In: |

Alarm Configure

e

Alatrn Out: |

valid Signal: |

alarm Out Mode: |

Alarm forever)

JAlarm forever)

Alarm input: Select the alarm input configuration ID, the alarm can be configured in both Chinese and English entered the
name and the effective level. Effective level include: high and low two options. When you select high effective input port when
access to high level alarm that is triggered by alarm signals, When you select low effective input port when the alarm signal
that is triggered off high alert.

Alarm output: Select the alarm output configuration ID, the alarm output can be configured in both English and Chinese
names, the effective signal, alarm mode and alarm output timing parameters.

Effectively including closed and disconnects signals two options: Alarm output model, including switch-mode and
square-wave mode, When the choice of square-wave mode, can fill in the frequency of square-wave output, unit is Hertz.
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2. Disk Alert Configuration

Disk Alert configuration including: disk error alarm and disk full alarm. Disk alarm will be recorded in the alarm log.
3.1/ 0 alarm linkage configuration
Note: Before the opening of the record, we must first configure the “"Local Record"->"Record Policy" parameter.

Alarm 1/0: _ Mame: alarminnameSune

Out Channel:

Options need to configure the alarm I/O of the ID number, can be configured in the Alarm 1/O trigger the alarm when the
linkage. Including whether the alarm output and whether or not such as the opening of PTZ.
First of all, check "Enable 10 alarm ", and then click on the "Time Setting" set the I/O warning time of deployment:

I Schedule Time
Week:
Beqin Time: m End Time: m

Week Begin Time End Time

Sunday 0:00 24:00
Monday 0:00 24:00

Tuesday 0:00 24:00
Wednesday 0:00 24:00
Thursday 000 24:00
Friday 0:00 24:00
Saturday 0:00 2400

Check the need for deployment of the week, and set the beginning and ending days of deployment time, click the "Add"
button, click "OK" button.

-29-



Network Video Manager System

Select "Enable PTZ", Click "PTZ alarm settings" can be set to trigger alarms when the PTZ preset position and name.

-.f‘.‘?ﬁlarm PTZ Setting

Camera:

L ostert JICEETStop

e —— N ————_

4. Motion Detection Alarm Configuration interaction
Note: Before the opening of the record, we must first configure the "Local Record"->"Record Policy" parameter.

Mame:

Qut Channel:
il

Options need to configure the camera ID number, can be configured to detect movement of the camera to trigger the
alarm when the linkage. Including whether the alarm output and whether or not such as the opening of PTZ.

First of all, select "Enable Motion Detection", then click on the "Time Setting" set the camera to detect movement of the
deployment time,

I Schedule Time

Week:
Beqin Time: m End Time: m

Week Begin Time End Time

Sunday 0:00 24:00
Monday 0:00 24:00

Tuesday 0:00 24:00
Wednesday 0:00 24:00
Thursday 000 24:00
Friday 0:00 24:00
Saturday 0:00 2400
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Require the deployment of the week, and set the beginning and ending days of deployment time, click the "Add" button,
click "OK" button.
Click on "Detection of regional Configuration":

?;"(a'Mutiun Area Setting

Area Motion: Press and hold the left mouse button on the video in order to facilitate the sliding region configured to detect
regions, when the need to remove the detection region can click the right mouse button. The most mobile region can not
detect more than eight.

Area mask: Hold down the left mouse button within the region to add a mask area, when the need to remove the mask
area, you can click the right mouse button.

Note: The maximum number of areas is 8.

Select "Enable PTZ", click on the "Alarm PTZ settings" can be set to trigger alarms when the PTZ preset position and
name.

If".fﬁlarm PTZ Setting

Camera:
Operation Type:

Value:

ST — F
e LIEET PSS APy X

wor—— e rer—
\ [Tt PR ﬁm_

2.4.2.5 Local record

Local recording settings is the SD card and NAS video parameters.Once configured, the device can record video directly to an
SD card and NAS.
1. Record Policy
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Disk Group: 1 “w

Need to set up the camera to choose ID, you can set the camera to record the quality of SD cards, including: resolution,
frame rate, bit-stream parameters.

Schedule Record: Including 7X24-hour record and schedule record. When you select from time to time recording, click the
"set-up time",

I Schedule Time

Week:
Beqin Time: m End Time: m

Week Begin Time End Time

Sunday 0:00 24:00
Monday 0:00 24:00

Tuesday 0:00 24:00
Wednesday 0:00 24:00
Thursday 000 24:00
Friday 0:00 24:00
Saturday 0:00 2400

Select the week to record, and set recording beginning and end of the day time, click the "Add" button, click the "OK"
button,

Alarm record: fill in the Length of pre-recorded and Length recorded continued, Length of pre-recorded up to 30 seconds
max.

Note: Document recording the total length of time=Length of pre-recorded+ Event time length+ Length recorded continued,
For example, Set the length of pre-recorded for 10 seconds, Length recorded continued for 10 seconds, Trigger motion
detection for the duration of 5 seconds, While recording the total length =10+5+10=25 seconds.

-32-



Network Video Manager System

Days to keep video: Retain the largest number of days for 9999 days.
Stream: Recording selected video stream ID.
2. Record Directory

Dizk Type Dizk Wame Group ID Enable ... Uzable Space

S0 Card 301 1 Tes 7588
Has %4192 1858.1. .. 1 Tes Use 2ll space

i1 =+ = |
SN N ESN 2 N,

Fecord Direc

Set the device to the video directory, default including the SD card and NAS in two directories.
SD Card: Click on the SD card entry, click on the button "modify", you can format the SD card, the following figure:

P SD Card Motify

rectory: [

Usable Space: FELES M (D:Use all)

i

NAS: Click on the NAS entry, click on the button "modify", the following figure:
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7 NAS Path Motify

Confirm:

Group 10

Set the correct IP address of the NAS, path, username and password, Click enabled, you can record video directly to a
device on the NAS.

2.4.2.6 CMS Configure

CMS configuration includes alarm center, register center, FTP, and SMTP parameter settings.

IP Protocal:

Alarm Cer FREEE192.168.10.21
Alarm Cent =l e 30004

1. Alarm Center

IP Protocal; |

19192.168.10.21
Wi 30004
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Alarm Center: When a warning alarm triggered when uploaded to a designated alarm center.

Alarm Centre will pop up with an icon of a warning light in the in the lower right corner of the screen, cIick, the
alerts information pop-up window will be showing current alarm information, the alarm log can also be searched through Alarm
Manager.

ET,__ Alarm Info

Alarm Time Device IP Device Name Source ID  Source Na... Alarm Type

505;’04{2010 08:06:16 192.168.10.96 1 Disk Alarm

2. Register Center

1P Protocol: ITEETY) - |

NIEE192.168.10.212

Registration center: IP Camera device to set the address registration center to register.
3.FTP

+1192.168.10.248

B anonymous

) E—

Record files will be stored at the FTP server when this FTP function is enabled.
Note: when this FTP function is enabled, the record files will be not stored at the SD card.
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4. SMTP

SMTP ¢ A 192.168.123.102

SMTP Server Port:
Marme:
d:
nder E-mail Add
Recipient_E-mail_&d:
Recipient_E-rmail_Addre
Recipient_E-rmail
Recipient_E-rnail_&d
Recipient_E-rmail_&d
Mail Language: 1

Attachrment Image Qu:

After SMTP is enabled, when triggered by motion detection, alarm and | / O alarm will be automatically sent JPG pictures
and alarm information to the recipient's mailbox.

2.4.2.7 Network Services

IP Protocol: ||:| V4 M |

WEERER192.168.10.212
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1.NTP

IP Protocal: |p V4 vl

HHENIEE192.168.10.212

NTP: Network Time Protocol. Host can automatically adjust the clock of the computer and connect sync. Click "Apply"
button and then automatically adjust the time, In addition, 12 o'clock everyday, the automatic adjustment of service start.
2. PPPoE

PPPOE: Network Camera support agreement based on the PPPoE WAN access. Through the client software is set up
correctly PPPoE username and password, after every time you start Network Camera, PPPoE mode automatically establish a
network connection, after the success of the network camera to obtain the dynamic WAN IP address.

Description: Make sure that ADSL Modem has been opened. PPPoE parameters set for the first time, the need to restart
the equipment in order to establish a connection.

3. DDNS

3322 -]
Bl R ER e 51, 332 2,01

o EzzZzes

DDNS: Dynamic domain Name service: It is better to register a domain for avoiding input IP address, as IP address is
difficult to remember. It is necessary to get a PC with stable IP address in Internet, and domain name service software need to
be run on the PC.(The PC will be DDNS)

After connection to network through PPPoE successfully, it is available to get IP address of extensive area network, and
send name and IP address to DDNS. When client-side software visits network camera, need to find network camera name and
corresponding IP address, then send the address to client-side software; finally client-side software can build network
connection with network camera to get video images.

The DDNS support the 3322 and DynDns domain name
4. Upgrade

IP Protocol: |p V4 - |

Lipdate Server IPE T ER TR TR FA|
Update Period: _ Minute

You can be set to upgrade the server IP address and port number as well as parameters such as the upgrade cycle.
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Upgrade cycle: unit is minutes; the upgrade process for each time interval to upgrade the server asked whether there is a
need to upgrade the new version. Specific steps to upgrade please refer to "Chapter I11."

2.4.2.8 Device to restart

IP CAMERA to use remote control equipment, to resume operation.

2.4.2.8 Device log

Select "Device Log" in the right "Device list", select the equipment needed to query in the query needed to enter query
conditions, click on "Search" button, you can query the log device.

CENNNGEN 04272010 16:54 =GB 04/78/2010 16:54 w
=

Time User Name Log Info Device IP

04/28/2010 16:52:32 admin Set Device Param  192.168.10.96
04/28/2010 16:52:32 admin Set Device Param 192,168.10.,96
04/28/2010 16:52:31 admin Set Device Param 192.168.10.96
04/28/2010 16:52:31 admin Set Device Param 192,168.10.96
04/28/2010 16:52:31 admin Set Device Param  192.168.10.96
04/28/2010 16:51:28 admin Set Device Param 192,168.10.,96
04/28/2010 16:51:28 admin Set Device Param 192.168.10.96
04/28/2010 16:51:27 admin Set Device Param 192,168.10.96
04/28/2010 16:51:27 admin Set Device Param  192.168.10.96
04/28/2010 16:51:27 admin Set Device Param  192.168.10.96
04/28/2010 16:51:25 admin Set Device Param 192.168.10.96
04/28/2010 16:51:21 admin Set Device Param 192,168.10.96
04/28/2010 16:51:16 admin Set Device Param 192.168.10.96
04/28/2010 16:50:45 admin Set Device Param  192.168.10.96

4 1n =

Log types of device including five options: all types, real-time video, voice intercom, log on to the system setting of
device parameters.

Device Log is a log of the device itself.
2.5 Playback

Record playback is including the local playback and remote playback. The local playback is played record files of the
concentrate record on computer and NAS, the remote playback is played record files on SD card in device. The following
example is the local playback function:
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ﬁ' Live Video Playback ,_'Iﬂ Alarm Manager |-P| Device Manager | 1™ System Manager A About @ Help

1P CAM[192, 168.0.139] 4 IPCAM[192,1 1]

2 e LR BT
&,

Na Pornrd

IP Dome[192.168.10. . 1P CAM[192.168.10.96]

Nn Rarnrd

IP Dome192.168.10.144 Camerat

o
@
P CAAN192.168.10.96 Cameral
ID  Path [=s] ks
2 k)
E \\192.168.10.248\media —
=||E
X

|

It is the play, pause, stop, previous frame, next frame, 1/2 speed, 1/4 speed,

1/8 speed 1/16 speed and fast speed button from left to right.

@ @: It is the zoom in, zoom out, default, 10 seconds zoom in, 30 seconds zoom in, 1

minute zoom in, 5 minutes zoom in and 10 minutes zoom in button. These buttons could control the scale of time line.

Choose cameras which you want to playback in device list and input searching time between beginning and end time.
When you click the search button, the record files will be showed on the time line by different color. The green color means
schedule record, the red color means alarm record and the gray color means no record.

Note: The Max time is 7 days between beginning and end time, and max 16 cameras could be playback at the same
time.

If you want to add other local store path, please click the button, and choose the store path in pop-up window as
follow:
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ﬁi‘i:hs*e'%u'r Folder W

= @ Deskkop -
{E:j Iy Documents

g Local Disk (C:)
age Local Disk (D:)
ag Local Disk (E:)

agw Local Disk (F:)

age Local Disk (G:)
g SERVER (H:)

G CZontrol Pans!

{5 Shared Docurments

-3 Walkon's Documents
- M Mebmnrk Plares

[ Ok ] [ Cancel

2.6 Alarm Manager

Click on the top o W EIE S hutton, Access to the Alarm Manager interface, choose “Alarm Search’, in the

query, the input conditions required to query, click “Query” button, Can query the police log.

x Live Video Playback \_'-i Alrm Manager {“] Device Manager em Manager About @ Help

N 2005 12 105020~ |
SRR 20001111 10:50:20 M

Device ID Device IP Alarrm Time Alarm Source 1D Alarm Source Name  Alarm Type
00-1c-27-00-00-3c  192,168,10.96  2009-11-02 05:51:24 Mation Detect Alarm
00-1c-27-00-00-9c  192.168.10.96  2009-11-02 08:54:03 Motion Deteck Alarm
00-1c-27-00-00-9c  192.168.10.96  2009-11-02 08:54:17 Motion Detect Alarm
00-1c-27-00-00-9c  192.168.10.96  2009-11-02 08:55:00 Motion Detect Alarm
00-1c-27-00-00-9c 192,168.10.96  2009-11-02 08:55:14 Motion Detect Alarm
00-1c-27-00-00-9c  192,1638.10.96  2009-11-02 05:55:29 Motion Detect Alarm
00-1c-27-00-00-9c  192,168.10.96  2009-11-02 05:57:28 Motion Detect Alarm
00-1c-27-00-00-3c  192,168,10,96  2009-11-02 05:58:10 Motion Detect Alarm
00-1c-27-00-00-9c  192.168.10.96  2003-11-02 08:58:21 Motion Deteck Alarm
00-1c-27-00-00-9c 192,168.10.96  2009-11-02 Of Motion Deteck Alarm
00-1c-27-00-00-9c  192.168.10.96  2009-11-02 0f Motion Detect Alarm
00-1c-27-00-00-9c  192.168.10.96  2009-11-02 0f Motion Detect Alarm
00-1c-27-00-00-9c  192,163.10.96  2009-11-0Z O Motion Detect Alarm
00-1c-27-00-00-9c 192,163.10.96  2009-11-0Z O Motion Detect Alarm
00-1c-27-00-00-9c 192,168.10.96  2009-11-02 09:00:53 Motion Detect Alarm
00-1c-27-00-00-3c  192,168,10,96  2009-11-02 09:01:20 Motion Detect Alarm
00-1c-27-00-00-9c  192.168.10.96  2003-11-02 09:01:30 Motion Deteck Alarm
00-1c-27-00-00-9c  192.168.10.96  2009-11-02 09:01:53 Motion Deteck Alarm
00-1c-27-00-00-9c  192.168.10.96  2009-11-02 09:02:22 Motion Detect Alarm
00-1c-27-00-00-9c  192.168.10.96  2009-11-02 09:02:38 Disk Alarm
00-1c-27-00-00-9c  192,1638.10.96  2009-11-02 09:03:32 Motion Detect Alarm
00-1c-27-00-00-9c 192,1638.10.96  2009-11-02 09:03:43 Motion Detect Alarm
00-1c-27-00-00-9c 192,168.10.96  2009-11-02 09:03:54 Motion Detect Alarm
00-1c-27-00-00-3c  192,168,10,96  2008-11 Mation Detect Alarm
00-1c-27-00-00-9c 192.168.10.96  2009-11-02 O Motion Deteck Alarm
00-1c-27-00-00-9c  192.168.10.96  2009-11-02 09:05:46 Motion Detect Alarm
00-1c-27-00-00-9c  192.168.10.96  2009-11-02 09:05:57 Motion Detect Alarm
00-1c-27-00-00-9c 192,168.10.96  2009-11-02 09:06:08 Motion Detect Alarm
00-1c-27-00-00-9c  192,1638.10.96  2009-11-02 09:06:19 Motion Detect Alarm
00-1c-27-00-00-9c 192,1638.10.96  2009-11-02 09:06:30 Motion Detect Alarm
00-1c-27-00-00-9c  192.168.10.96  2008-11 10 Alarm
00-1c-27-00-00-3c  192,168,10,96  2008-11 Mation Detect Alarm
00-1c-27-00-00-9c 192,168.10.96  2009-11 H Motion Deteck Alarm
00-1c-27-00-00-9c  192.168.10.96  2009-11 Motion Detect Alarm
00-1c-27-00-00-9c  192.168.10.96  2009-11-02 09:08:37 Motion Detect Alarm
00-1c-27-00-00-9c  192,1638.10.96  2009-11-02 09:09:27 Motion Detect Alarm
00-1c-27-00-00-9c 192,1638.10.96  2009-11-02 09:09:57 Motion Detect Alarm
00-1c-27-00-00-9c 192,168.10.96  2009-11-02 0910032 Motion Detect Alarm
00-1c-27-00-00-3c 192,168,10,96  2009-11-02 09:11:01 Motion Detect Alarm
00-1c-27-00-00-9c  192.168.10.96  2003-11-02 09:11:25 Motion Deteck Alarm
00-1c-27-00-00-9c 192.168.10.96  2009-11-02 09:11:36 Motion Deteck Alarm
00-1c-27-00-00-9c  192.168.10.96  2009-11-02 O Motion Detect Alarm
00-1c-27-00-00-9c  192.168.10.96  2009-11-02 O Motion Detect Alarm
00-1c-27-00-00-9c  192,163.10.96  2009-11-0Z O Motion Detect Alarm
00-1c-27-00-00-9c 192,163.10.96  2009-11-0Z O Motion Detect Alarm
00-1c-27-00-00-9c  192,163.10.96  2009-11-02 O Motion Detect Alarm
00-1c-27-00-00-3c 192,168,10.96  2009-11-02 09:13:24 Motion Detect Alarm

Alarm types include four options: all types, I/0 alarm, motion detection alarm and disk alarm.

Inquiries by the alarm log, is the local client database for the log record, If you need the IP Camera equipment alarm,
report to the client and record the log, Must be "Device Manager'=>"CMS Configuration”->"Alarm Center" in the "Alarm
Center IP" is set to install the client by the IP address of the PC.
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Chapter 3 Remote equipment maintenance and upgrade

First of all, please download the upgrade package to upgrade. The directory where the package was putted in can not
contain spaces, so it must not be on the table. After the download is complete, open the "UpdateTool" directory, double-click
"UpdateTool.exe", and begin the upgrade operation.

3.1 Server Configuration

3.1.1 Function Description

(1)Upgrade the server to configure the startup parameters, including protocol version, listen address and listen port
(2)Configure the root directory of products, the directory to manage all the packages

3.1.2 Configuration Method

a. Click the tab "Configure". Dialog box appears as follows.

Opdate Tool for Network Video Dewvice Eli|@

Instructions
Update .
Wizard Server Configure Tipl: IF these parammeters have
been saved befare, vou could enter
0 IP protocol ) IPv4 Ehe “update” step directly,

TipZ: &l "update service”
parameters of Metwork video
Server I |192.168.10.171 Devices must be as same as these,

1.Assign a local IP Address as ™
Server Pork: | 10061 Server IPY and an unused port as
Tpload "Server port". (Default port is

sujgested.)

{" Product Roat | Dih Erawse 2 Click. “browse”, and choose
unoccupied directory as the rook
directory where the update
package will be uploaded, and be
nated mio space allowed in the path

of the product rook directory.

3.Click "save" to save service
pararneters,

Skark service
4. Click. “Start Service™ to skart

updating service, If the skep skipped

- over, a message will remind wou ko
i skart it under “device update”,

b. Assign a local computer server IP Address as “Server IP” and an unused port as “Server port”. (Default port is

suggested.)
c. Click “browse”, and choose unoccupied directory as the root directory where the update package will be uploaded, and

be noted no space allowed in the path of the product root directory.
d. Click "Save” to save service parameters.
3.2 Upload Configuration

3.2.1 Function Description
Upload the upgrade package to the root directory.
3.2.2 Configuration Method

a. Click the tab "Upload". Dialog box appears as follows.
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Opdate Tool for Network ¥ideo Device ['. ” O |§|
Upload the update package Instructions
Update
Wizard Mote: ¥ou can enter the "Device
Eelfy aft e uaekhs medtame update” directly if wau have
‘ P P E uplaaded the update package
| | already
Confi Di\UpdateFilesv1, 1_build039005, rar Browse
M 1.Choose the update package

from the "Browse".Pls be noted no
space included allowed in the path
of update package.
2.Click *Upload” and update
package will be uploaded ta the
product root direckary,

h. Choose the path of the upgrade package from the “Browse”. Please note that the path of upgrade package has not
included space.
¢. Click “Upload” and the upgrade package will be uploaded to the product root directory.

Tpload success!D: WAWIPCE1E04Yw1. 1_buildD39005

3.3 Update Device
3.3.1 Function Description

Configuration upgrade version and scope.
3.3.2 Configuration Method

a. Click the tab "Update", the dialog box appears as follows:
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Opdate Tool for Network ¥Video Device

IJpdate device Instruckions

W 1.Pls select the model and version

from each lisk which wou wank ta

Update
Wizard Maodel:  |IPCE1E0 w Wersion:

v1,1_build039006

{' Dievice info List update devices ba.
BarCode | IP Address Current wersion | Target versian Lpdating st # 2 You EI?UIdd &dd and SEIECt ’
] . Metwark, video Device barCodes
00000 192.168.10.135  +1.1_buildd39001  +1.1_build039006  update succ which you want ko update, IF you
¥ 000050 192,168.10,169  v1.1_buld3s001  wi1.1_buldd39006  update suce warlt to update all of devices
000069 192.168.10.127  vi.1_buld035008 w1.1_buid03o006  update suce which Eﬂnnegt the Ulﬂtcilatiﬂgdd
000064 192.168.10.139  +1.1_build039000  v1.1_buldd39008  update suce te ool ai';tjgftesefgc‘?the
{’ o000sa  192.168.10.139  +1.1_buildd3a111  +1.1_build039006  update suce "SI itern directy.
V] ooo0ed  192,168,0,167  v1.1_bulldd39006  vi.1_buildd3ooos  opdat
Wil u? Hhell u? tpdate suct 3.Click "Update” to update
00007b  192.168.0.161  vi.1_build039006  w1.1_build03o00é  update succ e
r O000G1  192,168,10,140  v1.1_buldd39001  w1.1_buldd39006  update suce

—

[¥] oooosa  192.168.10,250  vi.1_buildd3e001  wi.1_buildd3oo0s  updake suce

000090 192.168.0.162  v1.1_huld039006  vi.1_build039006  update succ :Hlet;ﬂiccfst ;3:'%‘1”&“:‘5:;;'?““9%@
0000aC  192,168.10.96  w1.1_build032001  +1.1_build039006  update succ refresh” ko Llpdate the

[¥] oo01ad4 192,168.10.141 1.1 buildd3@00s  vi.1 buildo3ooos  uodake suce ™ information,

£ ¥
all BarCode: l add l [ Update ]

b. Please select the model and version from each list which you want to update devices to. The default value of model is
IPC8180.

¢. You could add and select Network video Device barcodes which you want to update. If you want to update all of
devices in the LAN, you only select the “all” item directly.

Note: The barcode number usually be marked on the shell of device.

d. Click the “Update” to upgrade device.

e. It will cost 2-3 minutes to update the devices, and you could click “refresh” to get information of update.

apply success, start update service or nok?

| Yes | [ Mo ]

f. Switch to the following interface, by clicking the Start Service to start the upgrade server. Start after the success of the
upgrade service will pop up to start a successful interface, the following graph; by clicking on the "stop service" to stop
escalation of the server.
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Opdate Tool for Hetwork Video Device

Upd Inecbruckions

ata

fizard Sarver Configure Tipl: IF thess parameters have
been saved before, you could enter

*_ P ! @) Pv4 the “update” step directly.

sz: M-Lnsf“e “rwe&
Configure parameters of Network video
Server IP: | 152.168.10.171 Dervices misk be a5 same a5 these,

' 1.4zsign a local [P Address & ™
Sarver IF* and an unused port as

Server ;10061
Port "Server port”, (Defauk port is
suggested. )

Product Root (D2} 2.Click. "browse”, and choose
' unoccupked directory as the root
directory where the update
package will ba uploaded, and be
noted no space alowed in the path
of the product root dirsctory.

3.Click. "save” bo save service
parameters.,

4.Click. "Start Service®to start
updating service. IF the step skipped

m over, & message will remind you to
start it under “device update”,

Start service

Note: All “update service” parameters of Network Video Devices must be as same as the “Server IP” in the update tool.
You could setup it according to “3.4” chapter.
3.4 Configuration front-end products to upgrade the server parameters

3.4.1 Function Description

Front-end products through the configuration parameters of the upgraded servers, front-end product will be in
accordance with the parameters specified to upgrade the server to obtain the latest version of the product software.
3.4.2 Configuration Method

There are two ways to configure, users can choose either: Software configuration management through NVMS; also can
be configured through a browser.

1. Software configuration management through NVMS
Please refer to the specific configuration "chapter 2.4.2.7" the escalation of network services configuration.

2. Configure through a browser

a. Open the browser in your browser's address bar enter the IP address of the front-end equipment, type Enter.
b. Enter the user name and password, select the language type, and click on "login" to enter the management page.
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c. Select bar “Network Service”, and then click “Update”.

d. Fillin the IP address and port of the Upgrade the server on the right (must be configured the same as in step 1).
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e. Configuration upgrades time, in minutes. Upgrade procedure for each interval that is long time to upgrade the server
asked whether there is need to upgrade the new version.

f. Click "OK" the application of the revised configuration.

After the entire configuration, wait a few minutes, the front-end device will automatically upgrade.
3.5 Notes

a. Upgrade tool (UpdateTool.exe), updateserver (updateserver.exe) and serverParameter.ini, Must be located in the
same directory.

b. Upgrade path and product packages in the root directory must not contain spaces, otherwise unsuccessful upload.

c. All “update service” parameters of Network Video Devices must be as same as the “Server IP” in the update tool.

d. Download the upgrade software package extension is ".rar".

Chapter 4 FAQ

1. Connection with the client, attention should be paid what?

> Install "DirectX 9.0" more than the software version of the graphics acceleration; "DirectDraw" to speed up enabled;
PC hardware requirements for the independence of more than 128M memory card.

2. Why can not local record?

» First of all, check SD-card whether the fault, or whether or not inserted into the SD-card slot;

» Check the "local recording - record store" and "plans to video" and other parameters are configured whether or not
correctly;

> Note: Local recording is IP Camera device to record SD-card.

3. IP Camera Thermal issues

> IP Camera internal circuits have adopted the industry-level low-power chips, heat small. Heat sink is directly connected
to the equipment chassis in order to increase heat dissipation IP Camera, improve IP Camera’s useful life.

4. Network connection of video signals do not show

» check reticle Whether exposure to good; or to IP camera line and the video monitor connected, to see whether the
video signal, if have no, Note the camera problems; If there are images show a direct connection, please check your
network connection is open, and then Check whether the computer system to install DirectX 9.0, DirectDraw is
enabled to accelerate.

5. Can not control PTZ or the ball machine

» Detection of wiring is correct;

» Check the settings are correct. This setting should be in the "hardware equipment>PTZ";

» Address set with PTZ or ball machine in line with the allocation of parking spaces;

» Confirm whether the agreement to match, for more information you can get in touch with product supplier.

6. How to log network with the client?

> If the client login, the first choice of log IP, This operation is in the PC card when the multi-client fixed network adapter
to bind. Client default super user name and password are admin, case sensitive.

» During his visit IP Camera equipment need to enter a user name and password, by default are admin, case sensitive.

» LAN network, log in, the client will automatically search for the IP Camera is connected equipment IP. If you need
access to the IP address not found, then the computer with the IP Camera network connection problems, check your
computer's IP Camera and IP address settings are correct, cable connection is correct. Finally, through the
"procedures"->"Run", type “ping <IP Camera ip> -t", To see if "ping" of the pass. If the "ping" had, and then landing to
the network.

» WAN network, the login client, first of all need to add equipment, Click on "Device Manager-> equipment
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maintenance”, IP Camera manually add devices such as IP address information, the save operation, can be a normal
visit to IP camera  equipment.

7. How to access the "IP camera™ through IE?

> First need to set the |IE ActiveX control:

&

Select "Properties", the system pop-up dialog box as follows:

General  Zecurity |C0ntent I Connections I Pragrams I .ﬁ.dvancedl

Select & Web content zane to specify its secority setbings.

® O @

Internet Local inkranet  Trusked sites  Restricked
sites

Internet
This zone contains all Web sites vou Sikas |
haven't placed in other zones —

—Security level Far this zone
Mowe the slider ko set the security level For this zone.

edium

- Safe browsing and still Funckional

- Prompts befare downloading potentially unsafe content
- Unsigned Ackivel contrals will nok be downloaded

- Appropriake For most Internet sites

Custarni Level, .. | efault Lewvel I

o4 | Zancel | Apply |

Select the "Security"-> "Custom Level", the system pop-up dialog box as follows:

General  Zecurity |C0ntent I Connections I Pragrams I .ﬁ.dvancedl

Select & Web content zane to specify its secority setbings.

® O @

Internet Local inkranet  Trusked sites  Restricked
sites

Internet
This zone contains all Web sites vou Sikas |
haven't placed in other zones —

—Security level Far this zone
Mowe the slider ko set the security level For this zone.

edium

- Safe browsing and still Funckional

- Prompts befare downloading potentially unsafe content
- Unsigned Ackivel contrals will nok be downloaded

- Appropriake For most Internet sites

Custarni Level, .. | efault Lewvel I

o4 | Zancel | Apply |

Option "Download unsigned ActiveX controls” set to enable, or set the Internet security to the minimum directly.

> Setting completed, Left click on the desktop&&icon, Open the IE browser, the IE browser's address input column you
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want to visit the IP Camera Host IP address, click the enter key (ENTER), the login dialog box enter the correct user
name and password to access the IP Camera equipment .IP Camera equipment default user name and password are
admin, case-sensitive.

8. IP Camera equipment how to WAN connectivity and access?

» IP Camera equipment can be PPPOE dial-up to connect to the WAN network, to support the DDNS to visit.

> First IP Camera LAN connectivity through the equipment, "network services" within the PPPoE and DDNS
(www.3322.0rg Sign up for a free domain name) configuration parameters. After the success of the application
parameters, need to restart only after the dial-up equipment.

» Open the IE browser directly in the address bar enters the DDNS domain name server address to access IP Camera
equipment. Enter the correct user name and password to enter the parameter setting interface of the IP Camera, in the
"device configuration>ADSL network" can query WAN equipment IP Camera Network IP. If you need to visit the client
IP Camera equipment, the client only needs to manually add the device with address normal visit.

» IP Camera. Computer and ADSL modem can be connected together with switches. Diagram is as follows:

—x
——
e
aA/AAA AAAAA AARARA A& AAAA
[aYaYaVaYaYaVaYaYa¥aYaYaVaYanWalaYaRyalaYaYal
SSS88B8888888888)| aas8 apaBa8
AaAss/aBaAB888A888! a BBE\D
‘ /B@éﬂﬁﬂﬁ@ﬂﬁﬂﬁﬁﬁ@ nas &bl
Fast Ethernet Switch
[ e sEaan,

ADSL modem

|P Camera

9. Why through the client program to connect to the device, the monitor screen in real-time image quality is
unsatisfactory?

> IP Camera equipment connected to the default resolution is CIF, Variable bit rate (VBR), the quality of 5 (the quality of
1-7 from low to high), through the bottom of the client video quality adjustment function to change the resolution and
quality.

» Resolution from low to high, including the four: Super Low Bitrate QCIF. Low Bitrate CIF. Low Bitrate D1 and High
Bitrate D1.

» Bit rate including the two: VBR (Variable bit rate) and CBR (Fixed bit rate).VBR quality is 1-7 of them from low to high.

10. SD card support hot-plug it?

> Support, but the devices are advised to avoid the use of hot-plug SD cards, avoid data loss.

11. SD card can not be used, how should | do?

» Please check whether the partition SD card, if there was no partition on the first partition in the PC operation.
» Used for the first time will be automatically formatted SD card, make sure that the SD has been the backup data.
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12. Which external devices can work together with IP Camera?

» |P Camera can be used in conjunction with the keyboard; can access a wide range of control decoders, alarm input
and output devices, alarm host, access control systems.
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